








Chelsea
Clinton's OK
Cupid, Match.com and
Plenty Of Fish DNC Facial
Recognition
Political Spy
Tech Is Growing Stronger
By Stealing Your Face
- They use sex to trap you into revealing how to manipulate you.

- All of the JOIN UP questions at OK Cupid are essentially the
DNC's
political agenda questions

- They use emotional vulnerabilities to trick you into being spied
on for
political purposes

- Mass user class-action lawsuits being formed to sue Chelsea
Clinton's
IAC (The ACTUAL owner of these websites) into oblivion
for abusing users



I
asked Tinder for my data. It sent me 800
pages of my ...

S https://www.theguardian.com/technology/2017/sep/26/tinder-
personal-data-dating-app-messages-hacked-sold· I asked Tinder
for my data.
It sent me 800 pages of my deepest, darkest secrets
The dating
app knows me better than I do, but these reams of
intimate
information are just the tip of the iceberg.



READ MORE ABOUT DATING DATA RAPE IN:   4000
DATING TIPS VOLUME 1.pdf

The
Brainwash database, created by Stanford University
researchers,
contained more than 10,000 images and nearly
82,000 annotated
heads.CreditOpen Data
Commons Public
Domain Dedication and License, via Megapixels
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The Brainwash database, created by Stanford

University researchers, contained more than 10,000
images and nearly 82,000 annotated heads.
The Brainwash
database, created by Stanford University
researchers, contained
more than 10,000 images and
nearly 82,000 annotated heads.CreditCreditOpen
Data
Commons Public Domain Dedication and License, via
Megapixels
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SAN FRANCISCO — Dozens of databases of
people’s faces are
being compiled without their knowledge by
companies and
researchers, with many of the images then being shared
around
the world, in what has become a vast ecosystem fueling the
spread of facial recognition technology.

READ MORE ABOUT DATING DATA RAPE: 
https://www.nytimes.com/2019/07/13/technology/databases-
faces-facial-recognition-technology.html
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