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PART 1: IMPORTANT INFORMATION ABOUT FILING A DISCLOSURE

OSC WHISTLEBLOWER DISCLOSURE CHANNEL

Under 5 U s.c g 1213 and related provisions, the Office of Special Counsel (OSC)
serves as asecure channel for federal employees, lormer federal employees, and
applicants for federal employment with refiable knowledge of the wrongdoing to

disclose:
« aviolation of law, rule ar regulation;

* Qross mismanagement;

« grosswaste of fupds;

= an abuse of atthonty;

« asubstantial and specific danger to public health ar safety; and/or
+ censorship relaled to scientific research.

0OSC JURISDICTION

OSC has no jurisdiction over disclosures filed by
« pmployees of the U.S. Postal Service and the Postal Regulalory Commission;
« members of the armed forces of the United States (Le., non-clvilian military
employees);
state employees operating under federal grants;
employees of federal contractars;
other employees or federal agencies that are exempt under tederal law: and
» Congressional or judicial branch emplayees.
ANONYMOUS SOURCES

While ©@SC will protect the identity of persons wha make disclosures, it will not consider
anonymous disclosures. IFadisclosure 1s filed by an anonymaous source, the disclosure
will be referred to the Office of Inspector General in the appropnate agency. 2SC will
take no further action.

RETALIATION

Do you believe you suffered retaliation by your agiency for disclosing wrongdoing? 1f
yes, you may file a complaint for retaliation by selecting AddDelete a Complaint fram
the top left comer. Select Option 1 o camplete and submita Complaint of Prohibited
Persannel Practice or other Prohihited Activity (PPPs). If you have already completed
the Comglaint of Protiibited Personnel Practice or other Prohibited Activity above,
please continue with this Disclasure PPPs are employment-related activities that are
banned in the federal workforce. PPPs generally involve some type of personnel
decision or action and may result in personal relief for people who have been subject to
a PPP. For example, f we find that you were removed from fedeml service in
retaliation for whistleblowing, OSC may act to get your job back., PPPs can also
include allegations of harassment. fallure (o issue appraisals, and Improper hiring. Do
not file a disclosure to report retallation or other FPPs.
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PART 2: BIOGRAPHICAL INFORMATION
* Benotes Required Fialds

4 Add [ Delete a Complaint

Report Government

Wrongdoing [Disclosure) . Complainant Infarmation:
About Filing a Disclosure Tile WHISTLE-BLOWER
i . 7 t ;
Biographical Informatian First Name® VATNESRR0210 Middle Initial TBA
Detaills of Your Disclasure Last Narme® TBA

Selecl Your Disclosures
2. Contact Information:
Your Disclasure

Violation of Law,Rule, or
Regulation 3. Do you have representation?™ []Yes [E]nMo

Gross Mismanagement

Address Location” [%] Domestic [] International

4. Complainant's employment status:™
[ cuprent Federal Employes

Farmer Federal Emplayee
[C] Applicant For Federal Employment

Gross Waste af Funds
Abuse of Authority
Dariger to Public Health
Danger to Public Safety

Censorship Related to
Sclentific Research

[ NomFederal Employee (please specify below)

Atlachments 5. 0F current ar former federal employee, please (st most recent position title, series,
grade:

Consent :
Tille (for instance, Investigator) INVESTIGATOR

Series (for instance, G5-1810)

=ulmissan

Grade (for instange, GS-9)

6. Please provide your dates of emplaoyment in this position, 2000-2008

7. Department name:™ DEPT OF ENERGY, DEPT OF JUSTICE, NHTSA

8. Agency name:* DEPT OF ENERGY, DEPT OF JUSTICE, NHTSA

9. Agency subcomponent:

10 Street Address:

1L City:* WASHINGTON, DC
12; Stare:* L [ ]Check here if agenoy address is international®
13, Zip Code:

14, Arie you coveried by a collective bargaining agreement? (Check tne.)
[lYes [X|No  []1don't know

16, Which of the following apply to your empleyment status? (Check all applicable items.)
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Biographical Informatian
Detaills of Your Disclasure
Select Your Disclosures

Your Disclosure

Violation of Law,Rule, or
Regulation

Gross Mismanagement
Gross Waste af Funds
Abuse of Authority
Dariger to Public Health
Danmger to Public Safety

Censorship Related to
Sclentific Research

,  REPORT GOVERNMENT WRONGDOING (DISCLOSURE)

Do nat use this form w submit classified information.
#  Forinstructions of guestions, call the Disclosure Unit at (202) B04-7000.

a. Comnpetitive Service
[X]| Temporary appointment [ Career of career-conditional appointment
[[] Term appointment []Prubatonary employes

b. Excepted Service
[] Schedule A [[] Schedule B [] schedule ©
[ IMational Guand/Reserve Tech [ Postal Service

(] Tennessee valley Authority [ Non-appropriated fund
' CONGRESSIONAL AWARD AND UNDER-COVER

Other (specily):
c. Senior Executive Service (SES) ar Executive Level

[JCareer SES [[]Executive Level V or above

[] Mon-career SES [ Presidential appointee (Senate-confirmed)
d. Other

[] cwil service annuitant [ Military officer ar enlisted person

K] Former owil service employes [ Contract employee

[x] Unknown Other (speafy):

PART 3: SELECT YOUR DISCLOSURES

Please identify the type of wrongdoing that you afe alleging (check ALL that apply - you
MUST check ane option). It you check "vidlation of law, rule, or regulation,” specify, if
you can, the particular law, rule or regulation violated (by name, subject, andior legal

Attachments chation)
Consent [v] Violation of law, rule, or regulation (please specify):
woershcaton
=ULMisstan
Gross mismanagement
Gross waste pf funds
[¢] Abuse of authority
Substantial and specific danger to public health
Substantial and specific dahger to public safety
Censorship related to scientific research
CRe Evem-34 OME No. 3265.0005
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4 Add [ Delete a Complaint

Report Government
Wrongdoing (Disclosure)

About Filing a Disclosure
Biographical Informatian
Detaills of Your Disclasure
Saelect Your Disclosures
Your Disclosure

Violation of Law,Rule, or
Regulation

Gross Mismanagement
Gross Waste af Funds
Abuse of Authority
Dariger to Public Health
Danger to Public Safety

Censorship Related to
Sclentific Research

Attachments

Cansent

P REPORT GOVERNMENT WRONGDOING (DISCLOSURE)

Do nat use this foorm t submit classied information.
For instructions of guestions, call the Disclosure Unit al (202) B04-7000.

For each allegation, please arswer the following guestions {be as specific as possible),
Please keep i mind that you will have an opportunity fo provide mare Infarmation and
someone from OSC will contact you.

If OSC determines there ts a substantial likelihood of wrongdoing, OSC will refer your
disclosures to the Involved agency for an investigation and report. To meet the
substantial likelihood standard, there must be a signiticant probability that the
nformaton reveals wrongdoing that falls within one or more of the categaries above.
Inits evaluation, QSC considers the strangth, reliability, and [.TE'I‘.'Iibillty ol the
disclosures. If the substantal likelihood determination cannot be made, QSC will
datermine whether thers is sufficient iInformation to exercise its discretion Lo refar the
allegatinns.

It there Is more than one instance, you may repeat the process until you have
answered the questions for each instance. To do 5o, click the "Add Another
Instance" button at the end of each section. All lields allow ample space to
respond, but each question has a character limit; if you can no longer type you
have hit the limit. You will have an opportunity to attach supporting
documentation before you submit your form.

Violation of law, rule, or regulation
a. Who took the action?

First Mame Lasl Mame Title
STEVEN CHU SECTY OF ENERGY
JENNIFER GRANHOLM SECTY OF ENERGY

I Add Row

b What action did they take?
‘ RETALIATION AND OTHER ACTIONS AS DETAILED IN THE COMMENTS BELOW ‘

- = 1.72008 TO /2021
o, When did this achon occur?

d. How did you discover this action?

e What additional facts suppont your allegation of a violation of law, rule, or

regulation?
SEE DETAILS !mmTUMHWFYB'FEOW—‘

Add Another Violation of
Law, Rule, or Regulation Claim

0SC Form-14
MSCLOSURE OF INFORMATION
Page 4 ofB
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REPORT GOVERNMENT WRONGDOING (DISCLOSURE)
Do nat use this foorm t submit classied information.
For instructions of guestions, call the Disclosure Unit al (202) B04-7000.

Navigation Bar

< Gross mismanagement
fed.iDvielsa Comp it a Who took the actioh?

Report Government = :
Wrengdoing (Disclosure) First Name Last Name Titles
STEVEN THU SECTY OF ENERGY
About Filing a Disclosure JENNIFER GRANHOLM SECTY OF ENERGY

Biographical Informatian
Detaills of Your Disclasure
b. What action did they take?

RETALIATION, ACCEPTED BRIBES AND THE OTHER ACTIONS LISTED IN DETAIL
IN THE COMMENTS BELOW

Selecl Your Disclosures

Your Disclasure

Violation of Law,Rule, or c. When did this action ccour?
Regulation

FROM 2008 TO 2021

Gross Mistmanagement d. How did you discover this ac.uc_:ln'?.

Gioss Waste of Funds -

Abuse of Authority e. Whatadditional facts suppon your allegation of gross mismanagement?

Danger to Public Health ’—Euvmmmmmrmw—‘
Danger to Public Safety

Censorship Related to | Add Another Gross
Sclentific Research ‘ Mismanagenient Claim

Attachments

Cansent Gross waste of funds

i tion | a. Who took the action?
First Name Last Name Title

STEVEN CcHU SECTY OF ENERGY
JENNIFER GRANHOLM SECTY OF ENERGY

b. What action did they take?
‘ STEERED FUNDS TO THEIR FRIENDS AND BLOCKADED COMPETITORS ‘

o When did this action ocour? 2008 TO 2021

d. How did you diseaver this action?

VIA TIPS FROM FAI, CIA, DOJ, WHITE HOUSE AND NEWS REPORTERS

. What additional facts support your allegation of gross waste of funds?

[ e ]

i Add Another Gross

Waste of Funds Claim

OS5C Form-14 OME No. 32650005
DISCLOSURE OF INFORMATION Expires 0212012020
Page 5of8




REPORT GOVERNMENT WRONGDOING (DISCLOSURE)
Do nat use this foorm t submit classied information.
For instructions of guestions, call the Disclosure Unit al (202) B04-7000.

Navigation Bar

< Abuse of authority
e Ddiate s Compiaint a  Who took the action?

Report Government = :
Wrengdoing (Disclosure) First Name Last Name Titles
_ STEVEN R SECTY OF ENERGY
About Filing a Disclosure JENNIFER GRANHOLM SECTY OF ENERGY

Biographical Informatian

Dealls of Your Disclosure

; b. What action did they take?
Selecl Your Disclosures

FOR PERSONAL AND UNJUST GAIN
2008 TO 2021

Your Disclasure

Violation of Law,Rule, or c. When did this action ccour?
Regulation

: d. How did you discover this action?
Gross Mismanagement

FOT, O,
Gioss Waste of Funds
Abuse of Authority e. What additonal facts support your allegation of abuse of authority?

‘ THE FACTS IN THE EVIDENCE BELOW ATTACHED HEREIN PROVE THE ASSERTIONS ‘

Dariger to Public Health

Danger to Public Safety

Censorship Related to

| Add Another
Sclentific Research

Abuse of Authority Claim

Atachiments Substantial and specific danger
Cansent to public health
i tiomn | a. Who took the action?
First Name Lasl Name Title
sl STEVEN THU SECTYOF E
JENNIFER GRANHOLM SECTY OF ENERGY

b. What action did they take?

THEY HID THE TOXICITY AND FIRE DANGER REPORTS WE PROVIDED AROUT LITHIUM
1ON BATTERIES AND PROCESSES AND OTHER ENERGY STORAGE DANGERS

o, When did this action occour? 2007 TO 2021

d. How did you diseaver this action?

s
NEWS REPORTERS

. What additional facts support your allegation of substantial and specific dangear

o Hublil: health?

‘ Add Another Substantial and

Specific Danger to Public Health Claim

OS5C Form-14 OME No. 32650005
DISCLOSURE OF INFORMATION Expires 0212012020
Page & of8




REPORT GOVERNMENT WRONGDOING (DISCLOSURE)
Do nat use this foorm t submit classied information.
For instructions of guestions, call the Disclosure Unit al (202) B04-7000.
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4 Add [ Delete a Complaint

Report Government
Wrongdoing (Disclosure)

About Filing a Disclosure
Biographical Informatian
Detaills of Your Disclasure
Select Your Disclosures
Your Disclosure

Violation of Law,Rule, or
Regulation

Gross Mismanagement
Gioss Waste of Funds
Abuse of Authority
Dariger to Public Health
Danger to Public Safety

Censorship Related to
Sclentific Research

Attachments

Substantial and specific danger
to public safety

a. Who took the action?

First Name Last Name Title
STEVEN CHI SECTY OF ENERGY
JENNIFER GRANHOLM SECTY OF ENERGY

b Whataction did they take?
THEY HID, OBSFUCATED AND LIMITED THE PROVIDED DATA ON THE DANGERS OF
LITHIUM HON MINING, CHEMICALS AND STRUCTURE DEGRADATION OVER TIME

FROM 2007 TO 2021

o. When did this action occur?

d. How did you discover this action?
‘WE PROVIDED SOME OF THAT DATA AND DEPT OF ENERGY STAFF AND REPORTERS TIPS ‘

PROVED THE COVER-UP

e. Whal additional facts suppon your allegation of substantial and specific danger

to public safety?
‘ ADDITIONAL FACTS ARE PROVIDED IN THE ATTACHED DETAILS BELOW HEREIN ‘

Add Another Substantial and
Specific Danger to Public Safety Claim

Consent Censorship related to scientific
tificatio | research
a. Whotook the action?
0 n
First Name Last Mame Title
STEVEN CHU SECTY OF ENERGY
JENNIEER GRANHOLM SECTY OF ENERGY
Add Row
b, What action did they take?
THEY HID, CENSORED AND SHREDDED DATA FROM MANY ENGINEERS THAT PROVED
THAT LITHIUM {ON BATTERIES ARE DEADLY BECAUSE THEY OWNED LITHIUM STOCKS
i 2007 To 2021
g, When did this acton ocour?
d. How did you discover this action?
‘ FROM FBI, DEPT OF ENERGY AND WASHINGTON POST INSIDER TIPS ‘
e. Whal additional facts suppon your allegation of censorship related to saientific
research?
‘ SEE THE ADDITIONAL FACTS IN THE EVIDENCE BELOW, HEREIN, AND PUBLIC ‘
INVESTIGATIONS IN THE NEWS
OSC Form-14 OME No. 32650005

DISCLOSURE OF INFORMATION
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REPORT GOVERNMENT WRONGDOING (DISCLOSURE)
Do nat usi this form w submit classiied informaton.
For instructions of guestions, call the Disclosure Unit al (202) B04-7000.
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Add Another Censorship Related to

4 Add [ Delete a Complaint Scientific Research Claim

Report Government
Wrongdoing (Disclosure)

1. What action would you (ke OSC to Ekie?

‘ GET WHISTLE-BLOWER HIS DAMAGES & BACK-OWED MONIES ANDVARREST THE CHARGED
PERPS

About Filing a Disclosure

Biographical Informatian

: PART 4: WHERE ELSE DID YOU REPORT THIS MATTER?
Detalls of Your Disclosure

Selecl Your Disclosures
Your Disclasure

Violation of Law,Rule, or
Regulation

2. | have also disclosed this (nfarmation to (camplete all thar agoly):

- FROM 2008 TO
[ None or not applicable 2021

[X] Inspeclor General of depantment / agenty Involved Date:

a Whe did you contact?

Gross Mismanagement

Flrst Name: Last Name:
Gioss Waste of Funds Tia: WE CONTACTED EVERY KNOWN I VIA THEIR EMAIL ADDESSES
Abuse of Authority
Dariger to Public Health Address:
Danmger to Public Safety Email Address:

Censorship Related to

Scientific Research Telsphone Number.

Attachments Case 10,

Cansernt b. What js the status of the mater?

THERE IS A MASSIVE COVER-UP UNDERWAY BECAUSE THIS CASE THACKS BACK TO THE WHITE
HOUSE

[F] Other office of department / agency involved (please specify). FROM 2008 TO 2021

FBI, SEC, FTC, DO, GAOD, FEC, AG, ET AL Dale:
] Department of Justice Date: ' 104200670
Other Executive Branch f depatment [ agancy (please specily). 2008 To 2021
WHITE HOUSE PRESS OFFICE Date:
[X] General Accounting Ofice (GAD) Rusca Bate: 2008-2021

[X] Conaress ar congressional commitiee (please spealfy member or committes):

EVERY ETHICS COMMITTEE Date: 2008-2021
[X] Press / media (newspaper, television, ather) (please specify): 2008-2021
ALL MAJOR INDIE NEWS OUTLETS
Date:
2008 T 2021

|I| Other (please specify): 24/7 ONLINE FBI REPORTING SITE AT

0SC Form-14
DISCLOSURE OF INFORMATION
Page Bofg

OME No, 326850005
Expires 0212012020




REPORT GOVERNMENT WRONGDOING (DISCLOSURE)
Do nat use this form w submit classified information.
Far instructions of guestions, call the Disclosure Unit at (202) B04-7000.

Navigation Bar NOTE: MATTERS INVESTIGATED BY AN OFFICE OF INSPECTOR GENERAL

It'is the general policy of OSC not to transmit allegations of wrongdoing to the
head of the agency involved if the agency's Office of Inspector General has fully
investigated, or is currently investigating, the same allegations.

4 Add [ Delete a Complaint

Report Government
Wrongdoing (Disclosure)

About Filing a Disclosure
Biographical Informatian
Detaills of Your Disclasure
Select Your Disclosures
Your Disclasure

Violation of Law,Rule, or
Regulation

Gross Mismanagement
Gross Waste af Funds
Abuse of Authority
Dariger to Public Health
Danger to Public Safery

Censorship Related to
Sclentific Research

NOIG HAS FOLLOWED UP WITH US BECAUSE WHITE HOUSE STAFF WANT THIS MATTER
COVERED-UP

ATTACHMENTS
X7 1 would like 1 attach documents to my disclosure

Please note that the space avallable for attachments is limited. Therefore, DO NOT
attach évery document and emall that may be relevant ta your claim. You will have
an apportunity to make additional submissions at a later date. We recommend
limiting attachmerits 1o official forms and correspondenice that document the
action(s) at jssue in your disclosure if these documents are relevant to your
allegations.

To see the attachments that have been successtully added (o your form, click an the
paparclipiccrs. In the dark gray panel on the far left side of your screen. Please
note that, if you print a copy of your form, the attachments will not print with it
However, any docurnents that appear in the paperclip panel . will e transmitted
o ©SC.

CONSENT

Atlachments * Denotes Reguired Fields
) Do you consent to the disclosure of yaur identify to others outside OSC if it becomes
Caonsent netessary in taking futher action on this ratter?*
Cortfcation [ | econsent to disclasure of my identity.,

suhmissan I do not consent to disclosure of my |dentity. (Even if vou do not consent, 05C

[X] may disclose your identity if necessary due 1 an imminent danger © public health
ar safety or imminent violation of any criminal law. See 5 U.S.C. § 1213(h).)

OS5C Form-14 OME No. 32650005

DISCLOSURE OF INFORMATION
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COMPLAINT DETAILS AS PART AND PARCEL OF OSC FORM-14 FILED SEPT. 7,
2021

Complaint for: retaliation, discrminination, abuse of process; FTCA violations; account stated;
breach of contract; conversion; defamation; fraudulent misrepresentation; fraudulent
concealment; injurious falsehood, product disparagement and trade libel; civil rights violations
and violations of the u.s. Constitution; misappropriation of trade secrets; prima facie tort;
quantum meruit; tortious interference including a.) Tortious interference with an existing
contract, b.) Tortious interference with prospective, c.) Tortious interference with business
relations contractual relations; patent infringement; personal injury; unjust enrichment; anti-trust
law violations; labor law violations and related causes engaged in by White House officials and
their staff, contractors and employees; United States Senators and their staff, contractors and
employees; Department Of Energy officials and their staff, contractors and employees;
Department of Justice officials and their staff, contractors and employees; Social Security
Administration officials and their staff, contractors and employees; National Highway And
Transportation Administration officials and their staff, contractors and employees; and other
government agencies and their staff, contractors and employees as DOES 1 through 20.

This claim and demand for offsets involves corrupt acts and collusion by over 50 members of the
United States Congress, particularly United States Senators, and over 20 government agencies;
all of whom engaged in said acts in order to acquire unjust gain with their stock market holdings
and other hidden compensation routes.

The FBI, and other law enforcement organizations, define a "cartel" as: 'An association of
industrialists and business firms organized covertly to establish a national, or international
monopoly, by price fixing and ownership of controlling stock, to operate a trust or monopoly to
reduce competition between themselves by allocating markets, censoring public knowledge,
manipulating governments or controlling the price and production of a product or service.'

This case is about a crime "cartel" which operating within government offices.

White House Staff including Rahm Emanual, Bill Daley, Jay Carney, David Plouffe, Robert
Gibbs, Steve Rattner, David Axelrod, John Podesta, et al; and Steven Chu, Daniel Cohen and
Bill Cooper were, (from 2007 forward), either financed by, friends, with, sleeping with, dating
the staff of, holding stock market assets in, promised a revolving door job or government service
contracts from, partying with, personal friends with, photographed at private events with,
exchanging emails with, business associates of or directed by; our business adversaries, or the
Senators and politicians that those business adversaries pay campaign finances to, or supply
political digital search manipulation services to. Criminal U.S. Senators coordinated and profited
in these schemes. Their own family members have now supplied evidence against them. Elon

10



Musk and his frat boys display their self-aggrandizing vanity in sociopath glory because nobody
tells them "no". Now we are calling them out!

This Cartel created and promoted a bogus mining scam for electric car and cell phone batteries
which they knew to be unobtainable in any manner that would not harm American national
security, worker human rights and safety, and the national economy. They knew that these
particular materials did not exist anywhere in the world in a volume that would address national
market needs without forcing products to become so expensive that few could afford them. They
knew that the product creation produced worker genocide, rapes, murders and poverty. They
knew that the products from these efforts were explosive, cancer-causing, brain and liver
damaging and toxic to the environment. This Cartel ignored these issues, on purpose, out of pure
unmitigated greed!

From 2007 forward, The White House and various agencies were controlled by the Silicon
Valley tech oligarchs for monopolistic profiteering! That is a violation of the law, the
Constitution and the American Way. The named person's we have presented to the FBI, DOJ,
SEC and other agencies, engaged in crimes to personally profit in the stock market and political
venues. At the same time they operated the command and control of millions of dollars of
defamation, character assassination and black-list attacks against us for reporting their crimes.
These perpetrators are now being exposed, arrested, indicted and drained of their ill-gotten
profits. We are owed our damages compensation and we will not rest until we get it! Every
member of the public is invited to help crowd-source the termination of these corrupt crooks.

This Cartel of California & Washington, DC politicians is being paid bribes with billions of
dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony Pictures stock and stock warrants
which is never reported to the FEC; Billions of dollars of Google, Twitter, Facebook, Tesla,
Netflix and Sony Pictures search engine rigging and shadow-banning which is never reported to
the FEC; Free rent; Rare-Earth mining rights; Male and female prostitutes; Cars; Dinners; Party
Financing; Sports Event Tickets; Political campaign printing and mailing services "Donations";
Secret PAC Financing; Jobs in Corporations in Silicon Valley For The Family Members of
Those Who Take Bribes And Those Who Take Bribes; "Consulting" contracts from McKinsey as
fronted pay-off gigs; Overpriced "Speaking Engagements" which are really just pay-offs
conduited for donors; Gallery art; Private jet rides and the use of Government fuel depots (ie:
Google handed out NASA jet fuel to staff); Recreational drugs; Real Estate; Fake mortgages;
The use of Cayman, Boca Des Tores, Swiss and related money-laundering accounts; The use of
HSBC, Wells Fargo, Goldman Sachs and Deustche Bank money laundering accounts and covert
stock accounts; Free spam and bulk mailing services owned by Silicon Valley corporations; Use
of high tech law firms such as Perkins Coie, Wilson Sonsini, MoFo, Covington & Burling, etc. to
conduit bribes to officials; and other means now documented by us, The FBI, the FTC, The SEC,
The FEC and journalists.

11



We worked for, with, in and around the White House and various agencies. We were at the
homes of the most famous people in government and their Silicon Valley financiers. We have
cooperated with top law enforcement and Congressional investigators. Additional whistle-
blowers have provided our effort with even more evidence. Ourselves, and investigating
agencies, have absolute proof of the crimes, corruption and illicit activities and the ongoing
cover-ups.

12
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(For Compensatory Relief)

Parties

Plaintiff WITNESS2021B (“WITNESS?”) is an innovative alternative energy
technology producer and inventor associated with a global auto production group and
a global power plant development group. WITNESS, who obtained a (“GOVT”)
award grant in 2005 from the United States Congress, under the Iraq War Bill, has
received commendations from the Congress and from the federal government’s
various premier high technology research organizations like the Defense Advanced
Research Projects Administration (“DARPA”). WITNESS has been associated with
The White House and government agency projects, in technology development and
law enforcement investigation, since 1978.

Defendant is THE U.S. GOVERNMENT(“GOVT”), a government body. WITNESS
has reported to, and interacted with, said entity via it’s agencies: DOE, DOJ, FBI,
SEC, FTC, GAO, FEC, FERC, HUD, SSA, The White House and related
agencies, and DOES 1 through 20 and those parties participated in cover-ups,
attacks, reprisals, defunding, defamation, RICO violations and related crimes and
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abuses.

Jurisdiction and Venue

This case presents a federal matter within this Court’s jurisdiction under Article III
of the United States Constitution, 28 U.S.C. § 1331, and the Administrative
Procedure Act, 5 U.S.C. § 702; and under other related law acts and precedents.

This Court has authority to grant declaratory relief under the Declaratory Judgment
Act, 28 U.S.C. § 2201 et seq., and to award damages, costs and attorneys’ fees under
28 U.S.C. § 2412; and under other related acts and pecedents.

Venue is proper in this district under 28 U.S.C. § 1391(e); and under other related
acts and precedents.

Facts

Background

Pursuant to §136 of the Energy Independence and Security Act of 2007, 42 U.S.C. §
17013, the U.S. Department of Energy (“GOVT”) administers the Advanced
Technology Vehicle Manufacturing (ATVM) loan program to support the
manufacture of advanced technology vehicles and components in the United States.
In 2008, Congress authorized GOVT to make $25 billion in ATVM loans. GOVT
currently has over $16 billion of unused lending authority. Congress-people, GOVT
agency executives and their Silicon Valley financiers invested in stock ownerships of
the upside collateral profits from the manipulation of Department of Energy and
foreign mining benefits from Iraq, Afghanstan and other foreign mining regions.

The public officials operated a profiteering scam based on the exploitation of stocks
from government policy financed energy and mining deals and they operated this
scheme in violation of RICO, anti-trust, civil rights and other law violations. The
perpetrators ‘before’ and ‘after’ stock market account records and leaked private
emails and phone calls prove this.

WITNESS has attempted hundreds of “proper procedure” efforts to resolve this
matter in writing but government officials either:

1.) Stonewall any response, or

2.) Get fired or transferred if they investigate the matter, or

3.) Send a generic non-responsive form letter, or
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4.) Finger point to another agency in an endless runaround.

WITNESS was attacked by government financed, directed and resourced hired attack
services who had command-and-control operated by government officials.

The GOVT has spent over ten times more money on delaying the payment of funds
to WITNESS than if they had just settled with WITNESS in the first place. The
GOVT has exacerbated the case to the point that it has gained thousands of times
more media coverage than if they had just settled with WITNESS in the first place.
The GOVT has wasted vast amounts of taxpayer money and created an international
media incident when those losses could have been entirely avoided if they had just
settled with WITNESS, and been responsive to the WITNESS, in the first place.

Many government officials, up to and including: the U.S. Attorney General, The
Secretary of Energy, The Director of the FBI, etc., have been fired over this case and
related matters, due to their attempts to manipulate government funds and resources
to inure to a cartel of insiders who backed those officials appointments to those
positions. (ie: The Covington & Burling files)

WITNESS has served his nation and his community for the full duration of his life.
WITNESS became a government witness and reported on crimes by government
officials. In reprisal, revenge, vendetta, retaliation and retribution, angry government
officials took away his house, his income, his job, his life savings, his brand and
every possible source of income using sophisticated spycraft-type attacks. They
attacked him as reprisal/vendetta because he reported an organized crime activity
involving famous U.S. Senators and their billionaire sex-addict financiers.( ie: for
context, look up the court cases of Jeffrey Epstein, Andy Rubin, Howard Rubin, Ed
Buck and the hundreds of other related sex cult cases in the federal courts on
http://www.pacer.gov.)

WITNESS served the public, only to have the criminals they investigated get
hundreds of billions of dollars, at the expense of WITNESS and public tax dollars,
while WITNESS got nothing and lost everything.

In 2007, if someone said: “SSA and other government offices have been weaponized
to provide revenge, retribution, reprisal and retaliation attacks against witnesses,
whistle-blowers and journalists...” one might have laughed. Now, as of 2021, over
2000 victorious lawsuits and IG investigations later, the assertion of vendetta attacks
by public agencies has irrefutably been proven, in courts, to have been totally true.

It is now well documented in court records and in federal investigations that over
120 companies (listed by name, below, in the Exhibits) sell attack services (“hit-
jobs™) to well known politicians.


http://www.pacer.gov./
http://www.pacer.gov/
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
http://www.pacer.gov./
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WITNESS'’s investigators have proven that kill services (like Gawker-Gizmodo,
Black Cube, Fusion GPS, etc.) were hired by public officials and aimed at one the
victims because of their effective law enforcement cases. Police records prove that
the arrested and/or charged financiers of these public officials ( ie: Howard Rubin,
Ed Buck, Roger Boas, Jeffrey Epstein, Joe Lonsdale , Eric Schmidt, Andy Rubin,
Sergy Brin, Steve Bing, Michael Goguen, Forrest Hayes, Tom Perkins, etc.) ran a
national executives-only sex cult in which some victims were murdered and many

were underage. The depth of their sick depravity proves that the perpetrators will
stoop to any crime, using the highest levels of government resources, to cover-up
their crimes. WITNESS helped investigate some of these perverted perpetrators and
has had government agencies deployed to attack him in reprisal, retribution,
retaliation efforts as payback. The FBI has the full capacity and resources to easily
confirm this via an interview and investigation of the Defendants hired attackers,
specifically Nicholas Guido Denton, John Herrman, Gabrial Darbyshire, Patrick
George, Jay Carney, Robert Gibbs, Adrian Covert, John Cook, Elon Musk and those
other parties listed herein, and, in fact, may have already done so. The FBI will be
subpoened in this matter.

The Silicon Valley tech oligarchs from Tesla, Google, Facebook, Kleiner Perkins,
etc., manage a large part of these crimes. For example, one applicant’s Senators have
made many tens of millions of dollars in profits and bribes off (hidden in real estate,
off-shore accounts, unbilled search engine manipulations, electric vehicle stocks,
Netflix board “fees”, etc.) of Google. Google is one victim’s competitor, patent
infringer and operator of the largest of the attacks. Google, literally, controlled and
staffed, The White House in 2008. The financing, command and control, deployment
and beneficiaries all point directly to the perpetrators, like Google VC’s and the
politicians they financed, in this case. The FBI, FinCEN and other investigators have
“no doubt” about who attacked the Applicant and the scope of the spy agency tactics
that were used.

Over 1000 news stories such as:
https://nypost.com/2021/08/04/facebook-exec-helped-cuomo-smear-sex-
harassment-accuser-aqg/

... prove that politicians partner with Silicon Valley oligarchs to character assassinate
law abiding citizens in retribution campaigns.

Further proving our assertions, this story:
https://www.vice.com/en/article/q5qgk73/qoogle-fired-dozens-for-data-misuse

... (and thousands more like it) proves that big tech’s deepest internal staff sell
services to political parties for spy-agency-like attacks on citizens.


https://www.vice.com/en/article/g5gk73/google-fired-dozens-for-data-misuse
https://nypost.com/2021/08/04/facebook-exec-helped-cuomo-smear-sex-harassment-accuser-ag/
https://nypost.com/2021/08/04/facebook-exec-helped-cuomo-smear-sex-harassment-accuser-ag/
https://fortune.com/2018/01/02/brotopia-book-silicon-valley-sex-party/
https://www.usatoday.com/story/tech/2014/07/09/google-exec-hayes-killed-by-call-girl/12422797/
https://www.news.com.au/finance/tech-titan-michael-goguen-of-sequioa-capital-kept-amber-baptiste-as-a-sex-slave-for-13-years/news-story/91012180fc3b23d50c1e6be8105c92e7
https://newspunch.com/steve-bing-clinton-friend-associate-epstein-links-dead/
https://nexter.org/google-sex-scandal-sergey-brin-playboy-book-alleges
https://conservativedailypost.com/android-co-founder-accused-of-running-sex-slave-ring/
https://www.dailymail.co.uk/news/article-2377785/Google-CEO-serial-womanizer-Eric-Schmidt-spends-15-million-dollars-private-doorman-Manhattan-penthouse-totally-soundproofed.html
https://europetodaynews.wordpress.com/2017/04/28/joe-lonsdale-rapist-abusive-frat-boy-and-mysoginst-or-gods-gift-to-women/
https://www.miamiherald.com/news/local/article220097825.html
https://storage.courtlistener.com/recap/gov.uscourts.nyed.409003.1.0.pdf

20

In the report:
https://www.newsmax.com/us/federal-agencies-cyberattacks-report-security/
2021/08/03/id/1030939/

...and the associated 47 page government report, the U.S. Government has confirmed
that it was incapable of safe-guarding the victim’s data during the past period.

Over 10,000 news reports like:
https://www.khaama.com/afghanistan-the-saudi-arabia-of-lithium-1747/

and
https://www.mining.com/1-trillion-motherlode-of-lithium-and-gold-discovered-in-
afghanistan/

and
https://www.seeker.com/afghanistan-the-saudi-arabia-of-lithium-discovery-news-
1766491089.html

... prove that the U.S. war in Afghanistan was pitched as an opportunity to grab
“trillions” of dollars of electric car and cell phone minerals for Silicon Valley
oligarchs who funded White House political campaigns in exchange for market
exploitation exclusives for those mining deals. Barack Obama's staff and financiers
owned the stock market assets for those mining deals. Secretary of Energy Steven
Chu (as well as Jennifer Granholm) and staff also own the same stocks. Mining

oligarch Frank Giustra (https://www.businessinsider.com/frank-giustras-amazing-
comment-about-bill-clinton-2015-4?0p=1) was the business partner of the Clinton

dynasty invested in that mining. Dianne Feinstein, Nancy Pelosi, Harry Reid and
other senators own electric car company Tesla Motors supplier interests. It is
impossible for any party to deny the fact that lithium ion battery mining did not
motivate the entire government administration from 2007 to today.

With the fall of Afghanistan to the Taliban on Aug. 16, 2021, the entire sham of the
Afghan War has been exposed. On, or around, that date former and current White
House, Pentagon and related officials like Natalie “May” Edwards and John
Denniston’s staff, in anger over the administrative failure of the entire Afghanistan
program, (See attached Inspector General report and other material in Exhibits)
released, leaked and/or discussed formerly confidential information confirming the
veracity of the assertions of WITNESS. Additionally, invading forces PR offices, in
Afghanistan, are now leaking all of the war documents, since Russia invaded
Afghanistan, to the press and the open internet. Additionally, WITNESS had
personal relationships with senior White House, State Department, USAID and City
Hall executives and those parties shared internal evidence and policy decision
materials with WITNESS. Additionally, The news of a full breach of the State


https://www.businessinsider.com/frank-giustras-amazing-comment-about-bill-clinton-2015-4?op=1)
https://www.businessinsider.com/frank-giustras-amazing-comment-about-bill-clinton-2015-4?op=1)
https://www.seeker.com/afghanistan-the-saudi-arabia-of-lithium-discovery-news-1766491089.html
https://www.seeker.com/afghanistan-the-saudi-arabia-of-lithium-discovery-news-1766491089.html
https://www.mining.com/1-trillion-motherlode-of-lithium-and-gold-discovered-in-afghanistan/
https://www.mining.com/1-trillion-motherlode-of-lithium-and-gold-discovered-in-afghanistan/
https://www.khaama.com/afghanistan-the-saudi-arabia-of-lithium-1747/
https://www.newsmax.com/us/federal-agencies-cyberattacks-report-security/2021/08/03/id/1030939/
https://www.newsmax.com/us/federal-agencies-cyberattacks-report-security/2021/08/03/id/1030939/

Department has been announcd. The breach comes just weeks after a Senate
Homeland Security Committee report rated the department’s overall information
security program as a "D" — the lowest possible rating within the federal
government’s model. The report found the department’s security to be "ineffective in
four of five function areas" and highlighted the fact that "sensitive national security
information" was at risk.

Names, dates of birth, and social security numbers used for passport vetting were among the

sensitive information the committee’s report noted were hacked, including the files relating to
WITNESS and this case data: "Auditors identified weaknesses related to State’s protection of
sensitive information and noted the Department ‘did not have an effective data protection and

rn

privacy program in place’," the committee said.
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All of the charged political figures had:

1.) the exclusive means,

2.) the exclusive motivation,

3.) the exclusive extensive history of using attack services,

4.) the exclusive benefits from such attacks on the whistle-blowers,
5.) the exclusive jobs to allow them to engage in corruption,

6.) the positions as business competitors to the victims, whose competing
technologies obsoleted their investments; and other forensic connections which make
it obvious that those parties were the perpetrators of the attacks on the citizens
discussed herein.

WITNESS was specifically and illegally excluded from participation in funding,
benefits, jobs and income by major political figures, including U.S. Senators and
White House executives who he knew personally, and their Silicon Valley oligarch
financiers. They attacked him as reprisal because he would not cooperate with their
sex trafficking, tax evasion, off-shore money laundering, political bribery quid-pro-
quo, revolving door payola scams, foreign nation-sponsored domestic manipulations,
stock market rigging, internet censorship and search engine manipulation and other
crimes.

The perpetrators attacked WITNESS in retaliation because he reported their crimes

to federal police. They attacked him as revenge because his products obsoleted their
products. They attacked him using taxpayer-funded state resources. That is a felony
violation of the law. The ongoing cover-up of these crimes and attacks is also a


https://www.hsgac.senate.gov/imo/media/doc/Federal%20Cybersecurity%20-%20America's%20Data%20Still%20at%20Risk%20(FINAL).pdf
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felony violation of the law. WITNESS is owed damages compensation, witness fees
and back-pay.

In 1988 The Federal Office Of Personnel Management ranked this victim, known
herein as “Witness2021B” , with a top 85 percentile ranking as a Criminal
Investigator in the 1811-C nationals when he was being solicited by the government
for cross-border case work as a Federal Criminal Investigator (See OPM documents,
attached). In other words, he placed top-in-the-nation when the government assessed
his criminal investigation skills. His father, an electronics signals intelligence analyst
specialist with the U.S. Army and grandfather, a U.S. Air Force Colonel had both
been federal intelligence specialists in a portion of their careers. By 1988,
Witness2021B had already been working on organized crime and corruption matters
since 1978. His white-collar and corruption cases were predomnantly under-cover
and sting operations and were side-projects keyed off of his public work as a private
sector management and technology specialist for corporations and community
programs.

Famous political figures, spent many evenings at victim’s house, were friends with
victim, worked with victim, confided in victim, and provided victim with the highest
level knowledge and experience in public policy operations. In fact, when
Witness2021B ran for Mayor of his City, it was actually a sting operation which
indicted two other well-known political figures and exposed a political City Hall sex
ring and the Chief Administrator of the City was arrested over this.

Some of those figures informed Witness2021B of their organized crime scheme, the
participants and the operators. They invited Witness2021B to become part of their
scheme.

As a White House and City Hall commended Federal patent-awarded inventor/CEQO,
Witness2021B has been government, and network newscast, documented as the first
to invent, launch, operate and deliver the companies and technology that Google,
Facebook and Netflix copied to create their, later, operations. Google, Facebook and
Netflix, Tesla executives and VC’s also happen to be the organizing, financing and
beneficiary partners in the market manipulation scheme in this case. They have all
known Witness2021B since college. Thus, Witness2021B had the opportunity to see
them form their “Silicon Valley Cartel”, collude, conspire and organize against the
government, the public and industry in a manner which the tech oligarchs describe
in their own emails as being based on “..the Italian Mafia!”. Indeed, The Silicon
Valley Tech oligarchs have formed a collusion-based, law-violating, tax-evading,
government-manipulating crime empire protected by famous politicians, whom they
bribe!
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Witness2021B has been covertly reporting to GAO, FBI, FTC, SEC, FEC, IG OSC,
California Fair Political Practices officials and Senators and others for decades.

His investigation work highlights include:

1974 — Advocated for and helped realize the creation of Dan Lowenstein’s California
Fair Political Practices Commission and helped conduct investigations for CFPC and
task force groups. Peers included Paul Kangas, Jack Palladino, Sam Brown, Melvin
Belli’s investigators.

1978 - Undercover White-Collar Crime & Corruption Sting Operative

1988 - Placed in top percentile in Federal OPM Criminal Investigator 1811-C
national test. Received first CIA solicitation.

1990 - American Society For Industrial Security - active coordinator

1990 - International Narcotic Enforcement Officers Association - active coordinator
1991 - California Association of Licensed Investigators - active coordinator

2000 - California Department of Consumer Affairs Investigator - active coordinator
2000-2008 - Investigative Consultant to Congressional and journalism organizations

2009- 2018 - Assisted agencies in one of the largest anti-corruption projects in the
last decade

- Recipient of White House and Congressional Commendations and Federal Grants
- Instrumental in creating multiple federal laws and legal precedents

- Designed key sting-operation protocols

- Created first digital crowd-sourced law enforcement technologies

- Received multiple federal patents on IC and LE technologies

- Multiple high-profile white-collar case wrap-ups

His cases included notorious subjects that most people have seen in the news
headlines. Lately, by partnering with the messaging, media outreach, investigations
and demands of https://socialsecurityworks.org , https://seniorsleague.org , AARP,
ICIJ and other related organizations, and using Streisand Effect amplifiers, torrents
and mass social media processing, This applicant, and his peers were able to get the
heads of the Social Security Administration, the heads of THE U.S.
GOVERNMENTand the Attorney General fired from their jobs for corruption and
abuse of public funds.



https://en.wikipedia.org/wiki/Streisand_effect
https://seniorsleague.org/
https://socialsecurityworks.org/
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Nobody should tolerate political bullies that collude to abuse the public! Most
members of the public, the non-corporate news media and community groups know
that this level of corruption exists. You can see indisputable proof of these assertions
in the documentary film:

http://focus-book.com/public’ HOW POLITICAL CORRUPTION WORKS.m4v

http://newsplus007.com/public’HOW POLITICAL._ CORRUPTION WORKS.m4v

... and at many streaming video outlets.

Due to the effectiveness of Applicant’s associates anti-corruption efforts, public
officials have engaged in reprisal/retaliation attacks on Applicant and those officials
engaged in felonies by doing that.

In the Solyndra/Silion Valley Cartel matter, Witness2021B did “too good a job” and
broke up one of the largest corruption matters in America with roots that ran all the
way to the Oval Office. The FBI raid on Solyndra was only the tip of the iceberg.
Energy and Media Industry crimes like these have a SIX TRILLION DOLLAR
upside if the crooks can pull them off.

The matter illuminated an organized crime scheme, in violation of RICO, anti-trust
and other laws, between major public officials, Silicon Valley tech oligarchs and
their operatives. Mr. Rusco and his investiagtion team at the United States
Government Accountability Office ( http://www.gao.gov ) spent signficant time
interviewing the witness. GAO and Congress then published a series of reports
condeming the actions of the U.S. Department of Energy and their manipulations of
taxpayer funds. Congressional staff asked Witness2021B to attempt a new kind of
activist public-interest lawsuit against THE U.S. GOVERNMENTand the individual
executives of the GOVT. The litigation was won by Witness2021B and his investors
and they received the remand they sued for. The case was also “won” in that it
achieved it’s goals to make history, set new legal precendents, put the corruption
process on public record and prove that Witness2021B HAD been targeted for
payback by government officials “infected with corruption”.

(http://www.pacer.gov )

The United States Congress had awarded Witness2021B, and his team, a
commendation and a multi-million dollar federal contract to build America’s energy
“back-up” plan should the Middle East oil interests ‘go sideways’, as they, indeed,
have.

Documents, NDA'’s, emails and other evidence has proven that Witness2021B has
had a relationship with the Department of Energy, and their labs, since, at least 2000.
FBI agents Richard Auerbach, Peter D. Cair, Patricia Rich, Charles Brennan and


http://www.pacer.gov/
http://www.gao.gov/
http://newsplus007.com/public/HOW_POLITICAL_CORRUPTION_WORKS.m4v
http://focus-book.com/public/HOW_POLITICAL_CORRUPTION_WORKS.m4v
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William Wadman should be able to provide information about the oldest FBI
contacts. Victim even had connections with local FBI Hero Mark Felt (known as
‘Deep Throat’ in the Watergate case) who lived near him. Reporters Ed
Montgomery, Leslie Wayne, Carol Leoning and other well-known reporters have
records which will verify some of the earliest investigation work by Witness2021B.
Recent FBI discussions are documented in the FBI building logs. The Federal report
entitled: San Francisco’s Corruption Culture (Available as an additional attachment
document in the Exhibits set) goes into great detail about the organized political
crime activities in the region.

Witness2021B and his engineering team, as early as 2005, had informed the
Department of Energy, in writing that, as Lithium ion batteries age, the ‘dendrite
defects’ in their internal chemistry cause the batteries to constantly increase their
tendency to blow up. This was proven via x-ray analysis of lithium ion batteries,
particularly those from Panasonic that are used by Tesla Motors. This data was
intentionally covered up by White House and Department of Energy executives
because they wanted those “trillions” of dollars of profits in their pockets from the
fabled Afghanistan mining fields.

External forces, moisture, ambient energy waves and other factors, increase their
tendency to self-ignite. Department of Energy Secretary's of Energy, their staff,
White House and CIA executives have been proven, via their public stock brokerage
records, to own lithium ion battery companies and child labor rare earth mining
interests.

That is why they cover up the dangers of toxic lithium ion (the burning smoke of
which causes cancer, brain and fetus damage) and sabotage domestic efforts to
market competing energy storage like fuel cells, ultra capacitors, alkali metal-
chlorine batteries, ni-cad batteries, beta-voltaic batteries, tritium batteries and
competing alternative energy storage: in violation of anti-trust laws.

Secretary of Energy Jennifer Granholm’s Proterra Buses are now blowing up, Tesla
is known for blowing up, Bolt and Volt cars are now blowing up and under massive
recall. Ener1 batteries destroyed millions of dollars of Fisker’s when they got wet...
THE U.S. GOVERNMENT has hundreds of reports proving this to be a fact.
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AS LITHIUM 10N BATTERIES AGE, THE DENDRITE DEFECTS IN THEIR INTERNAL CHEMISTRY CAUSE THE BATTERIES TO CONSTANTLY INCREASE THEIR TENDENCY TO

BLOW UR

EXTERNAL FORCES, MOISTURE, AMBIENT ENERGY WAVES AND OTHER FACTORS, INCREASE THEIR TENDENCY TO SELF-IGNITE.

DEPARTMENT OF ENERGY SECRETARY'S OF ENERGY, THEIR STAFF, WHITE HOUSE AND CIA EXECUTIVES HAVE BEEN PROVEN, VIA THEIR PUBLIC STOCK BROKERAGE
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Witness2021B asks to end this cover up that allows corrupt politicians to profiteer on
the death of Americans!

The United States Patent Office had also awarded Witness2021B one of the
historically largest set of patents on a new, entirely produced-in-the-USA, energy
technology per http://www.uspto.gov

These technologies competed with the corrupt overseas rare earth mining schemes
owned by California Senators, Department of Energy Executives, White House staff
and the Silicon Valley tech Cartel.

Witness2021B has been a provider, advisor and/or advocate in almost every major
current federal case against the Silicon Valley Cartel since the federal “no poaching”
lawsuit against the Cartel. ( Case #’s 11-cv-2509 and 5:2011cv02509 and 1:10-cv-
01629 and 1:10-cv-02220 ). These cases, prove that the Silicon Valley Cartel
colludes to harm the public and monopolize industries.

State-sponored “hit-jobs” were ordered, operated and financed by government
officials in order to engage in revenge, reprisal and vendetta, against Witness2021B
because of his help to Federal investigators and Congress in these investigations.
Those attacks fully incapacitated the victim. In his public life, he has spent decades
proving that nothing is "impossible" and that one is "only limited by their
imagination" per his reference letters from clients and employers. Over the course of


http://www.uspto.gov/
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his work, he has assembled a global force of some of the world's top engineering,
science, physics, programming, operations and logistics experts. He, and his peers,
can respond instantly for disaster relief, market shifts and new global solutions
demands. Solving global challenges with novel new innovations and conceptual-
blockbusting program management.

His career has been focused on solving the world's greatest challenges. He has
received awards, commendations, issued federal patents and industry acclaim for his
networking, transportation, housing, medical, communications, energy and other
technologies that he invented, built and marketed globally. Millions of user around
the world deploy technologies first created, produced and patent-awarded to him.

His hundreds of letters of reference are from the White House, Mayor’s, Fortune 500
CEQO’s and other well known leaders. He is reknown for his life-time provision of
service to his community and his nation.

His work stopped in 2008 when the attacks began. Many of the attacking operatives
have been identified by name and the FBI has been asked to interview them and
confirm who was paying and directing them. White House, Congressional and co-
worker whistle-blowers, as well as recent Chinese, Russian and Syrian hacks have
also cross-confirmed the attackers and their directives.

The victim has, for years, filed all of the proper forms, gone “through proper
channnels” and inquired as to next-steps from officials at the highest levels. For his
efforts he has been rewarded with cover-ups, lies, obsfucation, stone-walling and
avoidance. The victim now has one of America’s largest collections of “Finger-
Pointing” letters from government agencies and officials, each correspondence,
essentially, saying: “OAh, it’s not us go try DOJ or...(FBI, SEC, GAO..(Insert agency
name here)...”. No government body will step up to resolve the issue or allow their
IG to investigate, or let “302 reports” get written for interviews that never happen. It
is the RUN-AROUND on an epic scale.

Today, in San Francisco, arrested, indicted City Hall public officials, some of whom
Witness2021B helped uncover, get paid $44,000.00 per month by the government
even though they are arrested criminals. San Francisco also pays homeless people
$60,000.00 per year to sleep in a tent in front of City Hall. Today, in Washington
DC, arrested, indicted Congress-people, some of whom Witness2021B helped
uncover, get paid $150,000.00 per year by the government even though they are
arrested criminals.
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Today, on the other hand, Witness2021B, has had every source of income ( See
reprisal attack details, below ) blockaded by the government as reprisal for whistle-
blowing.

90% of the public officials with jurisdiction own stock market assets in, or are
financed by, Witness2021B’s competitors. Workers at government agencies serving
Witness2021B have been exposed as extreme ANTIFA-type biased activists in their
leaked emails, social media postings, web photos and recorded conversations.

Witness2021B is a claimant making claims for witness fees, informant fees, rewards,
whistle-blower fees, legal fees and damages caused by this matter. Additionally,
claimant demands legal counsel be provided by your office, for claimant, because his
rights to fair legal represention, his civil rights and his Constitional rights have been
blockaded by these reprisal attacks, in violation of the law.

Pursuant to §1703 of Title XVII of the Energy Policy Act of 2005, 42 U.S.C. §8§
16511, 16513, GOVT also administers the §1703 loan guarantee program (“LGP”) to
support innovative clean energy technologies that are typically unable to obtain
conventional private financing due to high technology risks. Under LGP, GOVT
guarantees up to eighty percent of a loan for projects that “avoid, reduce, or
sequester air pollutants or anthropogenic emissions of greenhouse gases; and employ
new or significantly improved technologies as compared to commercial technologies
in service in the United States at the time the guarantee is issued.” GOVT currently
has approximately $34 billion in loan authority, with an additional $170 million in
appropriated credit subsidy carried over from previous years.

ATVM ILoan Application #2

After being previously awarded a multi-million dollar valued, fully executed contract
in 2005; On or about November 10, 2008, WITNESS at the request of U.S. Senators
and Department of Energy officials applied for a $40 million ATVM loan to build a
scalable, innovative and efficient electric car for government agencies including the
Pentagon. The GOVT’s own Sandia National Laboratory (“Sandia”) was identified
as a project subcontractor.

This application was in response to a GOVT solicitation. GOVT was supposed to
evaluate loan applications on a “first in, first out” basis and to make ATVM loan
funds available in January, 2009 for successful applicants.

WITNESS’s car design used advanced “hot-swap cartridges” to provide nearly
unlimited range, cost less than $20,000 in base configuration, required no gasoline or
extension cords to charge, required no garage, could be used by apartment dwellers,
was easy to repair and build, and used “damp down” crash effect reduction materials.
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WITNESS had operations in Detroit, the Midwest and the San Francisco Bay area.
Its design team included highly experienced automotive designers and senior Detroit
automotive management staff, the senior creation staff for the Corvette and the
Mustang and aerospace industry professionals.

A critical WITNESS innovation, based on a decade of research, was the use of next-
generation polymer plastics in the automotive body. By replacing metal doors, body
panels, hoods and roofs with lightweight polymer plastics on a carbon fiber frame
and lightweight alloy chassis, WITNESS could build a four-seat, SUV-format
vehicle with a curb weight of less than 1,400 pounds, or approximately one-third the
weight of a Toyota Prius. This, in turn, enhanced vehicle efficiency and
performance.

The polymer plastic construction also added to vehicle safety, with the foam skinned
membranes functioning as a wraparound, predeployed airbag to withstand impacts
and “damp out”crash damage.

WITNESS’s pressure membrane technology was well proven and widely used in a
variety of applications, including zodiac (inflatable) boats used in leisure,
commercial and military applications, airbags, Mars landing equipment and even
buildings and arenas with polymer membrane coverings.

All of the WITNESS car’s key parts were built and tested, or already existed in off-
the-shelf components proven in the industry for over a decade. Autodesk and other
engineering software allowed for full virtual prototyping and operational testing of
the design.

WITNESS’s financial and technical partners included Ranson Green Community
Development Foundation (a 501(c)(3) nonprofit), ZAP and Detroit Electric, major
automobile manufacturers and national laboratories.

WITNESS offered GOVT asset collateral of over $100 million to secure the ATVM
loan.

WITNESS’s ATVM loan application revealed sensitive and confidential technical
and business information as defined by 10 CFR §§ 1004.10(b)(4), 11 and 5 U.S.C. §
552(b)(4) to GOVT. This information included fuel cell and hydrogen storage
technologies, fuel cassettes and pressure membrane body parts.

WITNESS also disclosed his issued patents for a solid-state energy storage system
and an electric and hybrid vehicle system with an estimated 3™ party appraised value
of $17,291,568.64; another U.S. Patent with an estimated 3" party appraised value of
$10,524,792.26; another U.S. Patent with an estimated 3" party appraised value of
$5,607,695.94; another U.S. Patent with an estimated 3" party appraised value of



$104,072,538.36; and other trade secret, trademark and intellectual property assets.
These IP assets were offered as collateral to GOVT.

In consideration for WITNESS’s ATVM loan application, Defendants promised to
protect WITNESS’s technical and business secrets and not to infringe its patents.

On December 2, 2008, Seward wrote to WITNESS acknowledging receipt of its
application and requesting certain additional information. See Exhibits.

WITNESS provided this information.

On December 31, 2008, Seward informed WITNESS that its application was
substantially complete, and that GOVT would advise WITNESS if it needed
additional information during the application review process. See Exhibits.

Upon information and belief, WITNESS’s ATVM loan application was the first to be
deemed substantially complete.

At all times relevant, WITNESS qualified for the ATVM loan under GOVT’s

published underwriting criteria. For example:

0 WITNESS was an “automobile manufacturer” that demonstrated “improved fuel
economy” as defined at 10 C.F.R. § 611.100(a)(1).

0 WITNESS was “financially viable” as defined at 10 C.F.R. § 611.100(a)(2).

0 WITNESS’s application satisfied all of GOVT’s requirements under 10 C.F.R. §
611.101 et seq.

0 WITNESS’s product satisfied all of GOVT’s evaluation criteria under 10 C.F.R.
8611.103(b). Among other things, WITNESS’s car used no gasoline and
traveled over 125 miles on a single charge.

0 WITNESS met all of GOVT’s environmental requirements under 10 C.F.R. §
611.106 et seq.

0 WITNESS was a “covered firm” as defined by GOVT at 10 C.F.R. § 611.207(a),
and eligible for the set aside specified at 10 C.F.R. § 611.207(b).

0 GOVT internal staff Excel comparison matrices placed WITNESS in the top 5%
in over-all comparison metrics of all applicants.

GOVT ostensibly began processing WITNESS’s ATVM loan application in or about
January, 2009. This process should have taken no more than several weeks.

However, GOVT did not promptly underwrite WITNESS’s application.

WITNESS was unaware that its application had been “set aside” in favor of
applications from politically-connected government cronies.
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WITNESS was unaware that Defendants had “fixed” the ATVM loan process to
benefit political donors.

WITNESS also was unaware that Defendants had no intention of approving
WITNESS’s ATVM loan application under any circumstances as a matter or reprisal
for whistle-blowing and unfair business practices to avoid competition against Tesla
and other Congressional stock holdings.

Instead, WITNESS assumed Defendants were acting in good faith and in accordance
with law.

Therefore, WITNESS repeatedly contacted GOVT to provide engineering, financial
and other information in support its application.

On April 23, 2009, Jason Gerbsman, the Chief of Staff and Senior Investment
Officer, at the Loan Programs Office, Automotive Division, of GOVT, notified
WITNESS that:

WITNESS has submitted a substantially complete application and has been
assigned to both a technical eligibility and merit review team, as well as a
financial viability analysis team. The technical team is very close to finishing
their evaluations on both eligibility and project merit, and the financial team will
be launching a more detailed and interactive due diligence phase of the WITNESS
application review very soon. Following the technical and financial evaluation
under the second stage of the process, we will move into the underwriting phase
where our goal is to negotiate a conditional commitment, including a detailed
term sheet. This will be followed by the fourth phase of the loan process where the
final details will be negotiated and the loan will be closed.

On May 26, 2009, Gerbsman offered an in-person meeting to discuss “WITNESS’s
next steps.”

On May 28, 2009, WITNESS flew a delegation from California to meet with
Gerbsman, who said that GOVT had determined “everything was in order” with
WITNESS’s ATVM loan application, that “everything looked good” and that
WITNESS “appeared to be fully compliant and passed technical review.”

Shortly thereafter, WITNESS discovered that Tesla Motors, Inc. (“Tesla”) and Fisker
Motors, Inc. (“Fisker”) had received and were receiving special assistance from
GOVT staff with the ATVM loan application process. Fisker even had a business
office in GOVT’s headquarters.

WITNESS asked for similar assistance from GOVT staff but was denied it,
ostensibly because the quality of its application was so high that no assistance was
needed.
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At all times relevant, WITNESS was actively worked with other financing sources,
including Wells Fargo Bank, to leverage the ATVM loan and fund product
production.

Notwithstanding GOVT’s delays and the bankruptcy of other industry players due to
the U.S. economic collapse, WITNESS continued to grow throughout 2009.

On June 15, 2009, WITNESS informed GOVT that it was a semi-finalist in the
Forbes “America’s Most Promising Companies List” for 2009.

On or about June 22, 2009, GOVT advised WITNESS that a Northern California
solar energy company had requested a copy of WITNESS’s ATVM loan application
from GOVT through the Freedom of Information Act (“FOIA”).

WITNESS contacted this company to see why it was interested in WITNESS’s
ATVM loan.

WITNESS spoke with the company’s principal, who said that he had been “screwed
over” by GOVT and wanted to know if others had similar experiences.

He said that the company had suffered “bad dealings” with Matt Rogers, a “stimulus
advisor” to Chu from McKinsey & Company, and Steven Spinner, a key player in
GOVT’s loan program office. Spinner, an Obama campaign bundler who raised
millions for the President and who had been appointed to his government position in
exchange for his fund raising, also had worked at McKinsey & Company and,
according to his biography posted by the Center for American Progress, had served
as an active advisor and investor to Tesla.

WITNESS was told that Rogers and Spinner were “rigging the game.” It was given
Spinner’s phone number and told to call Spinner and ask him why WITNESS’s
ATVM loan application was not moving forward.

WITNESS texted Spinner and then called him. Spinner answered the phone and told
WITNESS words to the effect of “Do not ever call me again. The awards have
already been decided.”

On June 24, 2009, GOVT announced $8 billion in ATVM loans to Ford Motor
Company (“Ford”), Nissan North America, Inc. (“Nissan”) and Tesla. Tesla -- an
WITNESS competitor -- received an ATVM loan of $465 million at a rate of 1.6%
from GOVT to manufacture an expensive electric car.

On June 29, 2009, WITNESS wrote to Gerbsman again asking for action on its
ATVM loan application, pointing out that other lenders were hanging back until after
GOVT issued its term sheets, the offering document issued by GOVT that specifies



the detailed terms and conditions under which GOVT may enter into a Conditional
Commitment with the Applicant.

In the following weeks, authorized GOVT representatives repeatedly assured
WITNESS that “everything was fine”, “everything is on-track”, and “you
[WITNESS] appear to meet every criteria” with respect to an ATVM loan.
WITNESS was even told that “we [GOVT] should be able to announce [an approved
ATVM loan] any day now...”

However, on August 21, 2009, Seward denied WITNESS’s ATVM loan application.
See Exhibits.

Seward, a known “White House lackey”, said WITNESS’s application was
“determined to be eligible” in accordance with the “evaluation criteria” in 10 C.F.R.
8611,103 but GOVT was “not in a position to award every eligible application [an
ATVM loan].” He also said necessity required GOVT to “choose applications that
are most likely to use [ATVM loan] proceeds in a way that will best achieve the
goals of the program” and that WITNESS’s application was rejected on this basis.
He did not disclose the criteria GOVT used to weigh competing qualified
applications or explain why WITNESS fell short in the merit review.

WITNESS then asked GOVT to specify its reasons for denial.

In an email to GOVT’s Chris Foster, WITNESS requested GOVT’s merit review
documents and asked how GOVT technical evaluators could reasonably conduct a
ten month comparative merit review of WITNESS’s ATVM loan application without
speaking to any single company engineers or senior project staff member for more
than 1% of the time that GOVT staff attended to Tesla, Nissan Ford and Fisker
during the same review period.

On or about August 26, 2009, WITNESS called Foster.

Foster said GOVT had denied the application because Foster said WITNESS’s
“electric car did not use E85 gasoline, WITNESS was not planning on building
“enough” cars, WITNESS was not planning on selling cars to the government,
WITNESS’s electric motors and batteries were too futuristic and not developed for
commercial use, WITNESS’s car was a “hydrogen car,” and WITNESS had
underestimated the cost of metal body fabrication.”

These “reasons” were baseless pretexts to protect Tesla, and other insider stock

holdings, that U.S. Senators and DOE executives held.

0 None of WITNESS’s competitors that were given ATVM loans to build electric
cars used E85 gasoline in their vehicles.
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0 WITNESS’s car was designed to be easily scalable, using “off the shelf” parts

from existing commercial sources with multiple points of supply.

0 WITNESS’s business plan specifically provided for large government and fleet

sales.

0 WITNESS’s “futuristic” electric motor and battery configuration had been in

commercial and government use for decades.

0 WITNESS’s car was an electric car not a hydrogen car.
0 WITNESS’s car body contained minimal amounts of metal, using safer and easier

to source and fabricate polymers and plastics.

Foster never provided WITNESS with GOVT’s merit review documents or
described the applicable evaluation criteria.

On September 21, 2009, WITNESS wrote to Chu requesting reconsideration of
GOVT’s ATVM loan denial. See Exhibits

WITNESS demonstrated that the stated reasons for GOVT’s denial were false. It
asked Chu to explain why GOVT staff repeatedly assured WITNESS that approval
would be forthcoming and that no additional information was necessary (leading
WITNESS and its principals to expend huge sums of money in reliance thereon), and
why government-crony companies that applied after WITNESS were reviewed
earlier, given the benefit of extensive access to and interaction with GOVT staff (a
benefit denied to WITNESS), and then awarded funds.

On October 23, 2009, Seward replied to WITNESS. See Exhibit 5. He did not
answer WITNESS’s questions. Instead, he backfilled with new but equally baseless
reasons for WITNESS’s rejection.

To begin with, Seward said that WITNESS’s application was “deemed Substantially
Complete on November 10, 2009.” In fact, WITNESS’s application had been
deemed substantially complete on December 31, 2008.

Seward said that the “proposed technology appeared...to be at a development stage
and not yet ready for commercialization” and that the “assumption that the vehicle
concept would be ready for production in three years” was a “significant weakness”
due to the “high level of risk associated with the design.” In fact, the WITNESS
vehicle’s technology had been in use commercially for years by the U.S. Department
of Defense, NASA and the automobile industry; the politically-connected companies
that were awarded ATVM loan funds were no further ahead in production than
WITNESS; and elements of WITNESS’s “high risk design” were already in use by
Toyota and Nissan.

Seward said “the proposed project’s impact on fuel economy...was determined to be
weak.” In fact, non-gasoline powered automobiles are uniformly recognized to offer
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the most significant impact on fuel economy performance. And, the WITNESS
vehicle promised even better fuel economy than any of the ATVM loan “winners”
(Tesla, Nissan, Ford or Fisker) proposed or actually offers to this day.

Seward said “A review of the advanced fuels in your project and the feasibility of
that energy source...was [sic] questionable.” In fact, the fuels, products and sub
parts of the “questionable” energy source are readily available to consumers at REI
Sporting Goods, Amazon.com and Safeway supermarkets.

Seward said “A review of the calculations and assumptions supporting your claims
for reductions in petroleum use were deemed to be unrealistic.” In fact, over 200
institutional research and white papers from respected government and university
agencies from around the world supported WITNESS’s claimed reductions.

Seward said that WITNESS’s project “may be commercializable [sic] in the future,
but is far too early in the development process to qualify” for an ATVM loan. In
fact, WITNESS was further along in the “development process” than the politically-
connected companies GOVT funded.

Seward’s letter was the first time any of these issues had been raised by GOVT with
WITNESS, notwithstanding ten months of “underwriting,” and multiple meetings,
phone calls, and emails. Incomprehensibly, GOVT had refused to consult with any
of WITNESS’s engineers and denied WITNESS the “interactive” review that had
promised in April and had in fact been provided to Tesla, Fisker, Nissan and Ford.

Defendants did not review WITNESS’s ATVM loan application in good faith and in
accordance with its regulations, policies and promises. Instead, it stonewalled
WITNESS.

ATVM Application #3

Or about February 1, 2009, WITNESS (through Limnia) applied for a $15 million
ATVM loan to help fund work with GOVT’s own Sandia National Laboratories
(“Sandia”) to produce a “best of breed and state of the art” automobile energy
storage system using WITNESS’s patented fuel cell technology.

On April 10, 2009, Seward denied this application on the grounds that it “[did] not
appear to be designed for installation in an advanced technology vehicle...” See
Exhibit 6. At all times relevant, Defendants knew Seward’s claim was false and a
mere pretext to preserve ATVM loan funds for government-favored companies.

On April 11, 2009, WITNESS requested reconsideration, reminding Seward that the
relevant patents provided the technology was for use in advanced technology
vehicles, that Sandia’s vehicle technologies group was the prime subcontractor for
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the project, and that GOVT had funded the technology specifically for use in
advanced technology vehicles. See Exhibits.

On May 13, 2009, Seward again denied the application because the technology was
“not installed in the advanced technology vehicle.” This time, though, he asked for
more information. See Exhibits

On June 3, 2009, WITNESS again requested reconsideration, pointing out that the
device “must be installed prior to use in an advanced technology vehicle and are,
accordingly, designed for such installation, and therefore... ‘qualifying components
and answering Seward’s other questions. See Exhibits.

’»

Defendants never responded to this letter.

LGP Application (Application #4)

At all times relevant, WITNESS qualified for a LGP guarantee.

At all times relevant, GOVT recognized that the LGP application fees and process
were unduly onerous and burdensome.

On or about February 1, 2009, WITNESS participated in a conference call with John
Podesta, Chu and Interior Secretary Kenneth Salazar during which Chu promised to
waive the application fee.

On or about February 10, 2009, WITNESS (through Limnia) filed a LGP application
with a cover letter stating that it was WITNESS’s understanding that GOVT had
waived the application fee.

On February 26, 2009, GOVT’s Myrtle Gross called and said that the application fee
of $18,000 had to be paid and that funds needed to be wired by midnight for the LGP
application to be considered. This was WITNESS’s first notice from GOVT that the
agency had reneged on its promise to waive the LGP application fee.

WITNESS had access to the funds to make payment but could not complete the
transaction by the midnight deadline.

On February 27, 2009, Daniel Tobin, GOVT’s Loan Programs Office Senior
Investment Officer, called and said that there were “a few days of flexibility” to send

in the application fee and promised to provide wire instructions.

Tobin also promised to “pre-review” the application and to call back with feedback.
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WITNESS never heard back from Tobin or anyone else at GOVT.

WITNESS repeatedly contacted Tobin by email, phone call and messenger, but
neither he nor anyone else at GOVT would respond or provide wire instructions.
Instead, on April 9, 2009, Tobin dismissed WITNESS from the LGP without
recourse, writing WITNESS that “due to non-remittance of the required application
fee, your application will not be reviewed.” See Exhibits

GOVT ignored WITNESS’s request for reconsideration.

Defendants’ I.oan Program Abuses

Because GOVT’s ATVM loan program and LGP were not transparent, and GOVT’s
underwriting criteria were easily skewed and manipulated by political officials, these
programs became cash cows for government cronies.

To begin with, WITNESS discovered in or about end of Dec. 2008 that Seward,
angered at WITNESS’s public complaints about GOVT’s ATVM loan and LGP
administration told his staff in 2009 that it would be “a cold day in hell before I let
[WITNESS] get any money.” Seward used his power to arbitrarily and wrongly
blackball WITNESS’s ATVM loan and LGP applications.

In February, 2011, GAO issued an investigative report on GOVT’s ATVM program.
See Exhibits “Advanced Technology Vehicle Loan Program Implementation Is
Under Way, but Enhanced Technical Oversight and Performance Measures Are
Needed,” GAO-11-145 (Feb 28, 2011)(the “GAO ATVM Loan Report”). It found
that GOVT had made billions in loans without engaging “engineering eWxertise
needed for technical oversight.... As a result, GOVT cannot be adequately assured
that the projects will be delivered as agreed. [Furthermore], GOVT has not
developed sufficient performance measures that would enable it to fully assess the
extent to which it has achieved its...program goals.”

In truth, GOVT’s ATVM loan program was nothing more than a veil for political
officials to steer hundreds of millions of taxpayer dollars to government cronies,
including Tesla and Fisker.

For example, Tesla’s loan of $465 million was announced on June 24, 2009.

This loan was obtained in material part through the efforts and influence of Steven
Westly who had “bundled” hundreds of thousands of dollars in political
contributions. Westly sat on Tesla’s board from March 2007 to December 2009, the
time period in which GOVT made the ATVM loan.
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¢ In consideration for his financial contributions, Westly was given unusual Executive
Branch access and an appointment on a key advisory board counseling Chu. This
allowed Westly to help shape GOVT policy to advance his personal business
interests.

e GOVT’s Spinner, who played a key role in the ATVM loan program, was also a
political “bundler,” and a former Tesla investor and advisor.

¢ Additionally, Tesla’s founder and CEO also made large political contributions to
Democrats, including President Obama, in or about 2008.

¢ On November 12, 2012, Tesla notified the Securities and Exchange Commission
that:

On January 20, 2010, we entered into a loan facility with the Federal Financing
Bank (FFB), and THE U.S. GOVERNMENT(GOVT), pursuant to the Advanced
Technology Vehicles Manufacturing (ATVM) Incentive Program. This loan
facility was amended in June 2011 to expand our cash investment options, in
February 2012 to modify the timing of certain future financial covenants and
funding of the debt service reserve account, and in June 2012 to allow us to effect
certain initiatives in our business plan. We entered into another amendment with
the GOVT in September 2012 to remove our obligation to comply with the current
ratio financial covenant as of September 30, 2012 and amend the timing of pre-
funding the principal payment due in June 2013. Under the GOVT Loan Facility,
the FFB has made available to us two multi-draw term loan facilities in an
aggregate principal amount of up to $465.0 million. Up to an aggregate principal
amount of $101.2 million had been made available under the first term loan
facility to finance up to 80% of the costs eligible for funding for the powertrain
engineering and the build out of a facility to design and manufacture lithium-ion
battery packs, electric motors and electric components (the Powertrain Facility).
Up to an aggregate principal amount of $363.9 million has been made available
under the second term loan facility to finance up to 80% of the costs eligible for
funding for the development of, and to build out the manufacturing facility for,
our Model S sedan (the Model S Facility). Under the GOVT Loan Facility, we are
responsible for the remaining 20% of the costs eligible for funding under the
ATVM Program for the projects as well as any cost overruns for each project. As
of August 31, 2012, we have fully drawn down the aforementioned facilities.

e Also on November 12, 2012, with $465 million of taxpayer money spent, Tesla
reported delivering a grand total of 256 vehicles for sale to customers.

¢ Fisker’s ATVM loan of $528.7 million was announced on September 22, 2009,
approximately a month after Seward rejected WITNESS’s application for a $40
million ATVM loan.
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This loan was obtained in material part through the efforts and influence of John
Doerr, a major political contributor and government crony. At all times relevant,
Doerr was a partner in the investment firm of Kleiner, Perkins, Caufield & Byers,
along with former Vice President Al Gore, among others.

Kleiner, Perkins was a major Fisker investor. Doerr and his partners donated millions
to the 2008 Obama campaign and related political causes, obtaining in exchange
preferential access and treatment for their business interests. Among other things,
Doerr’s political contributions produced high-level Executive Branch access and a
seat on the President’s Council on Jobs and Competitiveness.

When GOVT announced Fisker’s half-a-billion dollar loan facility, it claimed that
Fisker’s ATVM loan would “create or save about 5,000 jobs for domestic parts
suppliers” by funding “two lines of plug-in hybrids.” Approximately $169.3 million
of taxpayer funds were for “engineering integration” need for final assembly of a
high-cost electric luxury car in Finland. Approximately $359 million of taxpayer
funds was for manufacturing a low-cost plug-in hybrid sedan in the U.S. through
“Project Kx.” See Exhibits“Conditional Commitment Letter by and between United
States Department of Energy and Fisker Automotive, Inc. — Execution Copy
(September 18, 2009).

When GOVT approved Fisker’s loan, the Project Kx car did not exist, not even in
prototype. Upon information and belief, GOVT lacked even detailed engineering
and production specifications for the car. Nevertheless, Defendants parroted Fisker’s
claim that “up to 75,000-100,000 [Project Kx] vehicles will roll off assembly lines in
the U.S. every year beginning in late 2012 to justify the Kx loan.

In 2011, Fisker promised that the Kx vehicle, which had yet to be publicly show,
would be in mass production by the end of 2012.

In or about February, 2012, after Fisker had borrowed over $170 million, GOVT
froze Fisker’s ATVM loan credit facility because Fisker missed key production

milestones.

In or about June, 2012, Fisker finally revealed the Project Kx prototype, a “low cost”
$55,000 auto called the “Atlantic.”

On or about October 18, 2012, Fisker reported that Atlantic production would be
delayed until 2014 or 2015.

Since 2008, Fisker has sold approximately 1,500 vehicles world-wide.



40

Upon information and belief, the over $170 million in taxpayer
money GOVT has given to Fisker has “saved or created” fifty or fewer jobs.

Defendants’ I.GP Abuse

In March, 2012, and in response to complaints by WITNESS and others, GAO
issued an investigative report on GOVT’s LGP performance. See Exhibits “GOVT
Loan Guarantees: Further Actions Needed to Improve Tracking and Review of
Applications,” GAO-12-157 (March, 2012). GAO found that GOVT treated LGP
applicants inconsistently, favoring some and disadvantaging others; lacked
systematic mechanisms for LGP applicants to administratively appeal its decisions;
often ignored its own underwriting standards and skipping review steps; and re-
reviewed rejected applications on an ad hoc basis. In fact, GOVT’s “Omitting or
poorly documenting reviews reduces LGP’s assurance that it has treated applicants
fairly and equitably.”

In October, 2012, emails were released confirming that at least a number of LGP
decisions were based on political factors not GOVT’s stated evaluation criteria. See
e.g. Exhibits (Email from Jonathan Silver, former Executive Director, GOVT Loan
Programs Office, to James C. McCrea, GOVT LPO credit adviser, dated June 25,
2010, stating “WH wants to move Abound [project] forward. Policy will have to
wait...”); Exhibits (Email from James C. McCrea to B. Oakley stating “Pressure is
on real heavy...due to interest from VP”); Exhibits (Email from Monique Fridell to
Kimberly Heimert, et al. dated May 25, 2010 stating “GOVT has made a political
commitment to get Unistar through the approval process by 6/15”; Exhibit 17 (Email
from James C. McCrea to Monique Fridell dated June 1, 2010 stating “Secretary [of
Energy]...is adamant that this transaction is going to OMB by the end of the day Fri
if not sooner. Not a way to do things but a direct order™)

GOVT bent the rules for political allies such as Sen. Harry Reid and Rep. Steny
Hoyer, while government crony companies received special personal access to high-
ranking GOVT officials. See e.g. Exhibits (Email from James C. McCrea to
“barbiar” dated December 5, 2009 stating “[Harry] Reid may be desperate. WH may
want to help. Short term considerations may be more important than long term
considerations and what’s a billion anyhow?”); Exhibits (Email from James C.
McCrea to Julie Stewart dated May 25, 2010 stating “7™ Floor has decided mid June
CRB...there has been a commitment from S1 [Secretary Chu] to Steny Hoyer on
this. Nothing like over committing and under delivering”; Exhibits (Email from
Brightsource Chairman John Woolard, an LGP applicant, to Jonathan Silver, GOVT
Loan Office Director dated November 10, 2010 stating “Thanks for offering to meet
at your house tomorrow morning.” Silver replied “Came [sic] anytime. Guest
bedroom is ready.”). Defendants regularly slept with each other and at each others
homes.
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Defendants’ Overall Abuse Of, And Harms To, WITNESS

Defendants’ wrongdoing abused and severely damaged WITNESS.

When Defendants “fixed” the ATVM loan and LGP programs to benefit government
cronies, they knowingly and intentionally rendered the ATVM loan and LGP
applications by WITNESS and other similarly situated companies futile and
meaningless.

Defendants intentionally induced WITNESS and others similarly situated though
multiple written and verbal representations from GOVT officials with actual and
apparent authority to bind GOVT, to spend hundreds of thousands of dollars and
invest thousands of hours of engineering and professional time on a meaningless
snipe hunt.

Defendants’ administration of the ATVM loan program effectively dried up all
alternative sources of capital and denied WITNESS and others similarly situated
access to private financing by delaying term sheets and/or wrongly denying ATVM
loans, among other things. Defendants had actual or constructive knowledge that
delaying or denying a small company’s ATVM loan application would be as a
business death sentence.

Chu and Seward skewed, manipulated and fixed GOVT’s ATVM loan review
process against WITNESS and other companies similarly situated to protect and
advance the business and political interests of government cronies and caused
WITNESS’s ATVM loan and LGP applications to be rejected on false bases and
flimsy pretexts.

For example:

a. Government cronies who applied for the ATVM loan after WITNESS were

reviewed earlier, walked through the “underwriting” process by GOVT staff and
given the benefit of unique agency interaction, and then awarded funds.

b. GOVT staff first issued over 20 documents, public statements, policy notices,

powerpoints and other materials verifying that ATVM loans would be processed
on a “first-come, first served” basis. Because crony companies did not submit
applications in a timely fashion, GOVT subsequently altered this policy in mid-
stream.

c. GOVT paid outside, unqualified technical reviewers to conduct pre-textual

diligence and application reviews. WITNESS spoke with Carol Battershel, who
stated she was the due diligence technical lead on WITNESS’s application. She
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said she had gotten everything she needed “off [WITNESS’s] website.” GOVT
reviewers never talked to WITNESS’s founder, inventor, engineers, project leads
or primary contractors, and refused to speak with WITNESS’s engineers, even
after WITNESS’s engineers called and visited them to offer data and other
information.

GOVT officials directed Argonne National Laboratory staff to manipulate data in
order to favor certain applicants.

GOVT employees were ordered by senior GOVT and Executive Branch political
officials to ignore non-favored applicants until deadlines had passed to shrink the
applicant pool.

GOVT ignored standard commercial bank loan processes, including the use of
competent engineers to carry out technical review and the consistent application
of the same underwriting criteria to each loan application. Instead, the “loan
review process” was intentionally manipulated, bypassed or stalled, to ensure that
funds were given to government favored “winners” but not to WITNESS or other
companies that lacked large political contributions and special Executive Branch
access.

. The ATVM loan funds distribution date was repeatedly manipulated by

Defendants to frustrate WITNESS and other similarly situated companies’ efforts
to attract private investors, thereby starving WITNESS of capital.

Political officials made review and “underwriting” decisions.

GOVT staff told WITNESS and others that GOVT was out of money and thus
ATVM loan applications could not advance. However, the ATVM loan fund was
never out of money and, indeed, a “carve out” of appropriated funds was “held”
for government cronies who made political contributions and hired political fixers
to obtain “top-tier status” and “special relationships” with GOVT.

GOVT eased expectations for projected car sales volume by Fisker, a favored
crony company with close ties to senior political officials in the White House,
after GOVT had conditionally approved an approximate $560 million loan, and
then made allowances for scaling back projections in the final loan agreement,
and then renegotiated loan terms to ameliorate Fisker’s cash flow crisis in the
weeks before the 2012 Presidential election.

GOVT applied different metrics to ATVM loan applicants based on political
connections and contributions.
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GOVT promised to waive the LGP application fee. Within hours of the due date,
GOVT reneged. The next day, GOVT contacted WITNESS promising to accept
late payment. Again, GOVT reneged.

. GOVT hid the “merit review” data, reviewer identities, reviewer work histories,

and other information from WITNESS, all other ATVM loan applicants and the
public. This information, if disclosed, would have allowed for an open and
transparent loan process and allowed WITNESS and others to evaluate the
efficacy of GOVT’s merit review.

GOVT willfully, intentionally and substantially overestimated government crony
company production capabilities and sales performance to justify its approval of
ATVM loans. For example, GOVT promised that Fisker alone would have
“75,000 — 100,000” ATVM loan-funded cars rolling off of U.S. assembly lines. In
2012, Ford, Nissan, Fisker and Tesla (the ATVM loan “winners”) combined sold
fewer than 25,000 ATVM loan-funded vehicles nationwide.

. Applicant’s 2008 benefits application was hacked and manipulated by public

officials in order to engage in reprisal, retribution and revenge against Applicant
for reporting about a federal crime involving public officials. Applicant has been
waiting for his proper benefits payments since 2008. Investigations have proven
that government officials were ordered to not approve Applicant as
reprisal/vendetta punishment for his testimony against public officials with access
to government records operations, records and determinations.

. The majority of Applicant’s injuries came from his contractor/employment work

for the Government.

. The majority of Applicant’s injuries were never investigated by government

officials in an unbiased or conclusive manner per word scans of government
officials records.

Government officials that met with, or interacted, with Applicant concurrently, or
later, ended up working for his political/business enemies and bragged about that
fact in their emails, voicemails, text messages, social media postings, photo
postings and other media. They were biased to harm Applicant.

. Government official “Mario U” harassed, threatened, defamed and cyber-stalked

Applicant in political reprisal and the government owes Applicant monetary
damages for those actions by compromised government officials. The government
officials emails, social media postings, texts, recorded conversations and other
records prove that they acted in a biased and threatening manner towards
Applicant for reprisal/vendetta purposes. A FOIA has been filed for all recordings
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of the meeting between Applicant and government officials. All records,
discussing, referring, or relating to all meetings or communications between
Administration staff and Applicant and their representatives including minutes of
those meetings, or any memoranda written about these meetings by
Administration employees and contractors who were present has been demanded.
The FBI, a third party with a fountain pen video camera and/or a cell phone, in
addition to government recordings, are thought to exist for this CIVIL RIGHTS
VIOLATION incident. While there have been a lot of concerns lately about
efforts to misuse "wiretapping" laws that forbid any recordings of people without
their knowledge, it appears at least a few courts are recognizing how silly that is.
Yet another court has now said that secretly recording a conversation -- in this
case with an iPhone -- is okay, assuming there was no crime committed with the
recording, and the recording was for a legitimate purpose. As the court noted:
"The defendant must have the intent to use the illicit recording to commit a tort of
crime beyond the act of recording itself." That makes sense. The act of recording
alone, shouldn't be a criminal act, as it really depends on what is being done with
the recording. And, in an age where not only is recording everything easier, but
for some becoming standard, requiring permission to record all audio seems like
an outdated concept. Using an iPhone to secretly record a conversation is not a
violation of the Wiretap Act if done for legitimate purposes, a federal appeals
court has ruled. "The defendant must have the intent to use the illicit recording to
commit a tort of crime beyond the act of recording itself," (.pdf) the 2nd U.S.
Circuit Court of Appeals ruled. The decision by the 2nd U.S. Circuit Court of
Appeals, which involves a civil lawsuit over a secret audio recording produced
from the 99-cent Recorder app, mirrors decisions in at least three other federal
appeals courts. The lawsuit concerns a family dispute over the making of a dying
mother's will. Days before the Connecticut woman died, her son secretly recorded
a kitchen conversation between the son, mother, stepfather and others over how to
handle her estate after her death. The son, in a probate dispute, turned over the
audio file to the court in 2008 to bolster his position concerning the estate of his
late mother, who died without a will. The stepfather sued him, alleging a privacy
breach under the Wiretap Act. A federal judge dismissed the case, and the
stepfather appealed. The appeals court ruled that, even if the son consented to his
own taping, he could be sued for money damages for a breach of the Wiretap Act
if and only if he did so with a nefarious intent. "We affirm, and, in so doing, hold
that the exception to the one-party consent provision of 18 U.S.C. § 2511(2)(d)
requires that a communication be intercepted for the purpose of a tortious or
criminal act that is independent of the intentional act of recording," the New
York-based federal appeals court said.



https://www.wired.com/images_blogs/threatlevel/2010/08/wiretap.pdf
https://www.techdirt.com/articles/20100613/2301119799.shtml
http://www.wired.com/threatlevel/2010/08/covert-iphone-audio-recording/?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A%20wired27b%20(Blog%20-%2027B%20Stroke%206%20(Threat%20Level))
http://www.wired.com/threatlevel/2010/08/covert-iphone-audio-recording/?utm_source=feedburner&utm_medium=feed&utm_campaign=Feed%3A%20wired27b%20(Blog%20-%2027B%20Stroke%206%20(Threat%20Level))
https://www.techdirt.com/articles/20100603/0859019675.shtml
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dad.

bb.

CC.

The Inspector General has supplied certified federal records of numerous
vendetta/reprisal attacks by government officials against other American citizens
as reprisal/vendetta acts.

All of the U.S. Inspector General offices for ALL agencies have documented
thousands of vendetta/reprisal attacks by State and Federal public officials.

An ongoing practice of vendetta/reprisal attacks by State and Federal public
officials exists and operates within government agencies.

The volume and scope of vendetta/reprisal attacks by State and Federal public
officials uncovered against Applicant proves that he is a “targeted whistle-
blower”.

The hackers, by name, (Listed in the Exhibits) have been identified by FBI, CIA,
DIA, NSA and FinCEN as having hacked and having great ease to hack
government servers and that some of them were employed by Applicant’s
enemies including working in the political offices of public officials (particularly
U.S. Senators) who competed with or were adversarial to Applicant in their, or
their family business dealings.

Applicant worked over 60 hours per week for many decades based on assurances
from the government that he would receive, at least, $1400.00 per month upon
retirement but the government assurances, to WITNESS, were false.

The government only pays Applicant $778.00 per month while Applicant’s peers
receive $3000.00 per month from the government while his ARRESTED
adversaries and competitors receive over $10,000.00 per month from the
government.

All government agencies represent the “United States Government” and it is a
false assertion for the agencies under the United States Government to have
denied responsibility for their actions.

The United States Government asked Applicant to invest his life savings in a
government energy program and defrauded Applicant out of his life-savings,
years of his time and his pending profits while providing those same profits to his
competitors and to his elected representatives who were financial partners and
shareholders with those competitors.

The IRS, GOVT and other agencies were sued in Federal Court and LOST the
court hearings as they WERE found to be engaging the abuse of government
offices for vendetta/reprisal attacks. Those Plaintiffs were compensated but
WITNESS has not received his compensation. There was an ongoing failure to
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dd.

ee.

ff.

g8

hh.

ii.

adequately respond to Applicant's requests which is damaging Applicant via
accruing monetary harms on a daily basis. Applicant and Applicant’s advocates
have provided over two million pages of FBI-quality evidence, proving all of the
assertions herein, via hard drives and online file repositories. At no time has the
government ever provided written statements disputing any of the criminal
charges in this matter. The website at http://www.majesticl111.com is an example
of thousands of evidence repositories posted online about this case.

Applicant has filed federal RICO charge referrals in this matter with DOJ.

By with-holding and blockading Applicant’s funds, SSA and other government
agencies have prevented Applicant from having access to adequate legal
representation. In previously provided documents Applicant’s advocates have
provided extensive legal references and proofs that such blocking of Applicant’s
legal representation by via the with-holding of government funds is illegal.

Applicant has never received a response to his multiple SSA Form 561-U2 or
7008 filings Applicant has filed multiple letters confirming that there should be no
blank years in is earnings statement and has received no responsive action from
SSA on those assertions and the hundreds of work proof reference letters, videos
and press clippings he provided proving the assertions. SSA and the U.S.
Government owes Applicant monies for damages caused by government actions,
harms and inaction.

Applicant has provided the government with the medical records of other U.S.
citizens that were sent to Applicant by the government in violation of federal
HIPPA laws. The government said that the record’s were Applicant’s yet they
had other people’s names, SS#s and medical information. This is one of many
evidence items that clearly prove that Applicant’s records were manipulated,
confused, and mismanaged by government staff. To be clear, government officials
sent the medical records of multiple other citizens to Applicant in violation of
HIPPA laws and those other parties privacy rights.

Government officials told Applicant, in meetings at the San Francisco
government offices, in 2007 and 2008, that he was fully qualified, with
government credits. Applicant demands his funds for his damages and the back-
owed monies.

Defendants employed spy agency “dirty tricks” campaigns against Plaintiff. The
attacks included the following methods and tactics:

- DEFRAUDING PLAINTIFFS:


http://www.majestic111.com/
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Government agency bosses solicited the targets with false promises of future
loans, carbon credit sales, billions of dollars of stock market valuation profits,
contracts and/or grants from their agencies and caused the target Plaintiffs to
expend millions of dollars and years of their time for projects which those
government bosses had covertly promised to their friends. They used the target
Plaintiffs as a “smokescreen” to cover their illegal government slush-funds for the
Plaintiffs competitors and personal enemies. By using this tactic, the attackers
drained the target Plaintiffs funds and forced Plaintiffs into an economic disaster,
without the government bosses fearing any reprisal for their scam. The crony
insiders made hundreds of billions of dollars in profit in the notorious Solyndra-
type scandals as seen in the CBS 60 Minutes episode: “The Cleantech Crash”,
thousands of TV news segments and the related GAO and Congressional
corruption reports.

- MOLES AND SPYING:

White House financier Kleiner Perkins placed moles inside of Plaintiffs
companies in order to sabotage, delay and misdirect operations. The moles were
discovered to be staff of Kleiner Perkins. The main offices of Kleiner Perkins
were broken into, per San Mateo County police reports, and records of corruption
copied or duplicated by a state-sponsored intelligence agency entity, which
provided further proof that Kleiner Perkins and the White House were exchanging
Quid Pro Quo.

- BLOCKADES OF LEGAL COUNSEL RIGHTS:

- Government officials and the federal agency: Legal Services Corporation (LSC
corporation -A federal agency dedicated to providing legal services to citizens)
blockaded Plaintiffs rights to legal representation in order to prevent Plaintiffs
from personally suing the attackers because such a lawsuit would have
embarrassed corrupt public officials. High tech law firms that were discussing a
services agreement with Plaintiffs were threatened and ordered to not help
Plaintiffs or “they would be black-listed or be cut-off from tens of millions of
dollars of Google, Netflix, Facebook and government contracts”. Individual
lawyers were threatened with black-listing and getting “flooded with more filings
than you could ever respond to in your life-time...” LSC officials, who were
almost entirely Obama Administration associates, refused to assist with lawyer
referrals. That is a violation of their federal contract with the U.S. Government.

- HIRED CHARACTER ASSASSINATION AND DEFAMATION
SERVICES:
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An sophisticated animated attack film was produced by Google/Y outube and
Nicholas Denton attacking Plaintiffs. An animated film is an expensive effort
involving considerable time and expense. An attacker must be well financed to
undertake such an effort. The film was published on YouTube and locked onto the
very top search result line on every YouTube search in front of 7.5 billion internet
users for over a decade. The damage to Plaintiffs reputation is estimated in the
tens of millions of dollars. YouTube steadfastly refused to remove or adjust the
search results even though YouTube executives knew Plaintiffs and knew that the
video represented a character assassination attempt against Plaintiffs because
YouTube owners finance the political campaigns of the public officials who
ordered the attacks. While Google/YouTube stated to Congress that all of it’s
search results are arbitrary, the never-moving search result of this attack video
proved that Google’s and YouTube’s search results are manually manipulated by
human maintained black-lists. The corrupt officials hired Nicholas Guido Denton
and his character-assassination-for-hire sleazy tabloid publication empire known
as Gawker Media AKA Gizmodo Media. They own Gawker, Gizmodo, Jalopnik
and a number of fake news sites based in the USA and near-Russian regions. The
offshore sites are used for money laundering and tax evasion. The FBI has been
asked to interview and financially trace the payments and command-and-control
orders back and forth between Nicholas Guido Denton and his
attacker/operatives: Ian Fette, Adrian Covert, Nick Cook, Gabrielle Darbyshire,
John Hermann, Patrick George, et al and Google. All of whom transferred
payments and communications between each other to conspire, operate, produce
and publish the articles, videos, blogs and server manipulations for the attacks
against the victims around the world. These attacks resulted in billions of dollars
of damages to the victims. The orders for these attacks can be traced back to The
White House.

- FACTORY PROCESSED SOCIAL MEDIA ATTACKS:

Social networking sites including MeetUp, Match, Facebook, etc. and all other
IAC-owned, or similar, sites (IAC is managed by Hillary Clinton's daughter,
whose Mother knew Plaintiffs) have had their profiles, texts, and inter-member
communications, since those companies were started, hacked or purchased. The
financiers of almost everyone of these sites are also the financiers of the suspects.
The attack service providers use Palantir, Acronym, In-Q-Tel financed data
analysis software to analyze every activity in those services in order to find
honey-trap, blackmail and social conflict exploitation opportunities. Your social
life will, essentially, end. Every photo on every social site is cross checked with
every other photo on the internet in order to cull your Facebook, Linkedin,
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Snapchat and other social media together to create a total manipulation profile
data file on you. New contacts on these sites were contacted by the attackers and
told to “avoid” the Plaintiffs in order to damage Plaintiffs.

- GOVERNMENT BENEFITS BLOCKADES AND MANIPULATIONS:

Social Security, SSI, SDI, Disability and other earned benefits were stone-walled.
Applications for benefits for the Plaintiffs were intentionally “lost” like a “Lois
Lerner hard drive”. Files in the application process “disappeared”. A U.S. Senator
ordered Plaintiffs benefits to “never be approved” even though Plaintiffs worked
60 hour+ weeks for decades in service to their nation and their community. A
SSA official in the local SSA office, who had a devout expressed hatred against
one United States President ordered a benefits blockade against Plaintiffs because
he found out that Plaintiffs ex-lawyer now worked in the White House. Forensic
evidence and backgrounders on every person who worked on, or had access to,
Applicants files, records, benefits decisions and related data sets shows that a
number of those employees and contractors were members, financiers, web
promoters or supporters of ANTIFA anarchy groups or KKK or Proud Boys
related political activist-type groups. In San Francisco and Marin Counties SSA
offices, in employees workspaces and on their Facebook and MySpace sites,
many employees proudly display pictures of themselves wearing their pink "pussy
hats", black riot gear and sporting political tattoos. FBI records and IG
investigations show that SSA has the highest percentage of political activist
employees of any federal agency. Such persons are inclined to become drunk with
power when allowed access to the trillions of dollars of government technology
on the SSA file and decisions systems. A number of these persons have worked
for, or with, U.S. Senators and other politicians who targeted Applicant in
political reprisal. At least 3 persons in the San Francisco SSA office, at least 2
persons in the San Mateo SSA office and at least 2 persons in Marin SSA office
are known to have engaged in such actions. Applicants funding and benefits were
manipulated, so as to harm Applicant, as political reprisal as vendetta for his
provision of testimony to federal investigators in a trillion dollar political
corruption matter involving famous political figures featured in global news
coverage. A vast number of agency abuse cases and lawsuits are now on public
record in the Inspector General's offices and federal courts. It is an indisputable
fact that some government agencies run "hit-jobs" on citizens on orders from
certain corrupt politicians.

These actions are felony violations of the law. Federal and State Agencies
including SSA, FEC, GOVT, HHS, VA, CIA, HUD, SA, SEC, FBI, DOJ and
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many others, have been charged, and found guilty, in these crimes against
citizens. In the Congressional investigation published by the United States
Congress in review of the U.S. Department of Energy LGP/ATVM programs, it is
clearly proven that the U.S. Department of Energy was used as a slush-fund by
some GOVT executives in order to pay off campaign financiers by attacking and
sabotaging their competitors. The GOVT Paducah Gaseous Diffusion Plant under
contracts with THE U.S. GOVERNMENTand the government-owned U.S.
Enrichment Corp paid $5M whistle-blower awards to those whistle-blowers who
were attacked, using government agency resources, for reporting a crime. Dept. of
Energy Hanford URS has agreed to settle a lawsuit brought by former employee
Walter Tamosaitis for $4.1 million.

The settlement in the whistle-blower case comes almost one year before the case
was set for a jury trial in federal court in Richland and compensates Tamosaitis
for attacks against him, by GOVT officials, in retribution for reporting a crime.
VA officials attacked hundreds of citizens who reported corruption, ie:
https://www.thenewamerican.com/usnews/health-care/item/18610-va-
whistleblowers-facing-retribution. As shown in this report:
https://www.pogo.org/analysis/2018/08/new-report-confirms-whistleblower-
retaliation-is-alive-and-well-at-department-of-veterans-affairs/, Agencies attack
often and harshly. CIA and NSA executives have been widely shown to use spy
tools to attack domestic citizens they don't like, ie:
https://www.dailymail.co.uk/news/article-2435011/NS A-employees-used-phone-
tapping-tools-spy-girlfriends-cheating-husbands.html , and hundreds of other
news links that can be provided. Elon Musk and Tesla, as well as Eric Schmidt
and Larry Page at Google, have been proven to use the CIA group: IN-Q-TEL, to
run government sponsored/financed attacks on business competitors. In Civil
Action No. 1:13-cv-00777-RBW GOVERNMENT AGENCIES WERE
CAUGHT BEING USED FOR ATTACKS AGAINST CITIZENS AND
PUNISHED IN THE COURT AND THE MEDIA! The IRS, and hordes of other
government agencies have been caught and proven, IN COURT, to target and
attack people for presumed political differences.

Why should we assume that the Social Security Administration is not ALSO
doing this too to harm citizens who speak out? The Lois Lerner IRS attacks took
many years to resolve. In an unprecedented victorious conclusion to a four year-
long legal battle against the IRS, the bureaucratic agency admitted in federal court
that it wrongfully targeted citizens, during the Obama Administration, because of
their political viewpoints and issued an apology to those people for doing so. In
addition, the IRS is consenting to a court order that would prohibit it from ever


https://www.thenewamerican.com/usnews/health-care/item/18610-va-whistleblowers-facing-retribution
https://www.thenewamerican.com/usnews/health-care/item/18610-va-whistleblowers-facing-retribution
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engaging in this form of unconstitutional discrimination in the future. In a
proposed Consent Order filed with the Court, the IRS has apologized for its
treatment of U.S. citizens including organizations from 20 states that applied for
501(c)(3) and (c)(4) tax-exempt status with the IRS between 2009 and 2012 --
during the tax-exempt determinations process. Crucially, following years of
denial by the IRS and blame-shifting by IRS officials, the agency now expressly
admits that its treatment of our clients was wrong and a total violation of our
Democracy. As set forth in the proposed Order: “The IRS admits that its treatment
of Plaintiffs during the tax-exempt determinations process, including screening
their applications based on their names or policy positions, subjecting those
applications to heightened scrutiny and inordinate delays, and demanding of some
Plaintiffs’ information that TIGTA determined was unnecessary to the agency’s
determination of their tax-exempt status, was wrong.

For such treatment, the IRS expresses its sincere apology.” Throughout litigation
of this case, activists have remained committed to protecting the rights of the
public who faced unlawful and discriminatory action by the IRS and other
agencies. The objective from the very beginning has been to hold agencies
accountable for corrupt practices.

This Consent Order represents a historic victory for the public and sends the
unequivocal message that a government agency’s targeting of citizens
organizations, or any organization, on the basis of political viewpoints, will never
be tolerated and that revenge will be swift and vast. The Order will put an end,
once and for all, to the abhorrent practices utilized against citizens, as the
agreement includes the IRS’s express acknowledgment of — and apology for — its
wrongful treatment of the public. While this agreement is designed to prevent any
such practices from occurring again, rest assured that all public interest lawyers
will remain vigilant to ensure that the IRS, SSA, DOJ or SEC GOVTs not resort
to such tactics in the future. Per detailed reports, in March of 2012 lawyers began
being contacted by literally dozens of citizens and groups who were being
harassed by the Obama IRS after submitting applications for tax-exempt status.
Their tax-exempt applications were held up for years (over seven years in some
cases), and they began receiving obtrusive and unconstitutional requests for donor
and member information. That began a now more than five and a half year fight
with the burgeoning bureaucracy at the IRS. Then on May 10, 2013, Lois Lerner,
the then head of the IRS Tax Exempt Organizations Division, publicly implicated
the IRS in one of the worst political targeting scandals of the century.

This is an extraordinary victory against government agency abuse. It sends a
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powerful warning to the deep state bureaucracy that it will not be allowed to
violate the Constitution in order to silence and shut down the whistle-blowers. In
addition to the IRS’s admissions of and apology for its wrongful conduct, the
Consent Order would specifically award Plaintiffs the following: - A declaration
by the Court that it is wrong to apply the United States tax code to any tax-exempt
applicant or entity based solely on such entity’s name, any lawful positions it
espouses on any issues, or its associations or perceived associations with a
particular political movement, position or viewpoint; - A declaration by the Court
that any action or inaction taken by the IRS must be applied evenhandedly and not
based solely on a tax-exempt applicant or entity’s name, political viewpoint, or
associations or perceived associations with a particular political movement,
position or viewpoint; and - A declaration by the Court that discrimination on the
basis of political viewpoint in administering the United States tax code violates
fundamental First Amendment rights.

Disparate treatment of taxpayers based solely on the taxpayers’ names, any lawful
positions the taxpayers espouse on any issues, or the taxpayers’ associations or
perceived associations with a particular political movement, position or viewpoint
is unlawful. In the Order, the IRS has also agreed that (unless expressly required
by law) certain actions against the Plaintiffs— i.e. the sharing, dissemination, or
other use of information unnecessarily obtained by the IRS during the
determinations process (such as donor names, the names of volunteers, political
affiliations of an organization’s officers, etc.) — would be unlawful. In addition,
the IRS promises not to take any retaliatory action against our clients for exposing
the targeting scheme. Finally, and of crucial significance, the IRS admits it
targeted persons and groups based on their viewpoints (i.e., “policy positions”)
and that such viewpoint discrimination violates fundamental First Amendment
rights. This is the first time the IRS has admitted that its targeting scheme was not
just “inappropriate” — as TIGTA found — but, as alleged, blatantly
unconstitutional.

To ensure consistency and uniformity within the agency’s operations going
forward, the IRS is required, pursuant to the Order, to inform all employees
within the Exempt Organizations Division, as well as the Commissioners and
Deputy Commissioners within other divisions, of the Order’s terms. This Order
not only validates allegations about their treatment at the hands of the corrupt
Obama-era IRS but also provides important assurances to the American public
that the agency understands its obligation to refrain from further such
discriminatory conduct. As Attorney General Sessions acknowledged in this
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regard, “[t]here is no excuse for [the IRS’s] conduct,” as it is “without question”
that the First Amendment prohibits the conduct that occurred here, i.e., subjecting
American citizens to disparate treatment “based solely on their viewpoint or
ideology.” Sessions further confirmed his Department’s commitment to ensuring
that the “abuse of power” in which the IRS engaged here “will not be tolerated.”
It is impossible to overstate the importance of this victory.

This marks a years-long fight for justice in defense of the constitutional rights of
the public. This is an extraordinary victory against abuse of power and corruption.
It sends a powerful warning to the deep state bureaucracy that it will not be
allowed to violate the Constitution and manipulate the IRS, SSA and other
agencies in order to silence and shut down those who speak out about political
corruption crimes. In the wake of Wisconsin Watchdog’s investigation into SSA
staff allegations of incompetence, misconduct, and retaliation in Social Security
disability appeals offices, several employees have taken their complaints to a
Senate committee led by Wisconsin Sen. Ron Johnson.

An official with knowledge of the complaints said the Senate Homeland Security
and Governmental Affairs Committee, chaired by the Oshkosh Republican, has
received emails and other contacts from “certain people” inside the Social
Security Administration’s Office of Disability Adjudication and Review. The
initial complaints came from an employee inside the Milwaukee office following
Wisconsin Watchdog’s opening investigative report that found some claimants
waiting more than 1,000 days for an appeals decision on their disability benefits
claim. Following Wednesday’s story of a whistleblower in the Madison ODAR
office, the committee has received more specific complaints about retaliation
against employees, the source said. Committee staff members sent the latest
Watchdog piece to SSA administrators hoping they will “cooperate,” the source
said. To date, the agency has been less than cooperative. “This is an ongoing
process, and they are not always as forthcoming as we’d like them to be,” the
source said. “Hopefully with your continued reporting, this is an issue they can’t
duck.” A Senate committee member said officials there are working with the
Office of Special Counsel on “multiple whistleblower retaliation claims.” The
committee continues to request information from the SSA. The whistleblower in
the Madison office claims management retaliated against her after she was called
to testify in a misconduct case.

The incident involved “inappropriate behavior” by an administrative law judge,
she said. “They are so corrupt. It’s absolutely horrible,” said the woman, a lead
case technician in the Madison Office of Disability Adjudication and Review. She
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spoke on condition of anonymity, fearing more retribution from her supervisors.
While she said recounting her particular experiences will more than likely betray
her identity anyway, the ODAR case worker insisted she has had enough. “I’m at
point where they don’t care about me, I don’t see why I’m protecting them. This
is my last resort,” she said. “I want to do my work without fear of retaliation.”
She said she has contacted the Senate committee. “I forwarded my information to
them and I got an email back from them.

They said people are coming out of the woodwork with their complaints (about
ODAR) following your story,” the whistle-blower said. Ronald Klym, a long-time
senior legal assistant in the Milwaukee ODAR office, alleges he has been
retaliated against by supervisors for going public with his charges of
incompetence and misconduct in the agency. The federal employee, who has
worked for SSA for 16 years, provided Wisconsin Watchdog with documents
showing extremely long wait times for claimants appealing their denied
applications for benefits. Doug Nguyen, SSA regional spokesman, in a previous
story said the agency acknowledges that Milwaukee ODAR has a “high average
processing time for disability appeal hearings, and we are working to address the
issue.” Beyond the delays is what Klym calls the “shell game,” the wholesale
transferring of cases to other parts of the country by administrators to make the
Milwaukee office’s numbers look better than they are. The Madison office
whistle-blower confirmed Klym’s allegations, saying at one point she saw 2,000
cases from the Milwaukee office handed off to the Oak Brook operation. There
are over 10,000 SSA disability manipulation charges against SSA executives and
staff.

- BLACKLISTING:

Government officials and tech oligarchs contacted members of the National
Venture Capital association (NVCA) and created national “black-lists” to
blockade Plaintiffs from receiving investor funding. This was also confirmed in a
widely published disclosure by Tesla Motors Daryl Siry and in published
testimony. If Silicon Valley political campaign finance oligarchs black-list you
(see the "AngelGate" Scandal and the "High Tech No Poaching Class Action
Lawsuit" cases) you will never get investor funding again.

- FOIA OBFUSCATION:

Federal FOIA requests were hidden, frozen, stone-walled, delayed, lied about and
only partially responded to in order to seek to hide information and run cover-ups.
In once instance, even though GOVT FOIA staff had the requested FOIA files in
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their top desk drawers, they delayed handing the FOIA copies over for nearly a
decade in order to run a cover-up.

- ARBITRARY DEADLINE MANIPULATION:

Crony state and federal officials play an endless game of Catch-22 by arbitrarily
determining that deadlines had passed that they, the government officials, had
stonewalled and obfuscated applications for, in order to force these deadlines that
they set, to appear to be missed.

- POLITICAL POISONING & TOXIC EXPOSURE:

Plaintiffs were found to be strangely poisoned, not unlike the Alexander Litvenko
case, The Salisbury Case and hundreds of other political poisoning cases. Heavy
metals and toxic materials were found right after Plaintiffs work with THE U.S.
GOVERNMENTweapons and energy facilities. Many wonder if Plaintiffs was
intentionally exposed to toxins in retribution for their testimony. The federal
MSDS documents clearly show that a number of Plaintiffs were exposed to
deadly compounds and radiations, via GOVT, without being provided with proper
HazMat suits which GOVT officials knew were required.

- WORKPLACE SABOTAGE AND OBSTRUCTION:

Plaintiffs employers were called, and faxed, and ordered to fire target Plaintiffs
from their places of employment, in the middle of the day, with no notice, as a
retribution tactic.

- MEDIA ASSASSINATION PROGRAMS:

On orders from Obama White House officials Google, YouTube, Gawker Media
and Gizmodo Media produced attack articles. Google locked these contrived
attack articles from the Nicholas Guido Denton tabloid empire on the top line, of
the front page of all Google searches for a decade in front of 7.5 billion people,
around the world. This attack-type uses over $40 million dollars in server farms,
production costs and internet rigging. The forensic data acquired from tracking
some of these attacks proves that Google rigged these attacks against Plaintiffs on
the internet and that all of Google’s “impressions” are manually controlled by
Google’s executives who are also the main financiers and policy directors of the
Obama Administration. This data was provided to the European Union for it’s
ongoing prosecution of Google’s political manipulation of public perceptions.
Hired attackers Nicholas Guido Denton, John Herman, Adrian Covert, Ian Fette,
Patrick George, Gabrielle Darbyshire and John Cook have been referred to the
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FBI for surveillance, tracking and interview relative to the command, control and
compensation for those attacks.

- COMMERCIAL EMPLOYMENT DATABASE POISONING AND RED-
FLAGGING:

Plaintiffs HR and employment records, on Taleo, Palantir and EVERY recruiting
and hiring database, was embedded with negative keywords and “flags” in order
to prevent the Plaintiffs from ever gaining future employment.

- ATTEMPTS ON THE LIVES OF WHISTLE-BLOWERS:

Gary D. Conley, Seth Rich, Rajeev Motwani who Plaintiffs knew, and many other
whistle-blowers in these matters, turned up dead under strange circumstances.
Plaintiffs has received ongoing death threats for his help to federal investigations
in the larger organized crime investigation relative to this matter. See the list of
over 120 dead victims, lower down in this document, 1/3 of whom worked with
Plaintiffs and were threatened in advance of their deaths.

- REVENUE BLOCKADES AND INTERNET INCOME RE-DIRECTION:

Paypal (A DNC-biased operation owned and operated by White House political
campaign financiers) and other on-line payments for on-line sales by Plaintiffs are
de-platformed, delayed, hidden, or re-directed in order to terminate income
potential for target who competed with the attackers interests and holdings. This
further denied Plaintiffs income. As a test, Plaintiffs built an online store with
hundreds of thousands of products and marketed it globally. Trackers, placed by
Plaintiffs technicians, on servers, discovered that Paypal and an outside “Virgina-
based system” were DNS and payment re-directed all traffic away from the store
so that Plaintiffs received no traffic and no income. In DNS redirection, "website
spoofing" sends target Plaintiffs websites to dead ends where no sales orders or
customer inquiries actually get back to the target. These internet revenue activity
manipulations are conducted using outside covert servers operated by the
attackers and revealed in the Snowden Leaks. All commercial storefronts and on-
line sales attempts by target Plaintiffs, had their sites hidden, or search engine de-
linked by a massively resourced facility located in Virginia, Texas or Palo Alto,
California in order to terminate revenue potentials for the Plaintiffs.

- TROLL FARM DEPLOYMENTS:

Contracted trolls, shills, botnets and synth-blog deployments are deployed to
place defamatory statements and disinformation about Plaintiffs in front of 7.5
billion people around the world on the internet in order to seek to damage their
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federal testimony credibility by a massively resourced facility. Some of these troll
farms were uncovered in Russia, Ukraine, Israel and Brazil. Renown author
Farrow writes about this technique in his book: “Catch And Kill”.

- FUSION GPS, MEDIA MATTERS BRAND “KILL” CONTRACTS:

Campaign finance dirty tricks contractors were hired by campaign financiers to
attack the friends and family members of the target Plaintiffs in order to create
low morale for the target Plaintiffs psyche and motivation.

- MANUAL SEARCH ENGINE LOCK-IN ATTACKS:

In one case covert political partner: Google, transferred large sums of cash to dirty
tricks contractors and then manually locked the media portion of the attacks into
the top lines of the top pages of all Google searches globally, for years, with
hidden embedded codes in the links and web-pages which multiplied the attacks
on Plaintiffs by many magnitudes.

- U.S. PATENT OFFICE MANIPULATION TO BLOCKADE REVENUE:

Covert Cartel financier: Google, placed Google’s lawyer: Michelle Lee, in charge
of the U.S. Patent Office and she, in turn, stacked all of the U.S. Patent Office IPR
and ALICE review boards and offices with Google-supporting employees in order
to rig the U.S. Patent Office to protect Google from being prosecuted for the vast
patent thefts that Google engages in. Google has hundreds of patent lawsuits for
technology theft and a number of those lawsuits refer to Google’s operations as
“Racketeering”, “Monopolistic Cartel” and “Government Coup-like” behaviors.
Thousands of articles and investigations detail the fact that Google, “essentially”
ran the Obama White House and provided over 80% of the key White House
staff. A conflict-of-interest unlike any in American history. Google’s investors
personally told Plaintiffs they would “kill him”. Google and the Obama
Administration were “the same entity”. Plaintiffs testified in the review that got
Michelle Lee terminated and uncovered a tactical political and social warfare
group inside Google who were financed by Federal and State funds. For
additional proof, SEE THE VIDEO at:

http://focus-book.com/public/The Battle to Save Inventing.m4v

or

http://newsplus007.com/public/The Battle to Save Inventing.m4v

Silicon Valley has taken over the U.S. Patent Office with lobbyists and influence
payments. Per Randy Landreneau, the President the U.S. Inventor guild: “


http://newsplus007.com/public/The_Battle_to_Save_Inventing.m4v
http://focus-book.com/public/The_Battle_to_Save_Inventing.m4v
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Independence Day is that special time when we Americans remember and
celebrate our country's freedom. While it may mean different things to many
people, suffice to say, it is the reason we are Free, we have Liberty. Founder,
writer, statesman and inventor Benjamin Franklin wrote, "On Historical
occasions, Questions of Right and Wrong, Justice and Injustice, will naturally
arise." Here, on this honored day, we take a quick look at Invention and our
Independence. Towards the beginning of the Declaration of Independence, whose
principal author was our eventual third president, Thomas Jefferson, the very
purpose of our Founders' quest was established. It is stated: "We hold these truths
to be self-evident, that all men are created equal, that they are endowed by their
Creator with certain unalienable Rights, that among these are Life, Liberty and the
pursuit of Happiness." These were men and women of incredible vision, of
intense courage, and they succeeded in accomplishing their seemingly
insurmountable task, rising up and defeating perhaps the most powerful global
Empire of the time, Great Britain. The United States of America eventually
became the beacon of hope and individual freedom around the world. People from
virtually every land came to this country to seek the American Dream, which
ideals include individual and property rights, religious freedom, liberty, equality
and the opportunity for upward mobility, achieved through dedication and hard
work. One of the reasons America became the world leader in nearly all
categories is due, in no small part, to how our Founders recognized and
encouraged invention and innovation. They understood what builders, creators
and designers could mean to a small, fledgling country with such a noble purpose.
After declaring our independence and fighting a long and bloody war to establish
it, our Founders gathered once again in Philadelphia for the Constitutional
Convention to form a government that would embody those ideals embodied in
our Declaration of Independence. The Father of our Constitution and eventual
fourth President, James Madison wrote, in Federalist 43 (January 23, 1788): "A
power 'to promote the progress of science and useful arts, by securing, for a
limited time, to authors and inventors, the exclusive right to their respective
writings and discoveries.' "The utility of this power will scarcely be questioned.
The copyright of authors has been solemnly adjudged, in Great Britain, to be a
right of common law. The right to useful inventions seems with equal reason to
belong to the inventors. The public good fully coincides in both cases with the
claims of individuals. The States cannot separately make effectual provisions for
either of the cases, and most of them have anticipated the decision of this point,
by laws passed at the instance of Congress." Thus, within our U.S. Constitution is
that short item, located in Article I Section 8 as Clause 8: "To promote the
Progress of Science and useful Arts, by securing for limited Times to Authors and
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Inventors the exclusive Right to their respective Writings and Discoveries." That
clause is, in reality, a significant and powerful part of the American Dream,
allowing people from all walks of life who have a bright and useful idea to
capitalize on their innovations and creations. For more than two centuries that
which our Founders established for inventors and patent holders held true, for the
most part. However, the biggest blow to true Independence for Inventors came
with passage of the America Invents Act of 2011 (AIA). Due to ambiguous
language and loopholes in that piece of legislation, multinational conglomerates
and Big Tech have all but wiped out what our Founders had set up, which they
hoped would endure - patent holder property rights. When any form of poor
legislation is passed and enacted we are reminded of what Samuel Adams, Sons
of Liberty founder and a leader of the Boston Tea Party, said; "The grand end of
civil government, from the very nature of its institution, is for the support,
protection, and defense of those very rights; the principal of which, as is before
observed, are Life, Liberty, and Property."

Indeed, Jefferson states it quite succinctly, “Our legislators are not sufficiently
apprized of the rightful limits of their power; that their true office is to declare and
enforce only our natural rights and duties, and to take none of them from us.”
Madison adds to that, “A Government is instituted to protect property of every
sort...This being the end of government, that alone is a just government, which
impartially secures to every man, whatever is his own.” As we celebrate
Independence Day, and all that our Founders provided for our great country, we at
US Inventor are working to correct the wrongs and injustices that have befallen
inventors, particularly since the AIA was enacted, by revitalizing the spirit of our
Declaration of Independence ("...Life, Liberty and the pursuit of Happiness.")
through restoration of patent rights and protection as guaranteed in Article I
Section 8 Clause 8 of our United States Constitution ("securing, for a limited
time, to ... inventors, the exclusive right to their respective ... discoveries."). We
will not rest until the rights of inventors have been restored. We're gaining
ground, but our enemies are powerful. We need your help in forwarding our cause
and becoming involved when it matters. This isn't just for us, it's for our children,
our grandchildren, and the future existence of the American Dream.”

Silcon Valley oligarchs have spent billions of dollars to put their people inside the
United States Patent Office and to manipulate patent rulings in order to harm
WITNESS and his peers for the purposes of: 1.) cheating instead of competing by
stealing technologies and not paying for them and, 2.) operating reprisal, vendetta,
retaliation campaigns against competitors and political enemies.
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- HONEY-TRAPS:

“Honeytraps” and moles were employed by the attackers. In this tactic, people
who covertly worked for the attackers were employed to approach the “target” in
order to spy on and misdirect the subject. Match.com and other dating sites are
owned by famous politicians and election campaign financier involved with
Jeffrey Epstein and those sites were used to source girls for Epstein and Honey-
traps to lure political adversaries.

- FAKE NEWS TABLOID EMPIRE CREATED JUST FOR
DEFAMATION ATTACKS:

Gawker Media, Gizmodo Media, Snopes, SPLC and other hired media assassins
were retained to produce "hatchet job" character assassination articles about
Plaintiffs. Then those articles were faxed, mailed and emailed to Kaiser
Permanente and investors with a note saying: "You don't want to have anything to
do with this person, do you..?" in order to get Plaintiffs fired from their job and
get Plaintiffs loans or financing pulled. The attackers use their round one attack
media, that they authored, to create a round two second wave attack designed to
end Plaintiffs life status via economic warfare.

- HOUSING BLOCKADES:

Mortgage and rental applications had red flags added to them in databases to
prevent the targets from getting homes or apartments.

- HACKING OF PLAINTIFFS DEVICES:

Krebs On Security, Wired, Ars Technica, The Wall Street Journal and most major
IT publications have reported that hundreds of spy "back-doors" have been found
on every Intel, AMD, Apple, Xfinity, Cisco, Microsoft, Juniper Networks
motherboard, chip-set and hardware component set. This means that the attackers
used a "key" code can open any of Plaintiffs computer, server, router, cloud-
network or other network connected device and read every file, photo, video, your
calendar and email on devices at any time from any location on Earth. This has
been widely reported on by Glenn Greenwald, Edward Snowden, Scahill, Cheryl
K of CBS News and others. Plaintiffs was hacked at least 10 times. In a number
of instances, people, who Plaintiffs had been communicating with online, were
mysteriously contacted by a third party who sent them the Gizmodo attack article
or phoned them with warnings to avoid Plaintiffs. These kinds of Man-In-The-
Middle interceptions would only have been possible from hacking and MITM
surveillance tactics.



- TECH INDUSTRY BLACK-LIST COORDINATION:

McCarthy-Era "Black-lists" were created and employed against target Plaintiffs
who competed with Obama Administration executives and their campaign
financiers to prevent them from getting funding and future employment. This
White House process is known as “RatFucking”, a tactic that is documented in a
variety of published reports and on Wikipedia. Using Gust, Google Docs,
Dropbox and secret meetings, a black-list has been maintained to attack Plaintiffs
for whistle-blowing.

- HUD AND USDA MORTGAGE RIGHTS BLOCKADES:

The housing rights of Plaintiffs were stalled in reprisal. Public records show that
tens of thousands of other Plaintiffs were moved ahead of Plaintiffs even though
Plaintiffs validation metrics exceeded those of almost every other Plaintiffs.
Plaintiffs was “black-listed”.

Additional ‘dirty tricks’ efforts were used per:
https://www.justice-integrity.org/634-intelligence-agencies-use-social-media-for-

dirty-tricks-propaganda-new-report

¢  https://www.commondreams.org/news/2014/02/07/gchqgs-dirty-tricks-revealed-false-
flags-virus-attacks-and-honey-traps

e https://theintercept.com/2014/02/24/jtrig-manipulation/

¢  https://www.salon.com/2011/02/11/threats against glenn greenwald wikileaks/

¢  https://www.theguardian.com/commentisfree/2013/jun/24/surveillance-us-national-
security

¢ https://www.straight.com/news/482846/government-trolls-use-psychology-based-

influence-techniques-social-media
e http://federal-report.com/public/The Political Reprisal Vendetta Playbook.pdf

e https://thedailybanter.com/2014/02/05/greenwalds-latest-snowden-revelation-the-

british-gchg-is-waging-war-on-hackers/
e https://www.cia.gov/library/readingroom/docs/CIA-RDP89-01258R000100010002-

4.pdf

...and thousands of additional reports proving the attacker assertions.

Claims for Relief
First Claim for Relief: Administrative Procedure Act
e WITNESS repeats and incorporates by reference paragraphs above

* GOVT’s final agency action denying WITNESS applications exceeded statutory
authority, was not in accordance with law and was arbitrary and capricious.
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https://www.justice-integrity.org/634-intelligence-agencies-use-social-media-for-dirty-tricks-propaganda-new-report
https://www.justice-integrity.org/634-intelligence-agencies-use-social-media-for-dirty-tricks-propaganda-new-report

WITNESS has been directly harmed and aggrieved by these final, illegal, arbitrary
and capricious agency actions, and by GOVT’s failure to comply with applicable
statutes and regulations in the consideration of WITNESS applications.

WITNESS has exhausted all administrative remedies.

Alternatively, such exhaustion would be futile as GOVT has fixed the funding
programs to benefit government cronies such that there are no circumstances under
which WITNESS applications would ever be approved by any agency.

Second Claim for Relief: Whistle-Blower protection Act

WITNESS repeats and incorporates by reference paragraphs above

GOVT’s final agency action denying WITNESS applications exceeded its statutory
authority, was not in accordance with law, was operated as revenge, reprisal,
retaliation for whistle-blowing and was arbitrary and capricious.

WITNESS has been directly harmed and aggrieved by GOVT’s final, illegal,
arbitrary and capricious agency actions and by its failure to comply with applicable
statutes and regulations in consideration of his funding, rights and benefits
applications.

WITNESS has exhausted all administrative remedies.

Alternatively, such exhaustion would be futile as GOVT has fixed the funding
programs to benefit government cronies such that there are no circumstances under
which WITNESS applications would ever be approved by any agency.

Third Claim for Relief: Constitutional Rights Violations
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WITNESS repeats and incorporates by reference paragraphs above.

GOVT’s final agency action refusing to consider WITNESS applications exceeded
its statutory authority, was not in accordance with law and was arbitrary and
capricious.

WITNESS has been directly harmed and aggrieved by GOVT’s final, illegal,
arbitrary and capricious agency action and by its failure to comply with applicable
statutes and regulations in consideration of Witnesses SSA, HUD, DOE, FBI and
other agency funds applications, which was a deliberate strategy to benefit
government crony companies by shrinking the pool of potential recipients.
WITNESS has exhausted all administrative and traditional remedies.

Alternatively, such exhaustion would be futile as GOVT has fixed the funding
programs to benefit government cronies such that there are no circumstances under
which WITNESS applications would ever be approved by any agency.

This is to confirm that Complainants rights were violated by U.S. Government
contractors and employees including: - Freedoms of speech, religion, assembly, The
right to petition the government, The right to procedural due process, Freedom from
discrimination for protected classes (sex, race, and national origin)

Complainant was mistreated based on characteristics such as race, gender, religion,
or disability including: Unreasonable searches and seizures of electronic data, Cruel
and unusual punishment via dirty tricks attacks, Losing a job or being passed over
for a promotion due to discrimination, Abuse by a public official, Discrimination
based on a superficial quality or belief, Violating federal laws by withholding
someone’s welfare benefits, Termination of employment for exercising a protected



right such as voting; Violating due process and expelling or suspending a person for
exercising their rights; Discriminatory, harmful, and unequal treatment of
Complainant because of their color, race, age, gender, disability status, and sexual
orientation.

® According to 42 U.S. Code § 1983, violations of civil rights typically involve an
individual who is acting from a position of governmental power or “under the color
of the law” enforcing a decree. Individuals acting under governmental authority can
also be government officials when they’re off-duty or independent contractors. The
conduct of specific private organizations, individuals, and entities can be treated as
“state action” if the state validated, encouraged, or caused the action. Such
circumstances are common when private entities are contracted to take over
functions that are traditionally considered state responsibilities. Examples include:
Private citizen hired to administer primary or general elections; Organizations
contracted to maintain and operate specific government services; government staff
using their email accounts and computers at home; government staff working for a
competitor or adversary of Complainant during or right after their work at their
government job..

Relief Requested
WHEREFORE WITNESS requests the following relief.

A. A declaration pursuant to 28 U.S.C. §§ 2201 and 2202 and 5 U.S.C. § 706(2)(B)
that the denial of WITNESS’s applications was unlawful, and compensatory and injunctive relief
directing GOVT to approve same.

B. A declaration pursuant to 28 U.S.C. §§ 2201 and 2202 and 5 U.S.C. § 706(2)(B)
that the denial of WITNESS’S associated organization applications was unlawful, and
compensatory and injunctive relief directing GOVT to approve same.

C. Actual damages claimed for the acts alleged under the basis for these amounts per
Exhibits, including any punitive or exemplary damages claimed, in the precedent amounts per
past related cases, per the reasons claimed herein that WITNESS is entitled to in actual and
punitive money damages.

D. Such costs and attorney fees as WITNESS may be entitled to under law.
E. WITNESS is also making claims for witness fees, informant fees, rewards,
whistle-blower fees, legal fees and damages in relation this matter, from his interaction with

government agencies.

F. Such other relief as this Court deems just.
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Motion For Appointment Of Counsel

Defendants have attacked Plaintiff economically in order to prevent Plaintiff from affordng a law
firm for this claim, Plaintiff hereby makes a written motion asking the court to appoint

an attorney for Plaintiff. The Court has copies of Plaintiff’s finances, and the vast number of
attempts to find a lawyer who does not have a conflict-of-interest or a pro-bono ability. The
Court should appoint a lawyer for Plaintiff. The Court should appoint an attorney who has
indicated a willingness to accept such cases on a pro bono basis to represent per 28 U.S.C. §191.
Claimant demands legal counsel be provided by the Court, for claimant, because his rights to fair
legal represention, his civil rights and his Constitional rights have been blockaded by the
Defendants reprisal attacks, in violation of the law.

Verification

I am the the plaintiff in this action.

I have read the forgoing complaint, and verify and declare that its factual allegations are
true, except to those matters stated on information and belief and as to those matters I believe
them to be true to the best of my knowledge.

WITNESS2021B

Date:

By:

Its:
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EXHIBITS



Overview

Famous political figures, spent many evenings at victim’s house, were friends with victim,
worked with victim, confided in victim, and provided victim with the highest level knowledge
and experience in public policy operations. In fact, when Witness2021B ran for Mayor of his
City, it was actually a sting operation which indicted two other well-known political figures and
exposed a political official-focused sex ring.

Some of those figures informed Witness2021B of their organized crime scheme, the participants
and the operators. They invited Witness2021B to become part of their scheme.

As a White House and City Hall commended Federal patent-awarded inventor/CEQ,
Witness2021B has been government, and network newscast, documented as the first to invent,
launch, operate and deliver the companies and technology that Google, Facebook and Netflix
copied to create their, later, operations. Google, Facebook and Netflix, Tesla executives and
VC’s also happen to be the organizing, financing and beneficiary partners in the market
manipulation scheme in this case. They have all known Witness2021B since college. Thus,
Witness2021B had the opportunity to see them form their “Silicon Valley Cartel”, collude,
conspire and organize against the government, the public and industry in a manner which
the tech oligarchs describe in their own emails as being based on “..the Italian Mafia!”. Indeed,
The Silicon Valley Tech oligarchs have formed a collusion-based, law-violating, tax-evading,
government-manipulating crime empire protected by famous politicians, whom they bribe!

Witness2021B has been covertly reporting to GAO, FBI, FTC, SEC, FEC, IG OSC, California
Fair Political Practices officials and Senators and others for decades.

His investigation work highlights include:

1974 — Advocated for and helped realize the creation of Dan Lowenstein’s California Fair
Political Practices Commission and helped conduct investigations for CFPC and task force
groups. Peers included Paul Kangas, Jack Palladino, Sam Brown, Melvin Belli’s investigators.

1978 - Undercover White-Collar Crime & Corruption Sting Operative

1988 - Placed in top percentile in Federal OPM Criminal Investigator 1811-C national test.
Received first CIA solicitation.

1990 - American Society For Industrial Security - active coordinator
1990 - International Narcotic Enforcement Officers Association - active coordinator

1991 - California Association of Licensed Investigators - active coordinator
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2000 - California Department of Consumer Affairs Investigator - active coordinator
2000-2008 - Investigative Consultant to Congressional and journalism organizations

2009- 2018 - Assisted agencies in one of the largest anti-corruption projects in the last decade
- Recipient of White House and Congressional Commendations and Federal Grants

- Instrumental in creating multiple federal laws and legal precedents

- Designed key sting-operation protocols

- Created first digital crowd-sourced law enforcement technologies

- Received multiple federal patents on IC and LE technologies

- Multiple high-profile white-collar case wrap-ups

His cases included notorious subjects that most people have seen in the news headlines. Lately,
by partnering with the messaging, media outreach, investigations and demands of
https://socialsecurityworks.org , https://seniorsleague.org , AARP, ICIJ and other related
organizations, and using Streisand Effect amplifiers, torrents and mass social media processing,
This applicant, and his peers were able to get the heads of the Social Security Administration, the
heads of THE U.S. GOVERNMENTand the Attorney General fired from their jobs for
corruption and abuse of public funds.

Nobody should tolerate political bullies that collude to abuse the public! Most members of the
public, the non-corporate news media and community groups know that this level of corruption
exists. You can see indisputable proof of these assertions in the documentary film:

http://focus-book.com/public’HOW POLITICAL CORRUPTION WORKS.m4v

http://newsplus007.com/public’cHOW POLITICAL CORRUPTION WORKS.m4v

... and at most streaming video outlets.

Due to the effectiveness of Applicant’s associates anti-corruption efforts, public officials have
engaged in reprisal/retaliation attacks on Applicant and those officials engaged in felonies by
doing that.

In the Solyndra/Silion Valley Cartel matter, Witness2021B did “too good a job” and broke up
one of the largest corruption matters in America with roots that ran all the way to the Oval
Office. The FBI raid on Solyndra was only the tip of the iceberg. Energy and Media Industry
crimes like these have a SIX TRILLION DOLLAR upside if the crooks can pull them off.

The matter illuminated an organized crime scheme, in violation of RICO, anti-trust and other
laws, between major public officials, Silicon Valley tech oligarchs and their operatives. Mr.
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Rusco and his investiagtion team at the United States Government Accountability Office (
http://www.gao.gov ) spent signficant time interviewing the witness. GAO and Congress then
published a series of reports condeming the actions of the U.S. Department of Energy and their
manipulations of taxpayer funds. Congressional staff asked Witness2021B to attempt a new kind
of activist public-interest lawsuit against THE U.S. GOVERNMENTand the individual
executives of the GOVT. The litigation was won by Witness2021B and his investors and they
received the remand they sued for. The case was also “won” in that it achieved it’s goals to make

history, set new legal precendents, put the corruption process on public record and prove that
Witness2021B HAD been targeted for payback by government officials “infected with
corruption”. (http://www.pacer.gov )

The United States Congress had awarded Witness2021B, and his team, a commendation and a
multi-million dollar federal contract to build America’s energy “back-up” plan should the Middle
East oil interests ‘go sideways’, as they, indeed, have.

Documents, NDA'’s, emails and other evidence has proven that Witness2021B has had a
relationship with the Department of Energy, and their labs, since, at least 2000. FBI agents
Richard Auerbach, Peter D. Cair, Patricia Rich, Charles Brennan and William Wadman should
be able to provide information about the oldest FBI contacts. Victim even had connections with
local FBI Hero Mark Felt (known as ‘Deep Throat’ in the Watergate case) who lived near him.
Reporters Ed Montgomery, Leslie Wayne, Carol Leoning and other well-known reporters have
records which will verify some of the earliest investigation work by Witness2021B. Recent FBI
discussions are documented in the FBI building logs. The Federal report entitled: San
Francisco’s Corruption Culture (Available as an additional attachment document) goes into
great detail about the organized political crime activities in the region.

Witness2021B and his engineering team, as early as 2005, had informed the Department of
Energy, in writing that, as Lithium ion batteries age, the ‘dendrite defects’ in their internal
chemistry cause the batteries to constantly increase their tendency to blow up. This was proven
via x-ray analysis of lithium ion batteries, particularly those from Panasonic that are used by
Tesla Motors. This data was intentionally covered up by White House and Department of Energy
executives because they wanted those “trillions” of dollars of profits in their pockets from the
fabled Afghanistan mining fields.

External forces, moisture, ambient energy waves and other factors, increase their tendency to
self-ignite. Department of Energy Secretary's of Energy, their staff, White House and CIA
executives have been proven, via their public stock brokerage records, to own lithium ion battery
companies and child labor rare earth mining interests.

That is why they cover up the dangers of toxic lithium ion (the burning smoke of which causes
cancer, brain and fetus damage) and sabotage efforts to market fuel cells, ultra caps, nicad
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batteries and competing alternative energy storage: in violation of anti-trust laws.

Secretary of Energy Jennifer Granholm’s Proterra Buses are now blowing up, Tesla is known for
blowing up, Bolt’s are now blowing up. Ener1 batteries destroyed millions of dollars of Fisker’s
when they got wet... THE U.S. GOVERNMENThas hundreds of reports proving this to be a fact.

AS LITHIUM 10N BATTERIES AGE, THE DENDRITE DEFECTS IN THEIR INTERNAL CHEMISTRY CAUSE THE BATTERIES TO CONSTANTLY INCREASE THEIR TENDENCY TO
BLOW UR

EXTERNAL FORCES, MOISTURE, AMBIENT ENERGY WAVES AND OTHER FACTORS, INCREASE THEIR TENDENCY TO SELF-IGNITE.

DEPARTMENT OF ENERGY SECRETARY'S OF ENERGY, THEIR STAFF, WHITE HOUSE AND CIA EXECUTIVES HAVE BEEN PROVEN, VIA THEIR PUBLIC STOCK BROKERAGE
RECORDS TG OWN LITHIUM I1ON BATTERY COMPANIES AND MINING INTERESTS.

THAT IS WHY THEY COVER UP THE DANGERS OF LITHIUM ION AND SABOTAGE EFFORTS TO MARKET FUEL CELLS, ULTRA CAPS, NICAD BATTERIES AND ALTERNATIVE
ENERGY STORAGE.

"OF-ENERGY ARE ALL

CATCHING ON FIRER o e

BREAKING NEWS ., ;

FIRE CREWS ON SCENE AT PROTERRA

W GREENVILLE
~—

Witness2021B asks to end this cover up that allows corrupt politicians to profiteer on the death
of Americans!

The United States Patent Office had also awarded Witness2021B one of the historically largest
set of patents on a new, entirely produced-in-the-USA, energy technology per
http://www.uspto.gov

These technologies competed with the corrupt overseas rare earth mining schemes owned by
California Senators, Department of Energy Executives, White House staff and the Silicon Valley
tech Cartel.

Witness2021B has been a provider, advisor and/or advocate in almost every major current federal
case against the Silicon Valley Cartel since the federal “no poaching” lawsuit against the Cartel.
( Case #’s 11-cv-2509 and 5:2011cv02509 and 1:10-cv-01629 and 1:10-cv-02220 ). These cases,
prove that the Silicon Valley Cartel colludes to harm the public and monopolize industries.
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State-sponored “hit-jobs” were ordered, operated and financed by government officials in order
to engage in revenge, reprisal and vendetta, against Witness2021B because of his help to Federal
investigators and Congress in these investigations. Those attacks fully incapacitated the victim.
In his public life, he has spent decades proving that nothing is "impossible" and that one is "only
limited by their imagination" per his reference letters from clients and employers. Over the
course of his work, he has assembled a global force of some of the world's top engineering,
science, physics, programming, operations and logistics experts. He, and his peers, can respond
instantly for disaster relief, market shifts and new global solutions demands. Solving global
challenges with novel new innovations and conceptual-blockbusting program management.

His career has been focused on solving the world's greatest challenges. He has received awards,
commendations, issued federal patents and industry acclaim for his networking, transportation,
housing, medical, communications, energy and other technologies that he invented, built and
marketed globally. Millions of user around the world deploy technologies first created, produced
and patent-awarded to him.

His hundreds of letters of reference are from the White House, Mayor’s, Fortune 500 CEO’s and
other well known leaders. He is reknown for his life-time provision of service to his community
and his nation.

His work stopped in 2008 when the attacks began. Many of the attacking operatives have been
identified by name and the FBI has been asked to interview them and confirm who was paying

and directing them. White House, Congressional and co-worker whistle-blowers, as well as
recent Chinese, Russian and Syrian hacks have also cross-confirmed the attackers and their
directives.

The victim has, for years, filed all of the proper forms, gone “through proper channnels” and
inquired as to next-steps from officials at the highest levels. For his efforts he has been rewarded
with cover-ups, lies, obsfucation, stone-walling and avoidance. The victim now has one of
America’s largest collections of “Finger-Pointing” letters from government agencies and
officials, each correspondence, essentially, saying: “Oh, it’s not us go try DOJ or...(FBI, SEC,
GAO..(Insert agency name here)...”. No government body will step up to resolve the issue or
allow their IG to investigate, or let “302 reports” get written for interviews that never happen. It
is the RUN-AROUND on an epic scale.

Today, in San Francisco, arrested, indicted City Hall public officials, some of whom
Witness2021B helped uncover, get paid $44,000.00 per month by the government even though
they are arrested criminals. San Francisco also pays homeless people $60,000.00 per year to
sleep in a tent in front of City Hall. Today, in Washington DC, arrested, indicted Congress-
people, some of whom Witness2021B helped uncover, get paid $150,000.00 per year by the
government even though they are arrested criminals.
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The Reprisal Attacks On Witness2021B

The Courts and Congressional hearings have proven that White House, U.S. Senators and their
ex-CIA and Ex-FBI operatives have been proven to have used SSA and other government
agencies, over and over again, to harm witnesses, reporters and whistle-blowers in illegal
retribution attacks. Applicant’s own Senators have been caught doing this over and over in order
to protect their stock market ownership in Tesla Motors, see:

http://focus-book.com/public/THE _ELON MUSK STORY.m4v

http://newsplus007.com/public/THE _ELON MUSK STORY.m4v

... available on many streaming video sites.

Some government agencies have avoided any and all responsive replies to the Applicant, or his
advocates, due to the political and media embarrassment involved for some of their staff. That
non-responsive, generic reply, stone-walling effort can no longer be tolerated.

Since 2008 when Applicant raised these issues, over 100 government staff have been fired, the
FBI Director and Attorney General involved in this case were fired, 60 Minutes and hundreds of
other newscasts have covered this issue and there is no end in sight of investigations against
government officials who engaged in reprisal and vendettas against Applicant simply because he
did the right thin and assisted Congress and the FBI. Numerous books and films about this matter
are now distributed globally. It is not rational for government officials to allow this matter to
fester.

This natural-born American citizen ( Witness2021B ) was attacked with a $30 million dollar+
retribution/political-reprisal/revenge hatchet-job program. The cost of the attack is proven by
bank records, payments and comparative analysis of hit-jobs run by political candidates against
each other.

The “hit-job” was contracted by White House and Department of Energy political operatives,
their appointees and staffing. Those public officials illegaly used taxpayer-financed government
funds. They were also business competitors the witness.. They are mad because they got caught
doing crimes with taxpayer funds and the witness assisted with their interdiction. Thousands of
similar attacks, on other citizens, have now been widely covered in major news stories and court
cases. It is now impossible to deny that such attacks exist on a regular basis. Reprisal attacks are
SOP in DC!

The victim and his associates made legal history by helping the government sue itself for
corruption. Their energy investment group won their federal lawsuit case proving that: public
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agencies infected with corruption manipulate policy against those who report corruption
and/or their competitors.

Since that case, many other cases have been won by other victims who proved the same
assertion. There is, now, no legal or historical-fact question about the veracity of the proof that
public officials put "hit-jobs" on reporters, whistle-blowers or competitors using government
resources to do so. In fact, today, the U.S. Congress is spending nearly a third of it's time on the
question of agencies being used as reprisal operations.

A large number of well-known public officials were removed from their government positions
because of their illicit deeds, exposed in these cases. Plaintiff/Applicant’s files were hacked by
government-paid hackers. In particular, the employees and contractors of United States senators
and White House executives hired these hackers via layered contracting routes.

Additionally, Federal prosecutors in Manhattan determined that FBI employees — three analysts
and an agent — were able to view citizens private material because it was entered in Silicon
Valley’s Palantir software through the program’s default settings. “When data is loaded onto the
Platform, the default setting is to permit access to the data to other FBI personnel otherwise
authorized to access the Platform,” prosecutors wrote in a published court letter. It has been
discovered that many Palantir staff can look at those records and re-sell that data to Google,
Tesla or any third party. Plaintiff’s records have been seen in the easy-to-interdict Palantir
system.

In our communication with agencies, some of those agencies provided links to their entire server
files which exposed the names, addresses, phone numbers, poverty status, emails and other
records of their clients. They also exposed direct server access for hackers to easily exploit. We
have informed each agency and they have now deleted the materials but other agency systems
are known to be at risk and we do not have the resources to address them all.

Whereas, numerous Congressional reports, IT staff reports and security industry reports have
verified that agency servers and files, including those upon which Plaintiffs records were housed,
have been hacked, moved, deleted and edited by outside third parties including Chinese and
Russian hackers, bored teens and hired opposition research operatives and that the hardware
level back-doors for SPECTRE and many other incursion sets still exist in agency Cisco, Intel,
Juniper Networks and other Network devices now connected to government file networks at
GOVT, SSA, FEC, and other agencies and this fact is indisputable. At the very least, China,
Russian or Brazilian teen hackers have them up for sale on the Dark Web. The NSA certainly has
copies of them.

Further: https://arstechnica.com/information-technology/2021/07/an-explosive-spyware-report-
shows-limits-of-ios-android-security/

FOR THE RECORD:
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Per the FBI, DOJ, FCC and Congressional investigators:

It is widely verified by the U.S. DOJ that hackers such as Wang Dong, Sun Kailiang, Wen
Xinyu, Huang Zhenyu, and Gu Chunhui, who were officers in Unit 61398 of the Third
Department of the Chinese People’s Liberation Army (PLA) and Aleksei Sergeyevich
Morenets, 41, Evgenii Mikhaylovich, Serebriakov, 37, Ivan Sergeyevich Yermakov, 32, Artem
Andreyevich Malyshev, 30, and Dmitriy Sergeyevich Badin, 27, who were each assigned to
Military Unit 26165, and Oleg Mikhaylovich Sotnikov, 46, and Alexey Valerevich Minin, 46,
who were also GRU officers, and hackers-for-hire including Kevin David Mitnick, Adrian
Lamo, Albert Gonzalez, Matthew Bevan, Richard Pryce, Jeanson James Ancheta, Michael Calce,
Kevin Poulsen, Jonathan James, The hacker known as ASTRA, The hacker known as GUCIFER,
The hacker known as ANON 4CHAN and THOUSANDS of other individuals had free acess and
free reign throughout NSA, FBI, SSA, HUD, DOJ, OPM, CIA and other government servers via
the SPECTRE, EMOTET, PRIME ROOTKIT, SERCOMM BACKDOOR, NOTPETYA,
MELTDOWN, MASTERKEY, RYZENFALL, FALLOUT, CHIMERA, and hundreds of other
back doors and penetration vulnerabities in Cisco, Intel, Juniper Networks, AMD, and other
equipment. Additionally, all of the core server penetration tools used by the CIA and the NSA
were hacked by foreign nations and their core source code posted on the internet for all to use.
On July 27, 2021 this was disclosed: https://news.sky.com/story/irans-secret-cyber-files-on-how-
cargo-ships-and-petrol-stations-could-be-attacked-12364871

It is ludicrous for any agency to state that any government servers, prior to 2020, were not
widely penetrated and manipulated. The hackers are all known to have sold, or provided the
results of their work to famous politicians for use against their competitors.

Nancy Pelosi is an owner of the hacking manipulation firm: CROWDSTRIKE. Crowdstrike and
famous California Senators had the easy means, the motivations, the staffing, the resources and
the known engagement of services to manipulate SSA, DOJ, SEC, FTC and other agency
decisions and filing records in order to harm Plaintiffs, reporters and whistle-blowers who
reported their crimes and corruptions.

Reports such as:

http://www.opensecrets.org/personal-finances/nancy-pelosi/net-worth?
cid=N00007360&year=2011

and

https://www.realclearinvestigations.com/articles/2020/10/09/
pelosi_takes biqg stake in crowdstrike democrat-tied linchpin of russiagate 125557.html

...prove that, for example, Nancy Pelosi owns digital attack services.

Reports such as:
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https://www.msn.com/en-us/news/politics/feinstein-s-former-staffer-helped-funnel-millions-to-
steele-and-fusion-gps-after-2016/ar-BB1gBzxQ

and

... and thousands of other reports prove that Dianne Feinstein’s staff regularly hire hit-job
services. Those services have been proven by the FBI, DOJ and JSOC to regularly hire hackers.

The hackers, daily, use the common tools of:

A. Injection. Injection flaws, such as SQL, NoSQL, OS, and LDAP injection, occur when
untrusted data is sent to an interpreter as part of a command or query. The attacker’s hostile data
can trick the interpreter into executing unintended commands or accessing data without proper
authorization.

B. Broken Authentication. Application functions related to authentication and session
management are often implemented incorrectly, allowing attackers to compromise passwords,
keys, or session tokens, or to exploit other implementation flaws to assume other users’ identities
temporarily or permanently.

C. Sensitive Data exposure. Many web applications and APIs do not properly protect sensitive
data, such as financial, healthcare, and PII. Attackers may steal or modify such weakly protected
data to conduct credit card fraud, identity theft, or other crimes. Sensitive data may be
compromised without extra protection, such as encryption at rest or in transit, and requires
special precautions when exchanged with the browser.

D. XML External Entities (XXE). Many older or poorly configured XML processors evaluate
external entity references within XML documents. External entities can be used to disclose
internal files using the file URI handler, internal file shares, internal port scanning, remote code
execution, and denial of service attacks.

E. Broken Access Control. Restrictions on what authenticated users are allowed to do are often
not properly enforced. Attackers can exploit these flaws to access unauthorized functionality
and/or data, such as access other users’ accounts, view sensitive files, modify other users’ data,
change access rights, etc.

F. Security Misconfiguration. Security misconfiguration is the most commonly seen issue. This
is commonly a result of insecure default configurations, incomplete or ad hoc configurations,
open cloud storage, misconfigured HTTP headers, and verbose error messages containing
sensitive information. Not only must all operating systems, frameworks, libraries, and
applications be securely configured, but they must be patched/upgraded in a timely fashion.
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G. Cross-Site Scripting XSS. XSS flaws occur whenever an application includes untrusted data
in a new web page without proper validation or escaping, or updates an existing web page with
user-supplied data using a browser API that can create HTML or JavaScript. XSS allows
attackers to execute scripts in the victim’s browser which can hijack user sessions, deface web
sites, or redirect the user to malicious sites.

H. Insecure Deserialization. Insecure deserialization often leads to remote code execution. Even
if deserialization flaws do not result in remote code execution, they can be used to perform
attacks, including replay attacks, injection attacks, and privilege escalation attacks.

I. Using Components with Known Vulnerabilities. Components, such as libraries, frameworks,
and other software modules, run with the same privileges as the application. If a vulnerable
component is exploited, such an attack can facilitate serious data loss or server takeover.
Applications and APIs using components with known vulnerabilities may undermine application
defenses and enable various attacks and impacts.

J. Insufficient Logging & Monitoring. Insufficient logging and monitoring, coupled with missing
or ineffective integration with incident response, allows attackers to further attack systems,
maintain persistence, pivot to more systems, and tamper, extract, or destroy data. Most breach
studies show time to detect a breach is over 200 days, typically detected by external parties
rather than internal processes or monitoring.

We have provided reports, evidence and time to investigate and assist in interviews to the FBI,
GAQO, SEC and other Congressional and agency assets. The investigations have found that
famous senators, their Silicon Valley oligarch financiers and their associates run a felony-class
organized crime insider-trading scam that abuses taxpayers and sabotages competing businesses
at the expense of the public treasuries.

Imagine living in a world where almost every one of the public officials that were supposed to
help you turned out to be your business competitors. Imagine having them use government
resources to profit at your expense, blockade you and treat democracy like a garage sale!

This is about a group of U.S. Senators, Silicon Valley Oligarchs, Crooked Law Firms and
Lobbyists who commit crimes in order to manipulate over a trillion tax dollars into their, and
their friends pockets. They use media monopoly tricks to try to shut out any other viewpoints.
They push manufactured "emotional trigger" issues that they believe will get more tax money
allocated to "issue solutions" that they, and their friends, happen to already own the monopolies
for. They are felons yet they control some of the offices of the agencies who are supposed to
arrest them. Silicon Valley bought K Street lobby firms and U.S. Senators, gave them more 'Dark
Money' than history has ever seen and then had giant tech-law firms bribe, hit-job and blockade
any attempts to arrest them.
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The U.S. Government hired victim, paid him part of the offered money, then asked him to spend
his life savings and years of his time on THEIR federal project based on their lies and false-
promises.

He was defrauded by the government assertions!

Then the government took the assets victim were asked to invest, plus the money they owed him,
and gave it to their friends. When he and his associates complained to the FBI, Congress and the
SEC, they hired Fusion GPS-like companies to run "hit-jobs" on him and threaten his life.

The Victim was lied to and defrauded by government agencies.

Government officials took the money they had promised him and gave it to their friends, who are
competitors to the victim.

The government used him, and his peers, as a smoke-screen to hide their crony payola crime that
put taxpayer cash in their crony friend's pockets.

Victim has received ZERO justice and ZERO compensation for his damages, his time, his
witness testimony and his help provided to the authorities!

The Victim demands recompense money from the State And Federal authorities!

A Little Corrupt Family Of
Politicians And Crooks

Forensic data has proven that Applicant’s records and decisions were altered by government staff
and external hackers in an effort to harm Applicant in reprisal for his testimony to law
enforcement as a witness, whistle-blower and advocate.

Applicant was a criminology student on the multi-campus “Core Curriculum” which was offered
through Stanford, SFSU and Berkeley campuses. He lived on Chenery Street, in San Francisco,
with Janet R. T. Who was the best friend of Kathryn Feinstein, daughter of the future mayor of
San Francisco. Janet’s mother worked for Dianne Feinstein. Kathryn Feinstein often stayed at
Applicant’s home and partied there in the hot tub in the back yard and in the downstairs living
room. Where she told tales of San Francisco politics. This led to Applicant’s recording and
production of the investigative film series: “City Circus”, about the characters in San Francisco
politics.
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Mayor George Moscone was then assassinated one day while Applicant was on the way to City
Hall for a meeting at the Mayor’s office. This assassination made Diane Feinstein Mayor of San
Francisco and, later, a U.S. Senator.

Mayor Feinstein issued a large published proclamation to Applicant for his work on a major
project for the City of San Francisco, a tribute to George Moscone viewed by millions of citizens
and had Applicant produce many socialite events at City Hall for, and with, the Mayor’s friend
Charlotte Maillard.

Applicant was working on the 50" Anniversary Golden Gate bridge events but a rift developed
between Applicants team and another group. The opposing group was being accused of
embezzling Bridge District funds and was headed by two personal friends of Diane Feinsteins.
The failures of the opposition group became national news as it was also backed by David
Rockefeller’s money man, who financed Diane Feinstein.

At this time Applicant, had numerous law enforcement and intelligence credentials,
commendations and certifications and was approached to assist with a sting operation involving
some of those officials. The sting operation required that Applicant run for Mayor of San
Francisco because only a mayoral candidate could have access to the proper people, information
and proximity needed for such an operation. Department of Justice, FBI, California Fair Political
Practices Commission and other entities had an interest in these task force-type efforts. The
combined efforts resulted in one famous official being arrested for running an underage
prostitution ring for San Francisco public officials, co-managed by a SFPD official and another
candidate for mayor, associated with the old school North Beach mob, being run out of politics
and having his young daughter removed by the police to protect her from attempted abuse. Both
of the indicted officials had close relationships with Diane Feinstein.

Applicant ran the opening ceremonies of David Rockefeller’s Embarcadero Center in San
Francisco which Rockefeller, Feinstein and James Bronkema were key players in. James
Bronkema, The head of the Golden Gate Bridge District had his mistress intermediate a potential
“peace treaty” between applicant and his Cartel. He later sought to invite Applicant into the Bay
Area political Cartel he ran and disclosed the insider scheme to Applicant, hoping to entice him.
Bay Area VC Tom Perkins also made Applicant this offer and confirmed the existence, operation
and scope of this Cartel which included famous politicians.

Subsequently, the Feinstein family became the investors, government financial agent,
contractors, HR providers, staffing liaison, and friends for Elon Musk and managed the State and
Federal gifts of billions of dollars of tax payer funds to Musk, which the Feinstein family
profited from.

At the same time, Applicant was operating a U.S. Government funded electric vehicle
manufacturing company and an energy production company that competed with Elon Musk’s
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companies. Applicant contacted the Fremont, California NUMMI plant which Elon Musk had
publicly stated he “had no use for NUMMI”. Applicant had been in negotiations and had
arranged the first request to re-task NUMMI. The Washington DC consulting group: “Eye On
Washington” and CBS News 60 Minutes Producer: Bob Simon, then had communications with
Diane Feinstein’s Chief of Staff who threatened Applicant against having anything to do with the
NUMMI plant. Subsequently Elon Musk announced he had stepped back in and was taking over
the plant in a surprise announcement MC’d, in person by Diane Feinstein, whose family was
managing the leasing, hiring and contracting for the NUMMI and next door Solyndra buildings.

Applicant had received a Congressional commendation for his work.

Subsequently, the FBI discovered ( confirmed via a declassified congressional report) that Daniel
Jones, a former intelligence committee staffer for Sen. Dianne Feinstein, hired Fusion GPS and
Christopher Steele to push the Russian story and used Fusion GPS, and other services to put hit-
jobs on people for Feinstein. Additionally, the FBI discovered that high level Chinese spies
worked for Feinstein, including driving her around. Fusion GPS, Media Matters, Gawker Media,
Gizmodo Media Google and Youtube were subsequently found to have been hired by “a famous
politician” to operate over $30M of character assassination reprisal media defamation attacks
against Applicant to punish him for helping law enforcement in these cases. It is well known that
Feinstein, Pelosi, Harris, Reid and other Senators commonly use intelligence agency resources
and “dirty tricks” to attack citizens they are mad at.

Applicant was cooperating with agency investigations at this time.

Applicant, at this time, discovered that he had been exposed to toxic materials, possibly
intentionally as “political poisoning” (ie: The Salisbury Poisonings and the Alexander
Litvinenko poisoning), as a reprisal tactic, from his work with THE U.S. GOVERNMENTand
Kaiser laboratories. Applicant filed for his benefit rights in 2007, which he had full credits for,
but political officials from Senate offices ordered those funds frozen and used intelligence
agency dirty tricks to manipulate and alter government records. The “Solarwinds”, “Supernova”,
“Spectre” and hundreds of other hacks show that the very servers that Applicant’s records were
on were, in fact, penetrated.

Intelligence agency staffers manipulated Applicant’s filed benefits applications with SSA, HUD
and other agencies, in order to cut off his funds in reprisal for Applicant’s assistance to
corruption investigations.

Congressional officials then assisted Applicant and his peers with a first-ever federal anti-
corruption lawsuit. This case set many new legal precedents. Applicant’s team won the lawsuit
proving that government agencies “infected by corruption” had manipulated, blockaded and
stone-walled Applicant’s funding.
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SSA staff and officials from the SSA San Francisco office and the notorious “Mario U” SSA
staff attack against Applicant have shown that some SSA staff ran political reprisals on
Applicant. History has shown that some Bay Area SSA staff since 2007 have gone on to work
for politicians in dispute with Applicant or for ANTIFA-like political activism groups that
advocate attacks.

Further details in the matter can be viewed at:

http://www.how-political-corruption-actually-works.com

and

http://american-corruption.com

... and hundreds of thousands of other public transparency sites.

Laundering The Politicians Dirty Cash

Billions of dollars of payola in this case has been laundered via U.S. real estate transactions in
the last five years, according to a new report by a Washington, D.C.-based think tank. Senators
Pelosi, Harris, Feinstein, Reed and their assocaites own some of the larges swathes of illicit
money laundered real estate in America.

By using a database of over 100 publicly reported real estate money laundering cases in the U.S.,
United Kingdom and Canada, Global Financial Integrity says the U.S. has become a preferred
destination for those looking to use real estate to stash illicit funds — making it a “Kleptocrat’s
dream.”

Public officials and their associates, known as “politically exposed persons”, were involved in
more than half of the U.S. cases that GFI reviewed. Those PEPs include Genaro Garcia Luna, a
former Mexican security minister who bought millions of dollars of U.S. property while accused
of taking bribes from the Sinaloa cartel, and the stepson of former Malaysian Prime Minister
Najib Razak, who was arrested in 2019 for his alleged role in the 1IMDB scandal.

“[Real estate] provides a really easy way to hide ill-gotten gains with little oversight and few
questions asked,” GFI policy director Lakshmi Kumar told the International Consortium of
Investigative Journalists. “If you’re a criminal, why would you not choose a method that allows
you to flaunt your wealth openly, but also hide its illicit nature?”

The U.S. was once considered at the regulatory forefront when it came to preventing money
laundering through real estate, adding “persons involved in real estate closings and settlements”
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to the Bank Secrecy Act’s definition of financial institutions in 1988. But over time, Kumar says,
the country lost ground to its peers in the U.K. and Europe.

“This is clearly a systemic issue globally,” Kumar said. “Everyone’s discovering how easy it is
to use and abuse the real estate sector. The difference is that everyone else seems to have charted
a path forward. They have put in legislation they’re trying to figure it out. In the U.S., we’re still
held back.”

One of the biggest issues that the report cites is the use of geographic targeting orders as the
U.S.’s primary tool to identify potential money laundering events. GTOs impose reporting
requirements on real estate purchases, but only in narrowly targeted scenarios — large cash
purchases by legal entities in specific geographic areas.

More than 60% of the U.S. cases examined in the report involved properties in at least one
county not covered by a targeting order, which GFI says highlights the inadequacy of the system.

“A lot of the money laundering cases we saw reported in the U.K. and Canada were really
concentrated in what you’d call real estate hubs in the country,” Kumar said. “In the U.S., that
was not the case. It was spread far and wide.”

Another concern the report outlines is that the U.S. anti-money laundering regime is focused on
residential purchases, when a significant portion of the cases GFI reviewed involve commercial
real estate transactions.

The FinCEN Files, an investigation on global dirty money flows by ICIJ and BuzzFeed News,
examined the impact of large-scale money laundering on middle America.

ICLJ found that Ukrainian oligarch Thor Kolomoisky, whose case is cited in GFI’s report,
amassed a Midwest real estate empire with his associates, at one time becoming Cleveland’s
largest commercial landlords, and leaving behind a trail of unpaid property taxes, unemployed
workers and dangerous factory conditions. Kolomoisky has since been sanctioned by the U.S.
State Department.

Kumar said that because commercial deals often involve several parties and complex financing
arrangements, they are an easy way to stash illicit money.

“When you talk about residential real estate, the heart of it is identifying who is the beneficial
owner, [because] if you find out who the beneficial owner is, it also tells you who the criminal
is,” Kumar told ICIJ. “In a commercial real estate investment, you don’t have to own the
majority stake to be a criminal. You can own 2% of a $500 million property, and you are [still]
laundering millions through it.”
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The report also delves into the involvement of “gatekeepers” in real estate transactions and the
direct role of real estate agents, lawyers and accountants in facilitating illicit transactions. But
GFI also points to regulating private investment advisers as a more under-the-radar way of
tackling real estate money laundering.

“Investment vehicles are one of the key methods in which to invest in commercial real estate in
this country,” Kumar said. “And private equity, venture capital [and] hedge funds have no [anti-
money laundering] requirements — so that becomes a black box, because you don’t know who is
bringing what money into this country and how.”

The report proposes major overhauls to the U.S.’s anti-money laundering program to fill these
gaps, including replacing GTOs with more stringent reporting requirements on real estate
transactions across the country, robust implementation of the beneficial ownership registry
passed this year as part of the Corporate Transparency Act, and urging the U.S. Treasury to issue
specific regulations regarding purchases by foreign PEPs.

The authors of this report confronted federal regulator s, and Elon Musk’s staff, with the fact that
Musk was money laundering via the vast number of mansions he had accrued. Musk then put all
of the mansions up for sale and “moved” to Texas where he thought the law might not get him.
He was wrong!

Take a look at the massive number of real estate and art collection ownerships that Dianne
Feinstein, Kamala Harris, Elon Musk, Nancy Pelosi...and the rest (and their families) have
accrued to money launder their gains.

From another report on this matter:

“...A group of domestic citizens filed FBI complaints and lawsuits against The President of the
United States and his senior staff along with a lawsuit against a rogue off-shoot of the CIA
called "In-Q-Tel". These citizens instigated Congressional corruption investigations and
hearings against the most senior members of the State and Federal government. These actions
resulted in the termination of very famous public officials and their crony criminal embezzlement
scams and almost resulted in the President being forced to leave office, mid-term, based on
revelations of a massive crony kick-back scheme which began to be exposed dfter the FBI raid of
Solyndra. The director of the FBI was fired for assisting in cover-ups related to this matter.
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This natural-born American domestic group of engineers was attacked with a $30 million
dollar+ retribution/political reprisal program contracted by White House political operatives,
and their appointees, who were also the business competitors of the engineers. The attackers
used Fusion GPS-type character assassination smear campaigns (operated by their cronies at
Google, Gawker, Gizmodo, Jalopnik and Facebook), NVCA black-listing, Solyndra-laundering,
stone-walling, Lois Lerner-class agency manipulation and search engine rigging. In-Q-Tel turns
out to be the only federally financed "charity" whose staff are also employed by each of the
suspects in this case and who financed the suspects in this case. It was revealed that White
House executives ordered government agencies to harm members of the public and to reprisal
with-hold public resources from the public. This was a violation of tort, RICO and anti-trust
laws.

The victims fought back.

With the encouragement of members of Congress they used 100% legal tools to interdict the
corruption.

Essentially; they helped the United States government sue itself!

First, with a unique new kind of pioneering federal lawsuit, victims established — FOR THE
FIRST TIME IN LEGAL HISTORY — that political cronyism is a valid basis for a claim of
arbitrary-and-capricious agency action under the Administrative Procedure Act. See: Federal
Case One, (D.D.C. 2015).

Second, they prevailed in the United States Court of Appeals for the District of Columbia Circuit
on their appeal of the district court’s ruling that an agency may escape judicial review of its
action by requesting a voluntary remand but refusing to reconsider its initial denial of an
application. See: Case Federal Two, (D.C. Cir. 2017). The Washington DC Circuit agreed with
the victims that an agency may only seek a remand if it promises to reconsider its initial
decision. It is because of that victory that the government, under court order is now re-doing the
victims applications and GAO, FBI, IG's and Congressional oversight offices are watching to
assure effective ethics and transparency. Third, these cases placed, on permanent public record,
one of the most detailed documentation sets, ever assembled, about how modern political "Dark
Money" conduits operate. The legal team hired ex-FBI, CIA and SEC experts to track down
covert bank accounts, revolving door bribes, insider stock trades and other payola between the
victim's competitors and public officials. This documentation now prevents the use of those kinds
of criminal efforts, in the future, by exposing their tactics to the public.

Fourth, the victim's team engaged in the interdiction and termination of corrupt agency
executives, contractors and their financiers. This included some of the most well-known names in
Washington, DC, at the time. Many of them were, and are still being, investigated and surveilled
by the FBI, GAO, SEC and Congress.
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Fifth, and most important, the effort put every corrupt political scheme on notice that they WILL
be found out and interdicted!

The bottom line?

The victims group WON on every single aspect of their public-interest goals but still have yet to
be recompensed for their damages!

Now the "bad guys" have less options to engage in the corruption of our Democracy! “

From Yet Another Overview Of The Matter:

“ Victim and his co-workers witnessed officials stealing money from both, their company and the
US Government Treasury. They reported it to the cops. It turned out to be part of one of the
biggest embezzlement crimes ever exposed. Major political figures and tech "bosses" turned out
to be running a "PayPal Tech Mafia". The bad guys then began hunting down and attacking
whistle-blowers in reprisal "for the rest of our lives" per their threats and their ongoing
retribution vendettas.

It was found that famous senators, their Silicon Valley oligarch financiers and their associates
run an organized crime insider trading scam that abuses taxpayers and sabotages competing
businesses. The terminations of the heads of the FBI, THE U.S. GOVERNMENTand other
famous people in politics is because of their operation, and cover-ups, of this case. The cover-
ups are still going on. Victim’s ability to get justice in this matter is still blockaded.

Hundreds of the perpetrators have already been fired, placed under permanent public
surveillance, financially tracked through every asset, reported to federal agencies and targeted
for investigation.

This is a large part of all of that "political corruption" and "dirty Dark Money" politics you read
about in the newspaper every day.

The goal is to interdict every single person, company and political operative group who is
engaging in these crimes using crowd-sourced investigation and intelligence tools. “

83



Bribery, Money Landering And Hit-Jobs

If you thought that Mossack Fonseca and the Panama Papers was "the story": It was only the
beginning!

Silicon valley's politicians make policy that, both, ruins taxpayers while making the politicians
rich by artifically inflating the value of the politicians secret stock market holdings. Now we
have exposed their entire scam!

This is about the U.S. Senators and their crony dark money political bribes and criminal kick-
backs, the tech oligarchs who deployed the bribes and the victims of these crimes.

Google, Tesla, Facebook, Linkedin and their VC's (and deeply bribed Senators) ordered and
operated hit-jobs on the public and their competitors, supported by the Obama White House and
U.S. Dept. of Energy. The FBI raided their scheme and the investigations tracked all the way
back to the Oval Office!

- This is about a group of tech oligarchs, and their corrupt Senators, who commit crimes in order
to manipulate over a trillion tax dollars (YOUR MONEY) into their, and their friends pockets.

- They are felons yet they control some of the offices of the agencies who are supposed to arrest
them. Silicon Valley bought K Street and U.S. Senators, gave them more Dark Money than
history has ever seen and then had giant tech-law firms bribe, hit-job and blockade any attempts
to solve the problem.

- Some of the largest bribes in American history were paid via billions of dollars of pre-IPO
cleantech stock, insider trading, real estate, Google search engine rigging and shadow-banning,
sex workers, revolving door jobs, nepotism, state-supported black-listing of competitors and
under-the-table cash. Why are these Silicon Valley Oligarchs and their K-Street law firms and
lobbyists immune from the law?

U.S. Senators, Agency Heads and Congress were bribed, in this case, with:

- Billions of dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony Pictures stock and
stock warrants which is never reported to the FEC

- Billions of dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony Pictures search
engine rigging including shadow-banning, de-boosting, DNS re-routing, directed search
suggestion, subliminal messaging bias, and hundreds of other psychological manipulation tricks;
the value of which is never reported to the FEC but proven by invoices and bank payments
between Google and Gawker, Gizmodo, DNC, Fusion GPS, Black Cube, etc.

- Free rent
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- Prostitutes and Rent Boys

- Cars

- Dinners

- Party Financing

- Sports Event Tickets

- Campaign Services "Donations"
- Secret PAC Financing

- Jobs in Corporations in Silicon Valley For The Family Members of Those Who Take Bribes
And Those Who Take Bribes, Themselves

- "Consulting" contracts from McKinsey as fronted pay-off gigs
- Overpriced "Speaking Engagements" which are really just pay-offs conduited for donors

- Private jet rides and use of Government fuel depots (ie: Google handed out NASA jet fuel to
staff)

- Real Estate

- The use of Cayman, Boca Des Tores, Swiss and related laundering accounts

- The use of HSBC, Wells Fargo and Deustche Bank money laundering accounts
- Free spam and bulk mailing services owned by corporations

- Epstein sex ring exploits

- Use of high tech law firms such as Perkins Coie, Wilson Sonsini, MoFo, Covington & Burling,
etc. to conduit bribes to officials

While our investigators were able to get a law produced that made insider trading less attractive
for Congress, nothing has been done to stop stock warant bribes and revolving door payola.
Additionally, even with the new law, 60% of the U.S. Congress (including their associates and
families) STILL engage in insider trading because law enforcement has not prosecuted many of
them.

This is about a group of U.S. Senators, Silicon Valley Oligarchs, Crooked Law Firms and
Lobbyists who commit crimes in order to manipulate over a trillion tax dollars into their, and
their friends pockets. They use media monopoly tricks to try to shut out any other viewpoints.
They push pretend issues that they believe will get more tax money allocated to "issue solutions'
that they, and their friends, happen to already own the monopolies for. They are felons yet they
control some of the offices of the agencies who are supposed to arrest them. Silicon Valley
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bought K Street lobby firms and U.S. Senators, gave them more Dark Money than history has
ever seen and then had giant tech-law firms bribe, hit-job and blockade any attempts to arrest
them.

There are no "conspiracy theories" here. These are all hard forensic facts that will stand-up in
any court!

They did this to anybody who they thought might expose the White House use of agencies as
"slush-funds" and "Dark Money" campaign finance laundering conduits. They were afraid that
exposure of these schemes would cause the President of the United States to be forced to resign
in the middle of his term!

The associated case videos and reports provided with this case matter are evidence, signed by
thousands of reporters and investigators, that the suspects are: A.) Based around Silicon Valley
and Washington DC; B.) Operating as a RICO-violating cartel; C.) Deeply sociopath and
sexually disturbed; D.) Money laundering via large law firms and investment banks; E.) Using
Google, Reddit, Facebook, etc. as mass political behavior-manipulation programs; F.) Paying for
and operating character assassination programs against those who defy them; G.) Using "green
energy" as one of their facades to steer tax dollars to the companies that they, and their friends,
already own and work for; H.) Willing to resort to the most extreme things to protect their
scheme; I). Living in an ideological "echo-chamber" in their tech bubbles; J.) Empowered
entirely by the public's lack of willingness to boycott them and demand their arrests.

A vast number of individuals and companies, who are willing to testify about these crimes have
NEVER BEEN ALLOWED into a Congressional hearing, court-room, FBI 302 interview, etc.,
because crooked Senators are terrified of the confirming testimony they can all provide.

We placed autonomous monitoring applications on a vast number of co-location servers, shared
hosting ISPs, stand-alone servers and sites around the world over ten years ago and monitored:
1.) Google search results compared to other search engines, 2.) Google DNS and spoofing
activities, 3.) Google results on 100 key search terms including search terms of assets, candidates
and business associates connected to Google, 4.) Where Google sends data from users clicking
on Google supplied links, 5.) Where fabricated mole data that was injected as user data
ultimately ended up later, and other metrics. The results prove that Google abuses the market, the
public, politics and human rights for and with U.S. Senators and public officials.

We found that Elon Musk, Larry Page, Sundar Picachu, Eric Schmidt, Jared Cohen and Sergy
Brin at Google and Mark Zuckerberg at Facebook order their company staff to hide, down-rank,
hole-punch the net, shadow-ban, stock market valuation manipulate and exclude this website on
the internet. They do this IN COORDINATION WITH Public Officials including California
Senators who co-own those companies. We track every technical trick they use and report it to
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Congress and anti-trust agencies. The more they do it, the more they create evidence that will put
them out of business!

The Google empire controls most of the media on Earth, via many front corporations, and
indoctrinates everyone in it's organization using 'cult' methodologies. Google owner's believe in
"our-ideology-at-any-cost" and "the-ends-justify-the-means" scenarios. What could possibly go
wrong?

In “The CleanTech Crash” is has been uncovered that Every single Dept of Energy executive,
and related Senator, owns stock market assets in Tesla, Fisker, Solyndra, Enerl1, etc. so they
blockaded and sabotaged every applicant who competed with their holdings in a RICO-violating,
felony organized crime, using taxpayer funds.

Who Is The Silicon Valley Mafia

The Silicon Valley Mafia is The Sandhill Road Venture Capital frat boy company bosses in Palo
Alto, their National Venture Capital Association (NVCA) partners and the tech companies
(Google, Tesla, Facebook, Amazon, Twitter, Linkedin, etc.) they control. They are sometimes
referred to as The Deep State. They have purchased California, New York and Washington, DC
politicians (mostly Senators) who they also control.

They hire rogue ex-intelligence agents to operate attacks via Fusion GPS, The
Gawker/Gizmodo/Jalopnik/Univision Hatchet-Job Fake Tabloid Facade (ie: Obama had White
House staff: Robert Gibbs and John Podesta hire them, in association with Obama financier Elon
Musk, to attack WITNESS Vehicles, Bright Automotive and ZAP Vehicles as retribution in
violation of anti-trust laws), Black Cube, ShareBlue, New America, In-Q-Tel, Podesta Group,
Media Matters, etc. . They spend over $30M on each massive media attack program against
competitors, reporters and outsiders.

They collude on black-lists, valuation controls, election manipulation, search engine rigging,
domestic spying for political manipulation, stock rigging, insider trading, executive prostitute
clubs, trophy wife assignments, the bribery of politicians and worse. They are felons who pay
politicians to halt investigations and interdiction efforts. They are widely covered in news media
articles as: sex abusers, cult enthusiasts, elitists, rapists, woman beaters, sexual work extortion
operators, extremists, arrogant clones of each other, tone deaf, echo-chamber reinforcing,
misogynist, racist, manipulative, insecure, covertly gay, corrupt, thieves' and other anti-social
revelations.

The divorce and sex abuse court filings against the #PaloAltoMafia men of Silicon Valley are
some of the most disturbing and sexually twisted court records you will ever read and they
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demonstrate a clear and decades-long pattern of collusion and depravity. From Google's "Sex
Slaves" to "Sex Penthouses" to "Deaths by Prostitute”; the list is endless.

They are not limited to California and also operate out of New York and Washington DC. They
use their monopolistic control of the internet to massively and exclusively scale services that
only they control and use to abuse public privacy, human rights, invention rights and
information. They run their cartel like the old Italian Mafia once did.

Silicon Valley's Corrupt Palo Alto Mafia Network is based on "Scaled Monopolies" and covet
Senate collusion ownerships of their companies.

The run a crime with hookers and a very big shark. Let us explain: There are millions of sharks
in the ocean but only "Jaws" was big enough to earn himself (The Shark) so many feature films
about trying to kill him. It was simply because he was so big and so hungry. Judging by the
endless sequels, Jaws seems pretty hard to kill.

This is about the biggest sharks. They are from Silicon Valley.

Google, Facebook, Amazon, Linkedin, Netflix, et al; exist because they operate under the
criminal umbrella of the tech Cartel frat boys.

These guys are addicted to sex, and they are also huge assholes, so they can't keep any partners
around unless they pay them to be trophy wives or "beard" wives. Buying sex from Italian
escorts, young girls and New York Rent Boys is really, really expensive. This drives them to do
anything to suck up huge amounts of cash.

These guys are also addicted to power, so they buy East and West Coast U.S. Senators, British
Parliament members and partner with corrupt Russian oligarchs. Buying Senators is also really,
really expensive. This also drives them to do anything to suck up huge amounts of cash.

These guys need, and spend, massive amounts of cash. Being a tech oligarch is really, really
expensive. They can't have the IRS cutting into their hooker-budgets. They spend massive
amounts on big law firms to hide money in real estate, trusts, fake charities and in a huge array
of off-shore spider holes.

These guys can't afford to get caught so they hire In-Q-Tel, Gawker Media, Black Cube, Fusion-
GPS, and a huge army of other attackers, to destroy anybody who questions their motives. Their
Cartel exists because they own all of the main servers, banks, venture capital firms, tech law
firms, K Street lobbyists and tech HR firms.

They control their entire eco-system and black-list anybody that offends them.
They own the internet and they delete anybody who steps in their circle.

Nobody can operate outside of it.
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No start-up can compete with them without getting a hit-job put on it.
Since the year 2000, together, they have put over a million smaller companies out of business.

They exist because of "Scaling": the ability to use monopolized networks to reach everyone on
Earth, have lower prices, and destroy all competition because they control all infrastructure.
Scaling is all they talk about at their AngelGate "power lunches" in the back rooms of
Restaurants on University Avenue in Palo Alto.

The FBI can't stop them because they owned James Comey, the head of the FBI.
The SEC, FEC and FTC can't stop them because they own the regulators at those agencies.

They Obama White House could not stop them because most of the Obama Administration was
staffed by, and directed by, the staff of Google, Amazon and Facebook, et al.

The Silicon Valley tech Cartel makes the Mafia look like small potatoes.

They are a criminal organization!
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One Of Their Attack Procedures -
Documented

Here is just one of the ways Google and the DNC’s Nick Denton attack tabloids (Gawker,
Gizmodo, Jalopnik, etc.) partnered to attack whistle-blowers under orders from Senators Boxer,
Pelosi Feinstein, Reid, Harris and others.

ROBERT EPSTEIN hereby verifies the following:

Authorities in the UK have finally figured out that fake news stories and Russian-placed ads are
not the real problem. The UK Parliament is about to impose stiff penalties—not on the people
who place the ads or write the stories, but on the Big Tech platforms that determine which ads
and stories people actually see.

Parliament’s plans will almost surely be energized by the latest leak of damning material from
inside Google’s fortress of secrecy: The Wall Street Journal recently reported on emails
exchanged among Google employees in January 2017 in which they strategized about how to
alter Google search results and other “ephemeral experiences” to counter President Donald
Trump’s newly imposed travel ban. The company claims that none of these plans was ever
implemented, but who knows?

While U.S. authorities have merely held hearings, EU authorities have taken dramatic steps in
recent years to limit the powers of Big Tech, most recently with a comprehensive law that
protects user privacy—the General Data Protection Regulation—and a whopping $5.1 billion
fine against Google for monopolistic practices in the mobile device market. Last year, the
European Union also levied a $2.7 billion fine against Google for filtering and ordering search
results in a way that favored their own products and services. That filtering and ordering, it turns
out, is of crucial importance.

As years of research I’ve been conducting on online influence has shown, content per se is not
the real threat these days; what really matters is (a) which content is selected for users to see, and
(b) the way that content is ordered in search results, search suggestions, news feeds, message
feeds, comment lists, and so on. That’s where the power lies to shift opinions, purchases, and
votes, and that power is held by a disturbingly small group of people.

I say “these days” because the explosive growth of a handful of massive platforms on the internet
—the largest, by far, being Google and the next largest being Facebook—has changed
everything. Millions of people and organizations are constantly trying to get their content in front
of our eyes, but for more than 2.5 billion people around the world—soon to be more than 4

90



billion—the responsibility for what algorithms do should always lie with the people who wrote
the algorithms and the companies that deployed them.

In randomized, controlled, peer-reviewed research I’ve conducted with thousands of people, I've
shown repeatedly that when people are undecided, I can shift their opinions on just about any
topic just by changing how I filter and order the information I show them. I’ve also shown that
when, in multiple searches, I show people more and more information that favors one candidate,
I can shift opinions even farther. Even more disturbing, I can do these things in ways that are
completely invisible to people and in ways that don’t leave paper trails for authorities to trace.

Worse still, these new forms of influence often rely on ephemeral content—information that is
generated on the fly by an algorithm and then disappears forever, which means that it would be
difficult, if not impossible, for authorities to reconstruct. If, on Election Day this coming
November, Mark Zuckerberg decides to broadcast go-out-and-vote reminders mainly to
members of one political party, how would we be able to detect such a manipulation? If we can’t
detect it, how would we be able to reduce its impact? And how, days or weeks later, would we be
able to turn back the clock to see what happened?

Of course, companies like Google and Facebook emphatically reject the idea that their search
and newsfeed algorithms are being tweaked in ways that could meddle in elections. Doing so
would undermine the public’s trust in their companies, spokespeople have said. They insist that
their algorithms are complicated, constantly changing, and subject to the “organic” activity of
users.

This is, of course, sheer nonsense. Google can adjust its algorithms to favor any candidate it
chooses no matter what the activity of users might be, just as easily as I do in my experiments.
As legal scholar Frank Pasquale noted in his recent book “The Black Box Society,” blaming
algorithms just GOV Tsn’t cut it; the responsibility for what an algorithm GOVTs should always
lie with the people who wrote the algorithm and the companies that deployed the algorithm. Alan
Murray, president of Fortune, recently framed the issue this way: “Rule one in the Age of AlI:
Humans remain accountable for decisions, even when made by machines.”

Given that 95 percent of donations from Silicon Valley generally go to Democrats, it’s hard to
imagine that the algorithms of companies like Facebook and Google don’t favor their favorite
candidates. A newly leaked video of a 2016 meeting at Google shows without doubt that high-
ranking Google executives share a strong political preference, which could easily be expressed in
algorithms. The favoritism might be deliberately programmed or occur simply because of
unconscious bias. Either way, votes and opinions shift.

It’s also hard to imagine how, in any election in the world, with or without intention on the part
of company employees, Google search results would fail to tilt toward one candidate. Google’s
search algorithm certainly has no equal-time rule built into it; we wouldn’t want it to! We want it
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to tell us what’s best, and the algorithm will indeed always favor one dog food over another, one
music service over another, and one political candidate over another. When the latter happens ...
votes and opinions shift.

Here are 10 ways—seven of which I am actively studying and quantifying—that Big Tech
companies could use to shift millions of votes this coming November with no one the wiser.
Let’s hope, of course, that these methods are not being used and will never be used, but let’s be
realistic too; there’s generally no limit to what people will do when money and power are on the
line.

1. Search Engine Manipulation Effect (SEME)

Ongoing research I began in January 2013 has shown repeatedly that when one candidate is
favored over another in search results, voting preferences among undecided voters shift
dramatically—by 20 percent or more overall, and by up to 80 percent in some demographic
groups. This is partly because people place inordinate trust in algorithmically generated output,
thinking, mistakenly, that algorithms are inherently objective and impartial.

But my research also suggests that we are conditioned to believe in high-ranking search results in
much the same way that rats are conditioned to press levers in Skinner boxes. Because most
searches are for simple facts (“When was Donald Trump born?”), and because correct answers to
simple questions inevitably turn up in the first position, we are taught, day after day, that the
higher a search result appears in the list, the more true it must be. When we finally search for
information to help us make a tough decision (“Who’s better for the economy, Trump or
Clinton?”), we tend to believe the information on the web pages to which high-ranking search
results link.

As The Washington Post reported last year, in 2016, I led a team that developed a system for
monitoring the election-related search results Google, Bing, and Yahoo were showing users in
the months leading up to the presidential election, and I found pro-Clinton bias in all 10 search
positions on the first page of Google’s search results. Google responded, as usual, that it has
“never re-ranked search results on any topic (including elections) to manipulate political
sentiment”—but I never claimed it did. I found what I found, namely that Google’s search results
favored Hillary Clinton; “re-ranking”—an obtuse term Google seems to have invented to confuse
people—is irrelevant.

Because (a) many elections are very close, (b) 90 percent of online searches in most countries are
conducted on just one search engine (Google), and (c) internet penetration is high in most
countries these days—higher in many countries than it is in the United States—it is possible that
the outcomes ofupwards of 25 percent of the world’s national elections are now being
determined by Google’s search algorithm, even without deliberate manipulation on the part of
company employees. Because, as I noted earlier, Google’s search algorithm is not constrained by
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equal-time rules, it almost certainly ends up favoring one candidate over another in most political
races, and that shifts opinions and votes.

2. Search Suggestion Effect (SSE)

When Google first introduced autocomplete search suggestions—those short lists you see when
you start to type an item into the Google search bar—it was supposedly meant to save you some
time. Whatever the original rationale, those suggestions soon turned into a powerful means of
manipulation that Google appears to use aggressively.

My recent research suggests that (a) Google starts to manipulate your opinions from the very
first character you type, and (b) by fiddling with the suggestions it shows you, Google can turn a
50-50 split among undecided voters into a 90—10 split with no one knowing. I call this
manipulation the Search Suggestion Effect (SSE), and it is one of the most powerful behavioral
manipulations I have ever seen in my nearly 40 years as a behavioral scientist.

How will you know whether Google is messing with your election-related search suggestions in
the weeks leading up to the election? You won’t.

3. The Targeted Messaging Effect (TME)

If, on Nov. 8, 2016, Mr. Zuckerberg had sent go-out-and-vote reminders just to supporters of
Mrs. Clinton, that would likely have given her an additional 450,000 votes. I’ve extrapolated that
number from Facebook’s own published data.

Because Zuckerberg was overconfident in 2016, I don’t believe he sent those messages, but he is
surely not overconfident this time around. In fact, it’s possible that, at this very moment,
Facebook and other companies are sending out targeted register-to-vote reminders, as well as
targeted go-out-and-vote reminders in primary races. Targeted go-out-and-vote reminders might
also favor one party on Election Day in November.

My associates and I are building systems to monitor such things, but because no systems are
currently in place, there is no sure way to tell whether Twitter, Google, and Facebook (or
Facebook’s influential offshoot, Instagram) are currently tilting their messaging. No law or
regulation specifically forbids the practice, and it would be an easy and economical way to serve
company needs. Campaign donations cost money, after all, but tilting your messaging to favor
one candidate is free.

4. Opinion Matching Effect (OME)

In March 2016, and continuing for more than seven months until Election Day, Tinder’s tens of
millions of users could not only swipe to find sex partners, they could also swipe to find out
whether they should vote for Trump or Clinton. The website iSideWith.com—founded and run
by “two friends” with no obvious qualifications—claims to have helped more than 49 million
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people match their opinions to the right candidate. Both CNN and USA Today have run similar
services, currently inactive.

I am still studying and quantifying this type of, um, helpful service, but so far it looks like (a)
opinion matching services tend to attract undecided voters—precisely the kinds of voters who
are most vulnerable to manipulation, and (b) they can easily produce opinion shifts of 30 percent
or more without people’s awareness.

At this writing, iSideWith is already helping people decide who they should vote for in the 2018
New York U.S. Senate race, the 2018 New York gubernatorial race, the 2018 race for New York
District 10 of the U.S. House of Representatives, and, believe it or not, the 2020 presidential
race. Keep your eyes open for other matching services as they turn up, and ask yourself this:
Who wrote those algorithms, and how can we know whether they are biased toward one
candidate or party?

5. Answer Bot Effect (ABE)

More and more these days, people don’t want lists of thousands of search results, they just want
the answer, which is being supplied by personal assistants like Google Home devices, the Google
Assistant on Android devices, Amazon’s Alexa, Apple’s Siri, and Google’s featured snippets—
those answer boxesat the top of Google search results. I call the opinion shift produced by such
mechanisms the Answer Bot Effect (ABE).

My research on Google’s answer boxes shows three things so far: First, they reduce the time
people spend searching for more information. Second, they reduce the number of times people
click on search results. And third, they appear to shift opinions 10 to 30 percent more than search
results alone do. I don’t yet know exactly how many votes can be shifted by answer bots, but in a
national election in the United States, the number might be in the low millions.

6. Shadowbanning

Recently, Trump complained that Twitter was preventing conservatives from reaching many of
their followers on that platform through shadowbanning, the practice of quietly hiding a user’s
posts without the user knowing. The validity of Trump’s specific accusation is arguable, but the
fact remains that any platform on which people have followers or friends can be rigged in a way
to suppress the views and influence of certain individuals without people knowing the
suppression is taking place. Unfortunately, without aggressive monitoring systems in place, it’s
hard to know for sure when or even whether shadowbanning is occurring.

7. Programmed Virality and the Digital Bandwagon Effect

Big Tech companies would like us to believe that virality on platforms like YouTube or
Instagram is a profoundly mysterious phenomenon, even while acknowledging that their
platforms are populated by tens of millions of fake accounts that might affect virality.
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In fact, there is an obvious situation in which virality is not mysterious at all, and that is when the
tech companies themselves decide to shift high volumes of traffic in ways that suit their needs.
And aren’t they always doing this? Because Facebook’s algorithms are secret, if an executive
decided to bestow instant Instagram stardom on a pro-Elizabeth Warren college student, we
would have no way of knowing that this was a deliberate act and no way of countering it.

The same can be said of the virality of YouTube videos and Twitter campaigns; they are
inherently competitive—except when company employees or executives decide otherwise.
Google has an especially powerful and subtle way of creating instant virality using a technique
I’ve dubbed the Digital Bandwagon Effect. Because the popularity of websites drives them
higher in search results, and because high-ranking search results increase the popularity of
websites (SEME), Google has the ability to engineer a sudden explosion of interest in a
candidate or cause with no one—perhaps even people at the companies themselves—having the
slightest idea they’ve done so. In 2015, I published a mathematical model showing how neatly
this can work.

8. The Facebook Effect

Because Facebook’s ineptness and dishonesty have squeezed it into a digital doghouse from
which it might never emerge, it gets its own precinct on my list.

In 2016, I published an article detailing five ways that Facebook could shift millions of votes
without people knowing: biasing its trending box, biasing its center newsfeed, encouraging
people to look for election-related material in its search bar (which it did that year!), sending out
targeted register-to-vote reminders, and sending out targeted go-out-and-vote reminders.

I wrote that article before the news stories broke about Facebook’s improper sharing of user data
with multiple researchers and companies, not to mention the stories about how the company
permitted fake news stories to proliferate on its platform during the critical days just before the
November election—problems the company is now trying hard to mitigate. With the revelations
mounting, on July 26, 2018, Facebook suffered the largest one-day drop in stock value of any
company in history, and now it’s facing a shareholder lawsuit and multiple fines and
investigations in both the United States and the EU.

Facebook desperately needs new direction, which is why I recently called for Zuckerberg’s
resignation. The company, in my view, could benefit from the new perspectives that often come
with new leadership.

9. Censorship
I am cheating here by labeling one category “censorship,” because censorship—the selective and

biased suppression of information—can be perpetrated in so many different ways.
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Shadowbanning could be considered a type of censorship, for example, and in 2016, a Facebook
whistleblower claimed he had been on a company team that was systematically removing
conservative news stories from Facebook’s newsfeed. Now, because of Facebook’s carelessness
with user data, the company is openly taking pride in rapidly shutting down accounts that appear
to be Russia-connected—even though company representatives sometimes acknowledge that
they “don’t have all the facts.”

Meanwhile, Zuckerberg has crowed about his magnanimity in preserving the accounts of people
who deny the Holocaust, never mentioning the fact that provocative content propels traffic that
might make him richer. How would you know whether Facebook was selectively suppressing
material that favored one candidate or political party? You wouldn’t. (For a detailed look at nine
ways Google censors content, see my essay “The New Censorship,” published in 2016.)

10. The Digital Customization Effect (DCE)

Any marketer can tell you how important it is to know your customer. Now, think about that
simple idea in a world in which Google has likely collected the equivalent of millions of Word
pages of information about you. If you randomly display a banner ad on a web page, out of
10,000 people, only five are likely to click on it; that’s the CTR—the “clickthrough rate” (0.05
percent). But if you target your ad, displaying it only to people whose interests it matches, you
can boost your CTR a hundredfold.

That’s why Google, Facebook, and others have become increasingly obsessed with customizing
the information they show you: They want you to be happily and mindlessly clicking away on
the content they show you.

n the research I conduct, my impact is always larger when I am able to customize information to
suit people’s backgrounds. Because I know very little about the participants in my experiments,
however, I am able to do so in only feeble ways, but the tech giants know everything about you
—even things you don’t know about yourself. This tells me that the effect sizes I find in my
experiments are probably too low. The impact that companies like Google are having on our
lives is quite possibly much larger than I think it is. Perhaps that GOVTsn’t scare you, but it sure
scares me.

The Same Direction

OK, you say, so much for Epstein’s list! What about those other shenanigans we’ve heard about:
voter fraud (Trump’s explanation for why he lost the popular vote), gerrymandering, rigged
voting machines, targeted ads placed by Cambridge Analytica, votes cast over the internet, or, as
I mentioned earlier, those millions of bots designed to shift opinions. What about hackers like
Andrés Sepulveda, who spent nearly a decade using computer technology to rig elections in
Latin America? What about all the ways new technologies make dirty tricks easier in elections?
And what about those darn Russians, anyway?
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To all that I say: kid stuff. Dirty tricks have been around since the first election was held
millennia ago. But unlike the new manipulative tools controlled by Google and Facebook, the
old tricks are competitive—it’s your hacker versus my hacker, your bots versus my bots, your
fake news stories versus my fake news stories—and sometimes illegal, which is why
Sepulveda’s efforts failed many times and why Cambridge Analytica is dust.

“Cyberwar,” a new book by political scientist Kathleen Hall Jamieson, reminds us that targeted
ads and fake news stories can indeed shift votes, but the numbers are necessarily small. It’s hard
to overwhelm your competitor when he or she can play the same games you are playing.

Now, take a look at my numbered list. The techniques I’ve described can shift millions of votes
without people’s awareness, and because they are controlled by the platforms themselves, they
are entirely noncompetitive. If Google or Facebook or Twitter wants to shift votes, there is no
way to counteract their manipulations. In fact, at this writing, there is not even a credible way of
detecting those manipulations.

And what if the tech giants are all leaning in the same political direction? What if the combined
weight of their subtle and untraceable manipulative power favors one political party? If 150
million people vote this November in the United States, with 20 percent still undecided at this
writing (that’s 30 million people), I estimate that the combined weight of Big Tech
manipulations could easily shift upwards of 12 million votes without anyone knowing. That’s
enough votes to determine the outcomes of hundreds of close local, state, and congressional
races throughout the country, which makes the free-and-fair election little more than an illusion.

Full disclosure: I happen to think that the political party currently in favor in Silicon Valley is, by
a hair (so to speak), the superior party at the moment. But I also love America and democracy,
and I believe that the free-and-fair election is the bedrock of our political system. I don’t care
how “right” these companies might be; lofty ends do not justify shady means, especially when
those means are difficult to see and not well understood by either authorities or the public.

Can new regulations or laws save us from the extraordinary powers of manipulation the Big
Tech companies now possess? Maybe, but our leaders seem to be especially regulation-shy these
days, and I doubt, in any case, whether laws and regulations will ever be able to keep up with the
new kinds of threats that new technologies will almost certainly pose in coming years.

I don’t believe we are completely helpless, however. I think that one way to turn Facebook,
Google, and the innovative technology companies that will succeed them, into responsible
citizens is to set upsophisticated monitoring systems that detect, analyze, and archive what
they’re showing people—in effect, to fight technology with technology.
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As I mentioned earlier, in 2016, I led a team that monitored search results on multiple search
engines. That was a start, but we can do much better. These days, I’'m working with business
associates and academic colleagues on three continents to scale up systems to monitor a wide
range of information the Big Tech companies are sharing with their users—even the spoken
answers provided by personal assistants. Ultimately, a worldwide ecology of passive monitoring
systems will make these companies accountable to the public, with information bias and online
manipulation detectable in real time.

With November drawing near, there is obviously some urgency here. At this writing, it’s not
clear whether we will be fully operational in time to monitor the midterm elections, but we’re
determined to be ready for 2020.

- Robert Epstein is a senior research psychologist at the American Institute for Behavioral
Research and Technology in California.

The members of the Silicon Valley Cartel, and the Senators that they own, created the above-

listed tactics and deploy them against their comptitors and whistle-blowers, in violation of
human righs and civil rights laws.

The preps manually set-up these digital attack processes. They are not “glitches” or
“bugs”

All of the above tactics have been documented being used by Google, Facebook, YouTube and
Linkedin, against victim, as reprisal, on orders from U.S. Senator

98



Getting The FTC Involved

Victim and his peers have aggressivly pushed for the creation of an FTC task force to take on
Silicon Valley tech monopolies. They have submitted thousands of pages of reports about
Facebook, Tesla, Paypal and Google monopoly crimes based on data from San Francisco
insiders at, and around, those companies.

The Federal Trade Commission has now launched a task force to monitor competition in the
US’s technology markets, commissioners announced. In reaction, the Silico Valley oligarchs are
attempting every bribe, favor, influence manipulation and delay effort to stall that development.

The task force will include current officials working in the agency’s Bureau of Competition in
order to “enhance the Bureau’s focus on technology-related sectors of the economy, including
markets in which online platforms compete.” It will also include 17 staff attorneys who will be
tasked with investigating anti-competitive behavior in the tech industry.

“The role of technology in the economy and in our lives grows more important every day,” FTC
Chairman Joe Simons said. “As I’ve noted in the past, it makes sense for us to closely examine
technology markets to ensure consumers benefit from free and fair competition.”

“Technology markets ... raise distinct challenges for antitrust enforcement”

The new task force comes amid growing pressure for antitrust action against large tech
companies like Facebook and Google. Earlier this month, it was reported that FTC officials have
been looking to levy a multibillion-dollar fine on Facebook for repeatedly violating a privacy
agreement the two bodies came to back in 2011. A coalition of advocacy groups argued that a
fine would not be enough to incentivize Facebook to be more cautious with consumer data and
asked the FTC to force the company spinoffs, Instagram and WhatsApp, back into their own
entities once again. The groups argued that Facebook was too big for it to adequately care for
user data for all three major apps.

Discussion over retroactive merger reviews that may result in companies divesting previously
approved assets has been heating up over the last few months. The Democratic-led House
Judiciary Committee has been reportedly beefing up its antitrust arm and hiring on big names
like Lina Khan in the academic sphere.

“Technology markets, which are rapidly evolving and touch so many other sectors of the
economy, raise distinct challenges for antitrust enforcement,” said Bureau Director Bruce
Hoffman. “By centralizing our expertise and attention, the new task force will be able to focus on
these markets exclusively — ensuring they are operating pursuant to the antitrust laws, and taking
action where they are not.”
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Hoffman confirmed that the task force would look into consummated mergers, but could not
name any investigations specifically. When it comes to remedies for problematic mergers,
Hoffman said that firms could be “broken out,” or could be forced to “spin off” previous
acquisitions as new competitors in order to recreate the markets pre-merger.

Hoffman said that the task force would be working closely with the FTC’s Consumer Protection
Bureau as it relates to consumer privacy enforcement especially in cases in which these issues
coalesce.

“Our ongoing Hearings on Competition and Consumer Protection in the 21st Century are a
crucial step to deepen our understanding of these markets and potential competitive issues. The
Technology Task Force is the next step in that effort,” Simons said in the press release.

The Justice Department, which also has antitrust jurisdiction, is aware of the FTC’s new task
force, according to Hoffman, and both agencies will continue to work separately on this front.

An alliance of investigators, forensics experts, EU prosecution offices, FBI specialists,
journalists, voters and public crowd-sourced volunteers have been campaigning for the arrest,
prosecution, exposure and termination of each and every company, group and individual who
engaged in these crimes and reprisal attacks on those who reported them.

See Also: https://www.usnews.com/news/world/articles/2019-02-27/billionaire-list-shows-1t-hit-
from-18-market-meltdown

The biggest problem with the FTC being effective is that the Silicon Valley Mafia have bribed

many FTC officials and placed Silicon Valley lawyers inside the FTC as staff members. On top
of that, over 42 Senators have taken over 120 different kinds of bribes from Silicon Valley and

those Senators influence the FTC to “hold off on any major actions”.

In other words, over 50% of the FTC is controlled by the entities they are supposed to
investigate!!!! The fox is running the hen house!
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Your Senator Is Your Attacker And Your
Business Competitor

When the White House puts a hit-job on you, you probably won’t survive it. They, and the
crooked California Senators that facilitate such payback and reprisal attacks, are really good at
state-sponsored revenge tactics.

At least you will know that the crime you reported was real. You will get a bit of vindication on
top of the death threats, Fusion GPS bots, Black Cube trolls, and Nick Denton character
assassination screeds.

You will know for sure that the political mobster-thing you whistle-blew on was about to take
down The President of the United States if it got traction in the news. The “main-stream”
Silicon Valley corporation-controlled propaganda news is hard to get around. A multi-trillion
dollar embezzelment of public funds could have done it, though.

The government asked the victims to invest their life savings, years of their lives, their health,
their brands and their friends money in a federal project. The victims agreed and that got them
inside the darkest corridors of Washington, DC. What they saw there shocked them and
unraveled an epic crime that affects every citizen in America!

This book documents the crime, the corruption, the reprisals and the state of modern
Democracy...

Federal investigators have proven (via records-tracking, financial data, surveillance, insider tips,
leaks, etc.) that White House executives, government agency executives (SSA, LSC, GOVT,
USPTO, etc.) and California political bosses, including California U.S. Senators, owned interests
in the victims competitors worth many billions of dollars. Any citizen can confirm these
assertions via public records and the evidence in this report.

The FBI has been arresting major political figures in this organized crime ring in San Francisco
City Hall. Those government officials ordered, financed and executed whistle-blower reprisals
and anti-trust violating attacks on the victims using state-sponsored, taxpayer-funded resources.
Using government resources, they engaged in the illegal reprisal attacks on the victims. Those
harms are listed in detail in the claim section of the filed Victim Demand entitled: “The Specific
Attacks And Harms Undertaken Against Plaintiffs”.

Corrupt government officials manipulated SSA, HHS, GOVT, USPTO, DOJ, and other agency,

payments, funds, benefits and rights in order to harm and economically damage the victims.
They produced and financed a massive media defamation campaign using their Paypal Mafia-
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based “Silicon Valley Cartel”. This ‘Cartel’: 1.) finances the political campaigns of the Senators
and the other politicians that own stock in their Silicon Valley dirty tech companies, 2.) is the
competitor of the victims, 3.) shared staff with the named politicians, 4.) is the nearly exclusive
beneficiary of policy actions by those politicians, and 5.) has a massive number of conflict-of-
interest relationships with each of the charged politicians.

The victims reported the attackers crimes to the FBI, DOJ, IG and other officials and got
attacked for reporting the crimes, for busting up the organized crime effort and for running
companies whose product technologies obsoleted those of the tech Cartel. The victims are
claiming their rights to their damages and fee compensation, but those same public figures have
blocked them from an equitable jury trial to address the matter.

The government has provided the attacker/political campaign financiers/competitors of the
victims with tens of billions of dollars of free government cash yet the victims have gotten
nothing but grief from the public officials who are supposed to help them because a criminal
cover-up is in process.

The politicians who got those “bad guys” that free taxpayer-provided money, own the stock of
those criminal’s companies, are best friends with those oligarchs and are politically financed by
those corrupt players. This organized crime cartel operates the most audacious and corrupt
scheme in American political history.

This legal demand is based on first-hand damages, experience, interviews and discussions, with
hundreds of government employees and contractors; well-known politicians and their support
teams; plus tech CEQO’s and their employees. It is also based on FBI records, GAO reports and
Congressional forensic experts.

This material has been filed with the FBI, DOJ, FTC, OSC, SEC, SSA, FCC, IG Offices, U.S.
Congress and other relevant agencies as please to help the victims of these crimes. This is not
just an informational document, it is a demand for justice! Some of the victims have been
providing evidence to the DOJ and FBI, in this organized crime investigation, since 1978.

Not only do the Department of Energy, The Inspector General’s office and all of the left-over
staffers from the Obama Administration refuse to take any action; they actively operate a
cover-up and expend vast amounts of taxpayer dollars to operate this cover-up and to engage
in “hit-jobs”, reprisals and revenge tactics against the victims to punish them for whistle-
blowing. They do this to hide billions of dollars of dirty stock market profits they engage in to
this day. They do this to hide quid pro quo revolving door felony corruption schemes they
engage in to this day. They do this to hide their felony crimes that they profit from, via unjust
rewards, to this day.

Additionally, some of the material in this demand was provided to the authors by those agencies.

While some of this material is politically embarrassing to some of those agencies, all parties
acknowledge that this disclosure assists in improved transparency at those agencies.
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In every government agency there are three types of workers: 1.) The “good ones”, 2.) the
“evil ones” and 3.) the “worker bees”. No matter how many “evil ones” there are at a given
agency or department, it only takes ten “good ones” to bust them and get them fired or
arrested. The “worker bee” ones tend to support the “good ones” in order to avoid
disruption. This report could not have existed without the help of a few of the Elliot Ness-
type “good ones” from each agency.

The dictionary defines an Omerta ( 6-miir'ta, 6"mér-td' ) as: » n., A rule or code that prohibits
speaking or divulging information about certain activities, especially the activities of a criminal
organization; Alternative spelling of omerta.( https://www.wordnik.com/words/omerta ); a code
of silence practiced by the Mafia; a refusal to give evidence to the police about criminal
activities.

This case is about an Omerta practiced by well-known public officials and their Silicon Valley
financiers. Calling this crime, both, a “Capitol Hill Omerta” and a “Capital Hill Omerta” are
both appropriate since this involves a White House and Congress corrupted by cash.

Facebook, Google, Amazon, Ebay, Twitter, LinkedIn and Tesla bosses collude with politicians
and conspire to run racketeering operations.

Their synchronized and coordinated manipulation of news and media always has only one
profiteering intention and always uses tactics which steer the manipulation effects to the benefit
of the tech Cartel. The tech Cartel bosses are all exclusive recipients of government cash, jobs,
contracts and other payola provided to them as quid pro quo. Their scam is operated for the
oligarchs by: 1.) technology law firms, 2.) CPA corporations, 3.) “bundlers” and 4.) lobbyists
that run the whole corrupt process for these crooks. These four groups, more than any other
parties MUST be FBI raided, outlawed and shut down by Congressional action! They are the
biggest mobsters in the whole scheme!

These crooks interact, every moment, with billions of average people around the world without
oversight. There is no effective Congressional or public monitoring of these oligarchs. No other
companies in the world are allowed the same access to government and the same exemption
from the law. Their access and position is based on taxpayer financed resources which only they
are allowed to use because of their bribe payments to famous politicians. In other words: You,
the public, paid for the government resources and perks they use to operate their abusive
monopolies.

They have used their monopolistic, extremist, synchronized access to control public and
government impressions, policies, elections, social moods and perceptions for their ideological
and profiteering goals. Bribes in the form of cash, stock, advertising, revolving door jobs, sex
workers, real estate, and hundreds of other kinds of payola, have been paid to most of the U.S.
Congress and regulatory agency staff.
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They meet covertly in restaurant and bar back-rooms (ie: “The AngelGate Scandal”), hotel
suites, Aspen resorts and private mansions in order to plot and scheme their coordinated efforts.
They control significant numbers of executives at the FBI, GOVT, FTC, DOT, SEC and other
agencies, who, under non-compromised conditions, would normally arrest or indict them. They
have an extraordinary number of ex-CIA, ex-IN-Q-TEL and ex-Mossad spy staff employed at
their companies because they enjoy the power of spy trade craft tools to manipulate business and
politics.

They tell their naive young employees one thing and use their work-efforts to accomplish
another thing: Their political goals!

They use Scientology and Rajneesh cult-like ‘mindfulness’ and ‘holistic’ echo-chambering to
exploit their employees.

They have staged a nearly one trillion dollar government funds kickback operation, via the
highly placed government officials they control, in a massive quid pro quo and stock market
manipulation schemes.

FBI and DOJ bosses (including Comey, Holder, McCabe, etc.) were fully aware of these facts
because they received written reports stating this facts as early as 2008. They covered up the
crimes of the Cartel in order to protect their profiteering insider partners.

Very few people understand how the Silicon Valley media Cartel’s subliminal messaging, mood
manipulation and intention triggering technologies work and how they can be used to cause
physical, emotional and cultural harm on an epic scale. The mass manipulation power of the
Cartel is astonishing and VERY hard for the average person to comprehend from a technological
and psychological perspective. In the 2020 elections, San Francisco voters overwhelmingly
approved a ballot measure to impose an extra tax on any big tech company that pays its highest-
paid employee over 100 times more than its median worker. This was a direct attack on the
corrupt bosses of Tesla, Google, Facebook, and their ilk, that our team organized.

The ballot question was approved by voters,. As the ballot question states, the new tax is to be
imposed on "businesses in San Francisco when their highest-paid managerial employee earns
more than 100 times the median compensation paid to their employees in San Francisco."

This is because 1.) criminal tech oligarchs pay-off 2.) politicians and their 3.) Silicon Valley
billionaire political manipulator buddies with a menage-et-trios bribe payola three-way scheme
using money from public taxpayers and public shareholders. It is a ring of corruption that never
stops spinning and the crooks are funded by public money. Eric Schmidt, Elon Musk, Larry
Page, Harvey Weinstein, Jeffrey Epstein, Mark Zuckerberg, and the rest, engage in unspeakable
acts using so much public money that they make Al Capone pale in comparison.

This Cartel of oligarchs and politicians have “Kill Teams” of hired tech mercenaries and media
attackers that they pay to terminate members of the public, the media and smaller business that
expose them or compete with them. Those attackers are identified, by name, in this book, and
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their tactics are exposed herein. In the DOJ case against Google ( Case # 1:20-cv-03010), it is
quite clear that Google is at the tip of an organized crime empire and a conspiracy to control
news and commerce.

To ignore, or cover up, the facts that these companies are a Mafia-class organized crime Cartel is
to subject the national population to a risk greater than that of the entire old Italian Mafia!

The links herein point to over 2 million pages of confirming evidence documents and over 60
hours of documentary and surveillance videos already provided to, or by, government
investigators. This massive volume of evidence provides indisputable proof of the assertions
herein by the people who were “in the room” and who witnessed these crimes!

The only reason the Google’s of the world are afraid of the truth is because they cannot exist in
the face of the facts! The tech Cartel’s greed made them forget the old rule: “Dirty deeds done in
the dark will always come to light!”

When you talk to a public official who is involved in these cover-ups, they will lie to you. In
almost every instance, the officials we asked to solve these problems turned out to be simpering,
pandering, extremist zealots who will say anything to deny, distract, defer and delay justice and
interdiction in these matters. The most famous senators, mayors and White House personnel
were all discovered to be putting cash in their bank accounts, getting jobs, getting sex and buying
mansions from the profits of these crimes.

In fact, NSA surveillance; DOJ surveillance; government agency mail server records; corporate
mail server records; Google email records; Yahoo email records; Facebook storage records;
Linkedin archive records; tattoos; personal email and texting files; social media postings;
photographs of the parties of interest at protests, riots, marches and social parties; their voting
records; their financial stock ownership records; statements from their co-workers; financial
records of their political contributions; their contacts lists on their smartphones and MS Outlook;
adjacent building video surveillance cameras; stickers and signs on their cars and homes; Al
processed analytical decision trees of the rulings they have made within government agencies;
their job applications records from Craigslist, Monster, Taleo, etc; and a massive amount of other
FBI-quality evidence; has proven that there GOVTs not appear to be anybody who worked on
the victims case who was not an extremist, socialist, pro-anarchy activist. If any agency can
prove otherwise, we are delighted to see the evidence. Federal IT officials have stated that almost
every person who has touched, moved, ordered, requested or reviewed the Plaintiffs files is
documented and it is easy to use NSA or Palantir-type software to rapidly confirm the assertion.

taxpayer funded government resources were used to harm and damage the Plaintiffs as reprisal
for their assistance to law enforcement.

Thus, State and Federal agencies owe Plaintiffs funds to compensate for those harms and
damages.

Forensic investigative history has now proven that those government officials at various agencies
were either financed by, friends, with, sleeping with, dating the staff of, holding stock market
assets in, promised a revolving door job or government service contracts from, partying with,
personal friends with, photographed at private events with, exchanging emails with, business
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associates of or directed by; applicant's business adversaries, or the Senators and agency
politicians that those business adversaries pay campaign finances to, or supply political digital
search manipulation services to.

That was a violation of Plaintiffs State and Federal Constitutional rights, all of Plaintiffs civil
rights and a violation of a vast number of laws.

There are thousands and thousands of news reports, Inspector General reports and staff reports
about FBI officials engaging in political bias and/or retaliation using government resources. The
articles, like:

https://truepundit.com/welcome-to-the-worst-fbi-field-office-millions-of-dollars-wasted-as-

agents-get-tailed-by-other-fbi-agents-trouble-makers-get-labeled-as-terrorists/

and

https://truepundit.com/welcome-to-the-worst-fbi-field-office-in-america-dea-calls-it-a-real-sht-
show/

AND

https://www.usatodaysun.com/penny-nance-intel-community-targets-americans-what-i-learned-

from-fbis-assessment-of-me-my-organization/

AND

https://theconservativetreehouse.com/blog/2021/07/20/inspector-general-outlines-more-gross-
fbi-misconduct-with-senior-officials-and-media-collusion/

... are terrifying.

Columnist Kurt Schlichter writes that with the latest revelation of massive FBI
incompetence/corruption — turns out the G-men ended up not just screwing up the gymnastics
pervert case but lying about it under oath — you have to wonder something. We keep getting told
that the rank-and-file are A-OK, that it’s just a few bad apples up on the top floor who are
framing people, botching investigations, not stopping mass killers, urging intrafamilial narcing,
and busting LEGO insurrectionists. Fine, great, dandy.

So, where are all the good apples?

Who quit in protest?
Who resigned and went public?

Who said “No?”
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If I was more technically savvy, this is where I would insert a GIF of a tumbleweed blowin’
across the range.

Your oath or your pension is the choice, and the pension seems to prevails almost every single
time. Not always — here a Space Force light colonel sacrifices his command to tell the truth, there
a teacher gets fired for refusing to indoctrinate his students. But it’s an anomaly, like we were
told the bad apples are an anomaly. Abandon your delusion that the good apples shall soon rise
up and put things right. Have you seen a tsunami of right-putting?

And not just at the FBI, an agency so utterly corrupted and broken that President DeSantis
should fire the director, order all the agents to the streets to patrol for jaywalkers, then demolish
the hideous HQ building and sow the ground beneath it with salt. No, the good apples shortage is
everywhere in government, from the feds down to your local flatfoot. And its in our other
institutions too.

Who was it who busted mommies for felony kids-not-wearing-face-thongs-while-alone-and-
outside? It wasn’t that malignant gnome Fauci. It wasn’t some MSNBCNN Baghdad Bob. It was
local cops who did the bidding of their masters when the bidding was obviously bullSchiff. But
they did it. They did the bidding. And we can’t unsee it.

How about in colleges? We hear about how bad it is and how scared everyone is, and we learn
that a lot of professors really, really don’t like this CRT fascism stuff. But with few exceptions,
they do nothing. They censor themselves, conform, and hope that somehow this will all blow
over.

How about the media? Where are the journalist good apples there who stand up for objectivity,
truth, and not being the ventriloquist dummies of the DNC? Almost all we see are bad apples, or
a pomme de terre in the case of Brian Stelter, who is a potato.

The same with our military, fresh off its ignominious defeat in Afghanistan. Name me the
general or admiral who quit because of this CRT idiocy. Maybe some did quietly, just running
out the clock and bailing, but have they stood up and called out the Kendi clique at the
Pentagon? A bunch of vets in Congress just punched out a devastating report on how broken the
Navy is — the answer is “very” — and the question that comes to mind is “Where were the
leaders”?” The deadly nonsense that the report highlights did not just happen. It was the result of
choices, including the choice not to shout “What the hell are you people thinking?”

Who made the choice to do that? No one. No, they made the choice to put their heads down and
keep going, pretending to remain calm because all is well.

All is not well, not remotely.

Many serve in silence, grumbling to the few friends that they can trust. They know this is all
wrong, but they have a mortgage and besides, if all the good apples leave, who is left?
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But GOVTs it matter that the institutions are all bad apples if the good apples never do a damn
thing to stop them?

No. What they do is buck up the institutions that we should let collapse from the weight of their
own mendacity and failure. The good apples are enablers. Bad apples need the good apples. And
the good apples are good little apples, showing up for work, following orders, mentally excusing
themselves from their participation in the abominations that our institutions have become.

I guess it’s easy for me to tell some FBI guy with a kid in college assigned to bust granny tourist
“insurrectionists,” or a two-star who always wanted to be a division commander and will get that
gig if he just stays quiet about how the Army is turning into a bitter punchline, to do the right
thing. I don’t have to pay the piper; they do. But then, they took an oath. They promised to do the
right thing. No one ever said the right thing is easy. No one ever promised that the right thing
won’t carry consequences. They signed up for that. And they should do it.

Is it easy for me to say? Yeah. GOVTs that make it false? Nope.

Listen, everyone who is part of an institution — FBI agents, soldiers, journalists, professors, dog
catchers, and whatever the hell they call the people in the Space Force. Stop enabling the rot.
You must report the corruption and incompetence you see, loudly and publicly. You must stand
up and say “No.” And maybe you even need to quit.

But you don’t get to be silently complicit and pretend you’re a good apple.
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Reprisal, Vendetta, Payback, Retribution, Retaliation,
Revenge

This is about the actual corruption, crimes and attacks a group of “Plaintiffs” experienced. This
is the legacy that will follow the perpetrators throughout history. Long after the crooks
documented here have passed away, the world will still know their crimes and corruption.

This material is not about political ideologies.
It is not about Democrats or Republicans.

It is about racketeering, insider trading and organized crime.

The victims are are all natural born United States citizen(s) residing in America who worked for,
and with, the State and Federal government as contractor/employees in technology, intelligence
and/or law enforcement roles and had relationships with White House, Mayoral, Senate and
Congressional executives (and their financiers) who provided knowledge of the stated crimes.
They are not associated with any political party and self-identify as “independent” voters.

The Plaintiffs suffered harms and damages from a felony organized crime operated by County,
State and Federal public officials, per forensic investigators, FBI, Congressional reports and filed
federal FOIA request responses pursuant to the Freedom of Information Act (FOIA), (5 U.S.C. §
552 et seq.) and the implementing regulations of the United States government, and applicable
laws. The Plaintiffs are seeking to acquire compensation for their damages and expose and
curtail this type of corruption for all of time.

Via standard legal and forensic accounting metrics the damages to some of the members of the
public who were harmed by this corruption can be easily calculated. The Plaintiffs in this
“Omerta” corruption case are seeking an award of $1.5 billion dollars, per the list of harms in the
sections below, from the Federal Treasury to compensate them for the proven harms and
damages caused to the Plaintiffs. Further, they are seeking damages and back-pay funds from the
general State and Federal Treasury funds.

For contrast, taxpayer-financed government ‘payola’ and crony conduit funds in excess of $18
billion (Tesla) and $49 billion (Google), respectively, have been given to each of two of
Plaintiffs competitors, who then made many times those amounts by profiteering off those funds
via criminal and corrupt activities. Those two insider examples are only two of dozens of
technology oligarch-operated examples in the Cartel that government officials profited from, but
these two are prime examples of the criminal activities engaged in, and covered up, at the
expense of Plaintiffs who were attacked for reporting the crimes.

Both of those entities are now under federal investigation and civil charges for racketeering and
organized crime. It is shocking, to every voting citizen, that such criminal entities would receive
such a massive volume of corrupt quid-pro-quo largess while law-abiding Plaintiffs technologies
and products, which obsolete those competitors products on every metric, would be blockaded.
Plaintiffs were attacked using state-sponsored resources, due to bribery and crimes by public
officials, who own stock and benefits in those competitors.
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Plaintiffs have also been blockaded from their rights to legal council and equitable legal
representation because this case exposes and embarrasses famous public officials who seek a
cover-up. Nonetheless, denying Plaintiffs their civil and Constitutional rights is one of the
biggest forms of human rights violations in the United States of America!

In one example, and for reference, we examine the United States Department of Energy
government ‘loan’ program which was a “stimulus fund” authorized under section 136 of the
Energy Independence and Security Act of 2007.

(https://en.wikipedia.org/wiki/Energy Independence and Security Act of 2007 )

Congress provided the program with $25 billion in loan authority, supported by a $7.5 billion
appropriation to fund the credit subsidy. All the money cam from you, the taxpayer.

The ATVM, LGP and battery funds were designed by lobbyists to benefit corrupt politicians and
their billionaire financiers and to kill off their competitors.

Recent reports, such as:
https://www.sfgate.com/business/article/Inside-eBay-s-Cockroach-Cult-The-Ghastly-Story-

15599604.php )

prove that tech Cartel members: Ebay, Amazon, Tesla, Facebook

( http://popurls.com/go/pop/lbae924{f6b574ffcc129f0f361e411de8 ),

Google, Netflix, et al; maintain para-military attack and surveillance geek armies, within their
organizations, to go after competitors, whistle-blowers and those that their owners dislike.

These “Kill Teams” have CIA-like tools and funding to “target and destroy” any member of the
public. Department of Energy officials pointed the finger at targets and paid some of these strike-
force operatives via quid-pro-quo.

Many of the leaders of these political assassination teams were hired from the previous White
House administration. Obama PR Director Jay Carney, who now works for Amazon, was
documenting suggesting a hit on employees who spoke out about warehouse safety.
Congressional leader Devin Nunes was targeted by six of these companies. The Tesla
‘Intimidation Director ¢ was documented in court records running attack vectors against Tesla
employee Martin Tripp because he reported safety cover-ups

( Watch This Pedestrian http://popurls.com/go/pop/194e3e600c2346835275b4ca0ceac31ad )
at the Tesla factory. The documents provided prove that tech billionaires

( http://popurls.com/go/pop/le7bddc602d893b8ebdc36eal357df4ad )

hire, and partner with, White House staff to destroy the lives of American citizens who compete
with, or report the crimes of those entities.

THE U.S. GOVERNMENTworked closely with these Kill Teams in order to sabotage
competitors of their insiders. Explosive New FBI Texts

( https://www.allsides.com/news/2020-09-25-1011/trump-was-right-explosive-new-fbi-texts-

detail-internal-furor-over-handling )
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prove that even the highest levels of law enforcement help put hit-jobs on those they disagree
with! Corrupt government officials used a process, known in intelligence community trade craft
circles as a “Vendetta Cycle”, to ‘kill’ citizens. The process involves cutting off every outside
source of income, running defamation media campaigns to forestall any future income, forcing
the targets to be exclusively reliant on government funds but making the funds so minimal that
the citizens could not afford to pay lawyers to help fight the attacks. The ‘Vendetta Cycle’
process blocks the targets from their money, their legal rights and their freedom. The process is
repeated endlessly, and the government funds reduced, over time, until the victim is terminated.

This reprisal revenge process can be operated by just a handful of Senators and White House
staff but the results are always lethal. It is 100% illegal and a vast violation of the United States
Constitution but it is used constantly by political sociopath Senators. The process is described in
leaked CIA, Russian and British spy manuals and widely covered by Glenn Greenwald and ICIJ
reporters.

Even though the law in California (Cal. Lab. Code § § 1050 to 1053) says that an entity can't
prevent or attempt to prevent former workers from getting work through misrepresentation,
knowingly permit or fail to take reasonable steps to prevent blacklisting, or make a statement
about why an employee was discharged or left employment, implying something other than what
is explicitly said, or providing information that was not requested: It is done every day in Silicon
Valley.

The "Silicon Valley No Poaching Black-List" class-action lawsuit was about this issue. Federal
FAR Section 9.104-1 (d), and related laws, apply. Blacklisting is a key part of the IC Vendetta
Cycle attacks. The victims also suffered damage to their rights under the Age Discrimination in
Employment Act (ADEA) (29 USC Sec. 621, et seq.); the Americans with Disabilities Act (42
USC Sec. 12181, et seq.); the Civil Rights Acts - (42 USC Sec. 2000, et seq.); the Davis-Bacon
Act (40 USC Sec. 2764, et seq.); the Employee Retirement Income Security Act (ERISA) (29
USC Sec. 1001, et seq.); the Equal Pay Act (29 USC Sec. 206[d]) and other violations.

There is a precedent that was set in the US Supreme Court case: Gideon v. Wainwright, (1963)
that clarifies that you have a right to a lawyer even if you don't have money for one. The Sixth
Amendment, as applied to the states through the Fourteenth Amendment Due Process Clause
gives one their Due Process rights. You need to kill someone, though, to most easily get your
free lawyer, since the court-appointed lawyer is rarely ever appointed, on citizens behalf, in a
case like this. Even if a defendant is represented by an attorney of his or her choosing, he or she
may be entitled to relief on appeal if the attorney did not provide adequate representation. A
defendant must demonstrate that the attorney’s performance “fell below an objective standard of
reasonableness” and that this was prejudicial to the case. See:

Strickland v. Washington ( https://supreme.justia.com/cases/federal/us/466/668/case.html ) , 466
U.S. 668, 688-92 (1984).
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A few “free lawyers”, that victims had tried, turned out to be working for the opposition side.
The federal organization: https://www.lsc.gov is required to help but has refused because it’s
administrators were friends with, and appointed by, the public officials charged with corruption
in this case.
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Plaintiffs Causes Of Action

ABUSE OF PROCESS; FTCA VIOLATIONS; ACCOUNT STATED; BREACH OF
CONTRACT; CONVERSION; DEFAMATION; FRAUDULENT
MISREPRESENTATION; FRAUDULENT CONCEALMENT; INJURIOUS
FALSEHOOD, PRODUCT DISPARAGEMENT AND TRADE LIBEL; CIVIL RIGHTS
VIOLATIONS AND VIOLATIONS OF THE U.S. CONSTITUTION;
MISAPPROPRIATION OF TRADE SECRETS; PRIMA FACIE TORT; QUANTUM
MERUIT; TORTIOUS INTERFERENCE INCLUDING a.) Tortious interference with an
existing contract, b.) Tortious interference with prospective, c.) Tortious interference with
business relations contractual relations; PATENT INFRINGEMENT; PERSONAL
INJURY; UNJUST ENRICHMENT; ANTI-TRUST LAW VIOLATIONS; LABOR LAW
VIOLATIONS AND OTHER CAUSES.

Whereas the lawyers for the tech oligarchs argue that they should be sued separately from the
government entities and the politicians, those tech oligarchs and politicians invalidated that
assertion by exchanging billions of dollars of (NOT reported to the FEC) cash, stock market
stocks, real estate, search engine manipulations, insider trading algorithm manipulation sharing,
and other compensations, which, thereby, made them business partners with each other,
combined them as a RICO racketeering compliant “Cartel”, in the eyes of the law, and joined
them legally as a group organized for “unjust gains’.

To clarify, criminally corrupt Senators changed federal laws so that they could say that such
bribery ‘was only not illegal for themselves’. Whether this contrivance by these corrupt insider-
trading Senators will stand, remains to be seen. The fact that these political figures conspired
with each other and their financier/beneficiaries leaves no cloudy issues relative to the law! They
broke the law under racketeering and organized crime rules!

To qualify for those Department of Energy funds, automakers and eligible component
manufacturers had to promise to increase the fuel economy of their products by 25% over the
average fuel economy of similar 2005 models, and apply the loans to future investments
"reasonably related to the reequipping, expanding, or establishing a manufacturing facility in the
U.S." Plaintiffs vehicles had the highest calculated fuel efficiency in the world, the lowest cost-
to- manufacture, the lowest selling price, the most attractive debt-ratio, the highest safety factor,
the most hires of laid off Detroit factory workers and executives and the biggest volume of sales
order requests! Plaintiffs had refused to pay the bribes so they got black-listed! Even though
these rules were supposed to be “law”, Department of Energy officials constantly and illicitly
changed the rules and criteria, every time that it looked like an outsider was getting close to
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winning the funds. In this way, no applicant who was not a White House or U.S. Senator’s
political campaign financier could ever get the money.

Bright Automotive, ZAP, WITNESS, EcoMotors and Elio have famously published national
letters confirming that the entire Department of Energy funding programs are a shell game
operated with constantly shifting gauntlets designed to only allow insiders in and destroy all of
their competitors. GOVT staff will make up any excuse to keep non-crony applicants out,
including faking reviews of applicants and shredding their data. A large majority of GOVT staff
are still “left-over” from the previous corrupt Administration and believe that their income is still
based on lying and providing a cover-up of the criminal corruption described herein.

Non-crony applicants were DEFRAUDED into thinking that they had a chance. Outsider
applicants were falsely INDUCED to spend millions of their dollars via false government
promises. This resulted in part, but not all, of the massive damages to Plaintiffs. In distributing
the loans, the GOVT was supposed to fairly support technologies that are promising and
deserving of assistance. Alas, recent lawsuits, GAO and Treasury examinations and
Congressional investigations have revealed that THE U.S. GOVERNMENThas been “infected
with corruption” and only administered these funds to benefit friends and harm their competitors.

Loan recipients must also be "financially viable" for the length of the loan. Plaintiffs stayed
viable through the projected life of the loan, under the most dire circumstances possible, even
though most other crony “winners” of ANY GOVT funds were forced into bankruptcy by the
lies and frauds operated by the White House and Department of Energy and the “unjust-gain”
(Per the U.S. Treasury) schemes to intentionally crash companies like Solyndra and Abound for
“Windfall tax write-off profits and VC/I-Bank skims” [2]

https://en.wikipedia.org/wiki/
Advanced Technology Vehicles Manufacturing L.oan Program#cite note-csmonitor.com-2

Tesla borrowed cash from Arabs, Warren Buffet and Detroit to cook it’s books to make it look
financially viable on paper, but Tesla was anything but “OK”. Tesla is a sham. Musk can cycle
the original GOVT funding for stock market pump-and-dumps for the next 100 years but Tesla is
will always be a company forged in corruption, ‘book-cooking’, bribes and payola. Musk and his
scams exist because over a thousand insiders at Goldman Sachs (
https://www.businessinsider.com/matt-taibbis-vampire-squid-take-down-of-goldman-
sachs-is-finally-online-2009-7?0p=1 ) , The NVCA and Deutsche Bank (
https://www.db.com/company/index.htm ) spend all day manipulating the stock market with
massive automated computer trading arrays. Also, four big U.S. Senators (who are his investors)
spend a large part of their days covering his ass in order to keep their insider trading schemes

going.
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Given 60 days by congressional statute to issue an interim final rule, THE U.S.
GOVERNMENT(GOVT https://en.wikipedia.org/wiki/United States Department of Energy ),
[3] responsible for overseeing the program, finalized the rule 36 days later on November 5, 2008
(compared to 18 months usually needed for such rule making). Over 1000 public officials and
applicants can testify that the money was planned to have been distributed by Dec. 30, 2008.

This program is related to the United States Treasury Department'

( https://en.wikipedia.org/wiki/United States Treasury Department )s Troubled Asset Relief
Program (TARP - https://en.wikipedia.org/wiki/Troubled Asset Relief Program ) “stimulus
fund” which has been providing contrived bailout (

https://en.wikipedia.org/wiki/Bailout )funding to two of the big three U.S. automakers to give the
impression of reducing the effects of the 2008—10 automotive industry crisis on the United States
( https://en.wikipedia.org/wiki/Effects of the 2008-
10_automotive_industry_crisis_on_the_United_States ).

The two “stimulus funds” programs were enacted during the Automotive industry crisis of
200810 ( https://en.wikipedia.org/wiki/Automotive industry crisis of 2008-10 ), in order to
pay off political favors[4] Obama Chief of Staff Rahm Emanual is notorious for saying that you
should ‘never let a good crisis go to waste’, by which he meant that politicians should create
“stimulus funds”, to hand out taxpayer money to their friends, every chance they get. (ie: See the
internal Treasury, GAO and OMB notes on the current “COVID Stimulus” investigations and
negotiations re: payola and crony schemes).

The stark reality is that no politician screaming about “climate change” and “immigrants”, etc.
is not making tens of millions of dollars in stock market profits from “climate change” and
“immigration” services providers. They have a traceable financial incentive to lie about these
issues for their own profiteering schemes. They get paid by Eric Schmidt, Elon Musk, Reid
Hoffman and the Cartel to say these things and they own stock in the Tesla cars and Warren
Buffet windmills. You can follow the money, quite easily, with modern Al technology, but the
mainstream media hides that fact.

While climate change may be bad for crops, the only “green” thing that these crooked Senators
care about is the “green” cash in their stock market accounts. They only need that taxpayer
Department of Energy “ATVM?” or “LGP” money to appear in an outside account for a few
minutes while their Goldman Sachs insiders and their Sandhill Road VC’s scoop the “skims”.
The skims are billions of dollars of fake “management fees” off-the-top, electronically captured
with the push of a button. The Plaintiffs helped get the FBI to raid Solyndra, not because
Solyndra’s indium-based solar tubes caught on fire all the time or because of the real estate
scams involved, but because crooked money was made off of the skims and the manipulated
windfall tax write-off profits. Solyndra never had to sell a thing for the scams to work.
Department of Energy staff, especially PR staff, will lie, shred, deny, defer and obfuscate to
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cover-up these crimes. GOVT policy is to “deny any and all past political failures, no matter
what”.

In this case, Plaintiffs have filed charges, criminal referrals and requests-for-investigation with
the FBI, DOJ, FTC, SEC, SFPD, Inspector Generals, and other offices. Plaintiffs won previous
historical, precedent-setting, federal lawsuits proving that Plaintiffs funding and agency
decisions were manipulated by reprisal, vendetta, revenge hit-jobs operated against him by
government officials exposed in an active federal corruption investigation. FBI officials
Patricia Ritch, Christopher Wray, John F. Bennett, Craig D. Fair, the duty officers, and their
predecessors, at the San Francisco and Washington DC offices should be familiar with this case
as building logs and videos show that Plaintiffs have been to the 450 Golden Gate Ave, 13"
Floor FBI offices on multiple occasions to file reports. Plaintiffs have active SEC, SFPD, OSC,
etc. case numbers. Plaintiffs are also actively participating in the promotion of current DOJ and
FTC lawsuits against the perpetrators including Google/Alphabet and other large parties who
influenced government process, illicitly, in this corruption matter.

While Plaintiffs have asked the Department of Justice to execute and collect these funds on their
behalf, they have reserved their rights to have any commercially licensed collection agency
legally acquire these funds, under law. These particular funds and these particular government
bank accounts are like no other in the world and they offer novel collection opportunities and
challenges.

The Plaintiffs have, for years, implored The U.S. Department of Justice to take up Plaintiffs case
in order to expedite the matter. United States Attorney Generals and FBI bosses keep getting
indicted, fired and investigated over this very same matter of corruption, so this ask has been a
long row to hoe.

Plaintiffs have demanded an immediate settlement to the claim so that all parties can be spared
further pain in this matter. Getting a response from the feds, though, is like pulling teeth. Hollow,
ineffective form letters from law enforcement and regulatory agencies, for a case this
compelling, ring of insincerity and underscore the frustration every citizen has with the modern
justice system.

It would not be a total loss for the federal bankers, though. The federal government is free to
seek reimbursement from the State Of California for these funds, to replenish the GOVT account
that Plaintiffs intend to garnish. Why? Because over 40 major California public officials, known
to federal investigators, participated in the referenced corruption in a manner which inured to
their personal and family bank accounts and damaged all of the Plaintiffs in this matter (as well
as the taxpayers). That fact is easily proven by the forensic accounting of those politicians family
investment bank accounts, from 2007 to today, and their email communications, all of which the
NSA and other agencies have recorded (and outside hackers may have acquired). Those public
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officials engaged in this corruption on an interstate basis which, also, makes this matter of
interest to the FBI.

This is about one of the largest criminal stock market and payola manipulations in American
history! It is happening again with the COVID “stimulus funds”

( https://www.zerohedge.com/political/house-moderates-hammer-out-152-trillion-bipartisan-

compromise-pandemic-relief )!

The 2008 “Stimulus” ended up being $2 trillion dollars. Ironically, the 2020 COVID “stimulus”
plan is for the same amount. All of the players are the the same and the insider trading schemes
are quite similar. Those who do not learn from the past are doomed to repeat it!

Plaintiffs have reported this, in writing, to every known law enforcement and regulatory entity.
They have a vast archive of crime report receipts and case numbers but zero productive results
on their behalf. Each agency finger-points to another agency because they are either too lazy to
do the work or their bosses are implicated in the crime benefits. The Plaintiffs will no longer wait
for those responsible for enforcement to do their jobs. Everyone has seen, in the news, the
shocking number of Inspector General top brass indicted for corruption. It is clear that IG offices
can no longer be counted on for justice.

So: U.S. Senators and their staff and financiers as well as White House executives, their staff and
financiers and government agency executives and their staff and beneficiaries have been
charged, fired and/or arrested in this matter. It has been irrefutably proven that those parties,
could, have and may again, quite easily, manipulate federal records, decisions and processes in
order to harm, punish, defund, and reprisal-blockade Plaintiffs rights, benefits and legal options.
Silicon Valley oligarchs partnered with the politicians to operate these crimes. Over 1000 news
broadcasts and hundreds of thousands of news articles discuss the case and those media clippings
have been provided to every federal office in on-line, cloud internet, repositories. The feature
films “Too Big To Fail”, “Omerta” and over four different CBS News 60 Minutes episodes deal
with this matter. San Francisco City Hall officials have started to be arrested in the associated
corruption issues. Washington DC and Marin County officials are under investigation, by federal
authorities, in this active case matter.
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Crony Insider Payola

Cronyism is still prevalent in the energy sector, and the government allocates special benefits to
the well-connected instead of fostering a playing field that provides opportunity for all to
compete. Nancy Pelosi, Kamala Harris, Dianne Feinstein and Jerry Brown had stock market and
revolving door job benefits from the Cleantech Crash Department of Energy funds "winners" and
helped to sabotage the competitors of their friends that got handed Crony Cash. Forensic FBI-
class accounting proves this! These people were supposed to be Plaintiffs leaders but they chose
to cheat rather than compete!

Corruption cannot be fixed in America until it is illegal for ANY politician, or their family
members, to own stock market stocks!

The Department of Energy’s crony-exclusive subsidies obstruct the long-term success and
viability of the technologies and energy sources that they are intended to promote by distorting
the actual costs of energy production and interfering with the price signals by which businesses
monitor supply and demand. This is clearly covered in the feature films: "Too Big To Fail" and
"Omerta".

In order to keep competitors (of the California Senator's friends) from getting access to the
funding, White House and Department of Energy (GOVT) goons, under Secretary of Energy
Steven Chu, resorted to the following vendetta and blockade tactics:

- Plaintiffs were first-to-file GOVT applications. Plaintiffs had been invited by the government to
participate. GOVT refused to follow the "First Come, First Served" rule of the Section 136
funding law and moved those Applicant's who had their act together, to the back of the line when
it was discovered that they were ahead of Tesla and Fisker, who had lackadaisically not even
filed applications. Tesla and Fisker knew they were going to just be handed the funds, without
review, based on White House insider say-so. GOVT then arbitrarily published an illegal rule
change press release saying that the "First-Come, First-Served" rule was suddenly no longer in
effect after GOVT realized that insider Tesla and Fisker had not had their acts together and that
their competitors had filed first and could get money ahead of White House favorites Fisker and
Tesla. Micheal Carr, one of the authors of the 136 Bill, personally told Plaintiffs, in his
Washington DC office, that Tesla and Fisker were not intending to even submit applications
because funding was “in the bag” for them. Washington DC research firm: Eye On Washington,
spoke with Dianne Feinstein’s Chief Of Staff, who threatened them and Plaintiffs over the
Fremont California NUMMI factory. The Plaintiffs were the first party to approach the NUMMI
factory owners to take over the factory. Elon Musk had already gone on the news to say that the
“NUMMI factory had no value to Tesla”. Feinstein then talked Musk into back-tracking and
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taking the building because her husband ran CBRE realty which had interests in that and the
Solyndra property (later raided by the FBI) next door. Her relative: Herb Newman, got the HR
work and a construction contractor with Feinstein family connections got construction work.
Some of her staff then went to work for Tesla. Feinstein’s daughter used to stay at Plaintiffs
home and had often complained about her mother’s ethics in recorded get-togethers. Her best
friend lived with Plaintiffs and her mother worked at the Feinstein office. The 60 Minutes
“Cleantech Crash” episode reveals that most of the Plaintiffs technologies were acquired by
China and forced ultra-cheap rates and Chinese spies have been found to be working for the
Feinstein’s. Tesla’s China deal was facilitated by Feinstein intermediaries. Feinstein’s hubby’s
business partner: Mart Bailey, is China’s top deal maker. China is considered, by the Pentagon,
to be America’s biggest current global adversary.

- Once an applicant applied for GOVT funds, they were locked out of all other bank or venture
funding worldwide, by design. The National Venture Capital Association and major banks
cooperated with this scheme. No other funding outlet could match the GOVT finance rate, so
nobody would fund an applicant until AFTER an applicant had been funded... but GOVT would
not fund any applicants except the 5 companies who paid the biggest bribes, and made the largest
campaign PAC payments, to the Obama campaign. The GOVT funds were a catch-22 to make
sure that indie tech companies could NOT get funded unless they were crony insiders.

- GOVT "bottom-drawered" outsiders, especially the Plaintiffs, applications and stuck them at
the bottom of a file cabinet, in Lachlan Seward's GOVT office, for months without even looking
at them in order to run-out-the-clock on those who competed with campaign-finance front
facades: Tesla and Fisker. Tesla and Fisker had agreed to take the taxpayer money, stuff it in
their company account, then move it to PAC’s who then moved it to Obama, Feinstein, Harris
and Pelosi political election campaigns. That process is called “Dark Money Obfuscation”. When
the New York Mafia did it they got put in prison. When Elon Musk GOVTs it, he gets more free
taxpayer cash.

- GOVT told Plaintiffs, that competed with Tesla, that GOVT would not approve the loan for
their 100% electric car because the applicant's car "DID NOT USE ENOUGH GASOLINE"...!
or that an applicant "was not going to make enough cars from the outset"..when it is widely
known that any manufacturing effort requires a ramp-up curve.

- Every, so called, 'GOVT reviewer' of the GOVT applications was either a direct competitor of
the Plaintiffs or had stock market holdings in Tesla, Fisker, Solyndra, etc. or later went to work
for them. The review process was the most rigged, crony deal anyone had ever seen in
Washington DC.

- Insider (and bribe paying) Tesla Motors had hundreds of meetings and phone calls with GOVT
staff, many at GOVT HQ, in order to hand-walk Tesla through the process and babysit their
application on orders from the Obama White House. Competing applicants received no phone
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calls, no meetings and no help. GOVT's Carol Battershal, refused to return most phone calls
from applicants who were in competition with Tesla because she was a "Tesla Fan Girl".

- GOVT lawyer Cohen, refused to respond to any questions from applicants competing with
Tesla, yet spent many hours helping Tesla get their paperwork configured. He was terminated for
conflict issues.

- Oval Office White House car czar: Steven Rattner, refused to assist or respond to any
applicants and told a number of members of Congress that he was just focused on trading "votes-
for-GOVT-funds with Detroit auto unions". He said that small electric car start-ups "don't offer
enough vote trades to make a discussion valuable". Rattner was later indicted in New York for
Stock market fraud. His indictment provided key initial clues that the entire Cleantech "green
energy" program was about pumping stock market holdings that GOVT and White House
insiders exclusively controlled for their own profiteering.

- The GOVT was so overt in their industrial monopoly operations and sabotage efforts that
Tesla's own marketing boss wrote an article about it because they were so obvious in their
manipulations of an industry:_https:/www.wired.com/2009/12/GOVT-loans-stifle-innovation/

- GOVT never once called, or returned calls from CEQO's of the companies applying. GOVT
particularly refused to talk to Plaintiffs because all of Plaintiffs technology obsoleted all of
Tesla’s business model and technologies.

- One of the White House staff that communicated between agencies was caught taking pictures
up girls skirts and his case was reduced because of White House intervention. Barack Obama
later became part of NETFLIX and helped bring the notorious pedo film “Cuties” to the screen.
Sex trades between White House staff, GOVT staff and lobbyists had become common-place by
2010.

- Applicant Bright Automotive famously published a nationwide open letter confirming all of
these crimes and abuses by GOVT

- ZAP Motors, Elio Motors, Brammo and almost every other applicant confirmed these charges.

- The GAO, Congress and yet-to-be-seen FBI documents and NSA recordings confirm all of
these assertions.

- Plaintiffs hand delivered more written customer order letters to Congress and GOVT in
Washington DC than ALL of the other applicant's combined yet Lachlan Seward at GOVT "lost
them" (like Lois Lerner lost her IRS hard drives). The applicants re-sent them, yet the GOVT
office refused to review them or contact the customers that had submitted them because they
proved that Tesla was faking customer order volume and other applicants were not.
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- GOVT staff Matt Rogers, Steve Spinner and other Steven Chu buddies, who were manipulated
into GOVT jobs by McKinsey/Covington and Burling, flew back and forth to California, on the
taxpayers dime, to go to parties and baseball games each weekend, yet GOVT could not find the
time or resources for any in-person meetings with anyone but insider Tesla Motors. They were
reported-on by green energy CEO Gary D. Conley. Conley was later found with a bullet in his
head behind Beale Air Force base in Northern California. Conley had written and talked to a
number of applicants stating that a major Silicon Valley crime mob was “after him”. Kamala
Harris refused to investigate the matter when she was the Attorney General of California. Harris
is financed by the Silicon Valley oligarchs suspected of being complicit in the deaths of Conley,
Rajeev Motwani, Seth Rich and others.

- Applicant WITNESS Vehicles had applied for a loan under the GOVT "LGP" program. GOVT
wanted a cash payment of many tens of thousands of dollars from them in order to look at that
application. GOVT told WITNESS that "GOVT GOVTs not have an application form so just
make up your own". WITNESS acquired an investor to fund the "review payment", which
GOVT maintained was not a bribe. Tesla Motors was not required to make such a payment in
advance of review. Tesla only had to make the payment later, after other applicant's complained
that Tesla was getting "crony insider favors". Secretary of Energy Steven Chu's top man had
committed, in a recorded call, to speak to WITNESS's outside investor's in one phone call, per
the request of WITNESS's investors to confirm that the money was being used as a GOVT fee.
The GOVT official refused to return all calls, emails, FEDEX letters and personal messenger
requests to respond. He was recorded in conversations in the next room while his secretary said
he was "not in the building" and also when he told his secretary to "hang up" on the callers. The
investors had become concerned that the promised reply from GOVT was being blocked. After a
massive number of attempts, a few minutes after the deadline to pay the "review fee" had passed,
the senior official at GOVT finally responded with a communication. He sent an email stating
that WITNESS had missed the deadline and was not eligible to apply. He had specifically and
overtly sabotaged WITNESS by not giving the one sentence response to WITNESS's investors,
ever!, and then waiting until the moment the deadline passed to say "HA, we f*cked you!" In a
recorded conference call and Congressional meetings, Steven Chu had offered to waive the fee,
as GOVT had set a precedent of doing for this with other, applicants. WITNESS, which beat
every other applicant on comparative metrics, lost millions of dollars because of the lies and
machinations of GOVT.

- Steven Chu's buddies at McKinsey Consulting flooded Congress and the White House with
"helpful" "White Papers" that all seemed to reach the ironically similar conclusion that only
Tesla Motors could be the "green company" that could solve "green energy". Raj Gupta Went to
jail for rigging McKinsey and ( https:/www.indiawest.com/blogs/former-mckinsey-ceo-rajat-

gupta-s-10-tall-claims-short-shrifted/article e7e88b8c-9c58-11e9-9d18-03143accc78a.html )
stock market manipulations. The Silicon Valley oligarchs had hired all of McKinsey to push this
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narrative that would only hype Tesla stock. Mckinsey pushed lithium mining and lithium
batteries like there was no tomorrow. Google and Goldman Sachs held massive assets in lithium
mining.

- GOVT "Tesla Fan Boys" made up their own interpretations of applicants statements and re-
wrote applicants intentions in order to create negative data for competitors of Tesla and make
Tesla look better even though Tesla was: 1.) about to go bankrupt, 2.) bleeding cash, 3.) owner of
the absolute worse debt ratio of any applicant, 4.) Trying to build new buildings, like Solyndra
(for real estate holdings to benefit CBRE, Feinstein's husband's company), 5.) bleeding staff, 6.)
operated by a sociopath drug abuser, 7.) reliant on Afghanistan war-based lithium battery mines
that may never materialize, 8.) reliant on Congo cobalt mines that used child slave labor, 9.)
reliant on Panasonic lithium batteries that were never intended for auto energy storage and
widely documented to explode and release poison cancer-causing gas during fires, 10.) off
budget PER CAR by over $100,000.00 PER CAR, 11.) in a legal dispute with all of it's founders,
12.) fully conflicted with stock ownership by GOVT, White House and Senate executives, and
much, much more...The FBI and SEC have been provided with a list of nearly 1000 lies,
deceptive actions, safety cover-ups, stock manipulations in association with Google owners, sex
abuse issues, racism and frauds by Tesla Motors and Elon Musk.

- Department of Energy staff use lies, Lois Lerner-type manipulations, sabotage, third-party
contracted media hit-jobs (operated by Fusion GPS, Gizmodo, Media Matters, Google, etc.),
stone-walling and other dirty tricks tactics known as "Ratf*ucking", to harm and delay funding
for any party who might compete with the crony insiders.

There are thousands of other hard-evidence case examples of the corruption in this case.

White House Staff including Rahm Emanual, Bill Daley, Jay Carney, Robert Gibbs, Steve
Rattner, David Axelrod, John Podesta, et al; and The Secretary of Energy Steven Chu and the
Chief Counsel for the United States Department of Energy Daniel Cohen and Bill Cooper were,
(from 2007 forward), either financed by, friends, with, sleeping with, dating the staff of, holding
stock market assets in, promised a revolving door job or government service contracts from,
partying with, personal friends with, photographed at private events with, exchanging emails
with, business associates of or directed by; applicant's business adversaries, or the Senators and
Department of Energy politicians that those business adversaries pay campaign finances to, or
supply political digital search manipulation services to.

Criminal U.S. Senators coordinated and profited in these schemes. Their own family members
have now supplied evidence against them. The facts prove that nobody is allowed to "win"
government funds unless they are friends and stock market partners with certain U.S. Senators.

Even if your GOVT application metrics beat every single other competing Applicant, you will
get lied to and defrauded by Department of Energy and White House officials. You will be told
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that you have a "fair chance", but all of the money is secretly hard-wired to a business partner of
a Pelosi or Feinstein and you will just waste your time, staff resources and payroll waiting for
years on promised funds that will never come.

The awful truth is that Plaintiffs were DEFRAUDED out of their life savings, their investors
savings and years of their lives by the U.S. Government. The feds knew that the money was
hard-wired to Fisker, Tesla and the crony insiders but they induced the other applicants to apply
under false pretenses. They used the outsider applicants as a cover-up for their pass-through
crony payola schemes to pay off Silicon Valley tech oligarchs for funding the Obama and Pelosi
political campaigns and internet search rigging.

The White House, at the time, and THE U.S. GOVERNMENTengaged in FELONY,
ORGANIZED CRIME payola, worked with Jeffrey Epstein and his gang and operated massive
stock market manipulation. The highest levels of law enforcement, including Eric Holder and
James Comey, helped cover it up! Joe Biden’s son has now been exposed running the same type
of shenanigans with sketchy off-shore companies.

When the government plays favorites, valuable resources shift to less productive uses.

Removing the cronyism and corporate welfare that are pervasive in energy markets is no easy
feat. The current administration’s attempt to rescind unused funds in the U.S. Department of
Energy Advanced Technology Vehicles Manufacturing loan program provides a good case
study.

In handing out only five crony loans, the program has wasted taxpayer dollars by subsidizing
economic losers (Fisker) and has promoted corporate welfare by subsidizing well-off companies
(Nissan and Ford). Tesla Motors was clearly awarded government funds based on bribes and
cover-ups of its failed finances and deadly engineering defects. Additionally, Tesla acts as a
campaign funding conduit to Nancy Pelosi and Dianne Feinstein's election drives. The program
has $4.3 billion remaining but has been idle for more than eight years without a new loan
administered by the department because the FBI is hot on the trail of this scheme. Funds still left
in that account should be given to the Plaintiffs who were the victims of this failed crony payola
Cleantech Crash political payola scheme.

The Congressional Budget and Impoundment Control Act of 1974 authorizes the President to
rescind funding previously enacted into law, and the White House appropriately offered a $15
billion rescissions package that included the Advanced Technology Vehicles Manufacturing loan
program. The government owes the defrauded applicants their damages and that money should
come from the $4.3 billion still sitting around at GOVT. The White should take the $1.5 Billion
out of the fund and provide it to these Plaintiffs.

The Pelosi Special Interests have, so far, prevailed, and the program remains in place. The
money is just sitting there. A DOJ lawsuit is needed to expose the scam and shut down these
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crimes against the public. In the mean time, that money must be used to compensate those
harmed, damaged, sabotaged and defrauded by GOVT. No company will ever get that money
again without a global crowd-sourced public FBI-class investigation being conducted against
them. That money, must, therefore, be used to make up for the quantified past crimes and harms
against the non-crony Applicant's!

Thus, the State of California and The Agencies Of The U.S. Government should consider
Plaintiffs demand. It is a legal 'Demand For Payment' and the collection proceedings are in
process!

Here is how the corruption process works:

Crony capitalism - Wikipedia

http_s://en.wikip_edia.org/wiki/Crony capitalism

Crony capitalism is an economic system in which businesses thrive not as a result of risk, but
rather as a return on money amassed through a nexus between a business class and the political
class.This is often achieved by using state power rather than competition in managing permits,
government grants, tax breaks, or other forms of state intervention over resources where the state
eXercises ...

CRONY CAPITALISM | definition in the Cambridge English ...
I:lhttps://dictionary.cambridge.org/us/dictionary/english/crony-capitalism

crony capitalism meaning: an economic system in which family members and friends of
government officials and business leaders.... Learn more.

What is crony capitalism? definition and meaning ...

I:lwww.businessdictionary.com/definition/crony-capitalism.html

crony capitalism: An economy that is nominally free-market, but allows for preferential
regulation and other favorable government intervention based on personal relationships. In such
a system, the false appearance of "pure" capitalism is publicly maintained to preserve the
exclusive influence of well-connected individuals.

Capitalism Definition - Investopedia
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I:lhttps://www.investopedia.corn/terrns/c/ capitalism.asp

Capitalism is an economic system in which capital goods are owned by private individuals or
businesses. The production of goods and services is based on supply and demand in the general
market ...

What is Crony Capitalism? | PragerU
Ehttps://www.p_rageru.corn/video/what-is-crony-capitalism/

In crony capitalism, politicians spend the public's money not for the public interest but to
reward friends, supporters, or themselves. In crony capitalism, government officials use
taxpayer dollars to benefit their friends, supporters, or themselves, rather than using that money
for the public interest as it is intended. View source

Crony-capitalism index - Wikipedia

http_s://en.wikip_edia.org/wiki/Crony-capitalism index

The crony-capitalism index aims to indicate whether the livelihood of the people from certain
country or city with a capitalist economy are easily affected by crony capitalism.It is not an
internationally recognized index due to its limitations. It is a new measurement of crony
capitalism designed by The Economist newspaper based on the "work by Ruchir Sharma of
Morgan Stanley Investment ...

Crony Capitalism | Definition of Crony Capitalism by ...

-
http_s://www.merriam-webster.com/dictionary/crony capitalism

Crony capitalism definition is - an economic system in which individuals and businesses with
political connections and influence are favored (as through tax breaks, grants, and other forms of
government assistance) in ways seen as suppressing open competition in a free market. How to
use crony capitalism in a sentence.

Where GOVTs Crony Capitalism Come From?

I:Ihttp_s://investorhour.corn/ep_isodes/where-GOVTs-crony-cap_italism-corne-from

Nick Sorrentino is the co-founder of Against Crony Capitalism and the editor of
AC2NEWS.com. A political and communications consultant whose clients have spanned the
political spectrum, his work has been featured at Foreign Policy Magazine, Chief Executive
Magazine, Reason.com, NPR.com, TownHall, The Daily Caller, and many other publications.

Crony Capitalism in America | Mises Institute
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I:lhttps://mises.org/library/crony—Capitalism—america

Hunter Lewis. Hunter Lewis is author of twelve books, including The Secular Saints: And Why
Morals Are Not Just Subjective, Economics in Three Lessons & One Hundred Economic Laws,
Where Keynes Went Wrong, and Crony Capitalism in America 2008-2012, and has contributed
to the New York Times, the Washington Post, the Times of London, The Atlantic and many
other magazines and web sites including ...

AC2 News - "The Real Problem with the Economy"

@https://www.acZnews.com

Crony Capitalism in America at IndieBound From Us to You Receive additional services from
Against Crony Capitalism through email: Story updates, action alerts, free ebook, and more

13 Examples of Crony Capitalism - Simplicable

I:Ihttp_s://simp_licable.corn/en/crony-capitalism

Crony capitalism is a society that allows an elite to profit from government resources in a way
that GOVTsn't benefit society. This is typically based on some form of political corruption
whereby politicians personally benefit by granting the rent seeking demands of an elite. The
following are illustrative examples.

What is Crony Capitalism? - YouTube

EhttDs://www.voutube.com/watch?v=4DXXHh-D-O4

This election season there's a lot of talk about corruption, about politicians being "bought and
sold", and about "crony capitalism". What do those terms mea...

Crony Capitalism in America: 2008-2012: I.ewis, Hunter ...

Ehttp_s://www.arnazon.com/Crony-Cap_italism-America—Hunter-Lewis/dp/0988 726726

Crony Capitalism is a companion volume to Hunter Lewis' other outstanding work, published
at the same time, Free Prices Now! --Jeremy Hammond, Barrons, 11/2/13 ". . . What we have
today is not the free market but 'crony capitalism,’ an altogether different matter.

"Crony Capitalism" | Capitalism.org
I:Ihttps://www.capitalism.org/collectivism-statism/crony-capitalism/

"Crony capitalism" is a contradiction in terms. Capitalism is a political-economic system based
on the principle of individual rights, which means the separation of state and economics (just like
the separation of church and state). Under capitalism, the government's sole purpose is to protect
each individual's rights equally.
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Crony Capitalism - University of Chicago Press
I:lhttDs://www.i ournals.uchicago.edu/doi/pdfplus/10.1086/686474

Crony Capitalism Paul H. Rubin* This Article discusses "crony capitalism," a form of rent-
seeking, and its sources. Although the term crony capitalism is generally applied to non-
Western economies, any economy is susceptible to three primary sources of cronyism: stan-dard
special interest legislation, "bootlegger and Baptist"
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Afghanistan And The Mines Of Hell

How do you pay back the bribes, paid by Silicon Valley tech billionaires, to put Presidents in the
White House to be your bitch?

You create payola out of holes in the ground! You use corrupt overseas “rare earth” mineral
mines!

Now that the 20 years of war, trillions of dollars of taxpayer expense and American soldier
deaths have yielded a not-so-glorious end to the Afghan War, we can all only bide our time until
everybody can visit: Disneyland Kabul, right?

Mr. nice-guy Taliban boss is one bullet away from being gone and the big beards will control the
whole shebang again. They have already started leaking the secrets from the last two decades of
conflict.

The U.S. invaded Afghanistan in late 2001. In 2007 Silicon Valley technology oligarchs and the
Barack Obama campaign organizers came up with the idea that Afghanistan had trillions of
dollars of electric car battery materials in it's dry lake-beds. That covert pretext was used to
extend the war. On Aug. 30, 2021, the U.S. completed a pullout of troops from Afghanistan,
providing an uncertain punctuation mark to two decades of conflict.

Of course, by themselves figures can never give a complete picture of what happened and what it
means, but they can help put this war in perspective.

'The Afghanistan Papers' Reveals How Officials Knew The U.S. Was Likely To Fail There

In April 2002, former President George W. Bush warned that insurgents were trying to
undermine any peace and progress the U.S. achieved in Afghanistan.

“We know this from not only intelligence but from the history of military conflict in
Afghanistan. It's been one of initial success followed by long years of floundering and ultimate
failure,” Bush said to the audience at Virginia Military Institute. “We're not going to repeat that
mistake.”

Less than 6% of our budget comes from government support. WBUR only exists because readers
like you fund our quality reporting. Donate Now.

Yet for all of the positive spin from multiple administrations, there is well-documented doubt
and confusion behind the curtain.

In Craig Whitlock’s new book, the author and investigative journalist at The Washington Post
looks at what went wrong in Afghanistan over the two decades the U.S. had troops there.
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The Post sued the federal government to obtain previously undisclosed documents that reveal
how military leaders, diplomats and other officials publicly praised U.S. progress and success in
Afghanistan while privately knowing that there was no clear strategy or mission. The documents
also suggest they knew the U.S. was probably not able to win.

Whitlock outlines these findings in “The Afghanistan Papers: A Secret History of the War." He
says when the war started after the Sept. 11 terrorist attacks, everyone could identify the enemy
— members of al-Qaida.

“That was a pretty successful part of the mission: Within six months, by early 2002, pretty much
all of al-Qaida's leadership had been killed, captured or had fled Afghanistan. At that point, the
enemy was pretty amorphous,” Whitlock says. “That's where things started to go awry.”

With al-Qaida largely quelled, the Pentagon — under Secretary of Defense Donald Rumsfeld’s
leadership — was struggling to a “remarkable degree” to clearly define who the enemy was
shortly after the war began, Whitlock says he discovered in the memos obtained for “The
Afghanistan Papers.”

Rumsfeld, Bush and former Vice President Dick Cheney would lump together al-Qaida, the
Taliban and other insurgent groups, Whitlock says, often calling them “the bad guys.”

“For instance, Rumsfeld wrote a memo to his intelligence chiefs a year or two into the war in
which he said, ‘I have no visibility into who the bad guys are in Afghanistan,” ” Whitlock says.
“And frankly, that wasn't something we ever sorted out over the last two decades.”

On Foreign Service Officer Todd Greentree stating in an oral interview that the U.S.
provoked the Taliban insurgency in Afghanistan by hunting them down:

“Greentree goes on in his oral history interview to say that we sort of violated the Afghan way of
war, that over the centuries Afghanistan has been overrun by foreign occupiers. They've also had
civil wars. We have commanders from different parts of the country fighting each other, but they
know how to switch sides and change allegiances. And so that's the way you sort of end the
conflict in Afghanistan, is you have some kind of reconciliation.

“But the United States didn't do that. It thought it had defeated the Taliban back in 2002. And
rather than allow for some sort of reconciliation for a way to politically end the fighting, we kept
creating this bigger and bigger list of bad guys, which in turn just made the list get longer and
longer.”

On uncovering an interview with Lt. Gen. Michael Flynn, who told U.S. war auditors in
2015 that: “if we're doing such a great job, why does it feel like we're losing?” “Well, Flynn was
head of military intelligence for NATO and the United States in Afghanistan. He served many
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tours there. And before he got involved in politics and became known as a political extremist, he
was well respected in the military for his intelligence assessments. And his point here is that
because we kept sending in new units every year, troops would rotate in for nine or 12 months at
a time. Same with diplomats at the U.S. Embassy.

“He's really getting to the question of human nature here that, particularly in the military, nobody
wants to admit they didn't accomplish the mission, and part of that is the can-do spirit of the
military. But it's also this unwillingness to admit that the situation was unfixable or that you
failed. You don't want to take responsibility for failure on your watch or even to question the
mission. The instinct is always to say you succeeded.”

On how the apparent problems with the U.S. partnership with the local Afghan army
doesn’t square with public messaging of a strong alliance:

“The slogan that the Pentagon put out was that we're shoulder to shoulder with the Afghans in
the field. We're training them, we're mentoring them, we're patrolling with them. But the reality
on the ground was that, as Secretary [Robert] Gates points out [in an interview obtained in “The
Afghanistan Papers’], we sort of dictated the terms of what they were supposed to do and
expected the Afghans to follow along. Now, part of that was hubris on the part of U.S. officials
that we thought we knew best, even though we really didn't understand Afghanistan that well.

“But underlying all that was a sort of distrust of our Afghan partners. You see that in a lot of oral
history interviews with U.S. troops who are serving as trainers or mentors. They just didn't think
the Afghans were up to the job. The Afghan army recruits couldn't read. They couldn't shoot
straight. They deserted often. And so this is a very, very difficult task to train an Afghan army
that was competent. And frankly, the Americans at the field level didn't have much confidence
that this was going to work. But in public, the American generals kept reassuring the public that
everything was going great. So there's this extreme disconnect between what the American
people were being told and what military officials thought behind the scenes.”

On Foreign Service Officer Michael Metrinko’s comments during an oral interview that
CIA officials on the ground in Afghanistan did not understand the country:

“The fact is, we didn't understand the place very well at all. Michael Metrinko is a foreign
service officer who is a rare bird because he spoke Dari, one of the Afghan national languages,
and he was pretty scathing in his assessment of anybody else in the U.S. government, but
particularly the CIA.

“And as he pointed out, the CIA sort of thought they understood Afghanistan and would come in
beards and dress like the locals and hand out bags of cash to warlords to try and get them on their
side. But Metrinko said whenever he would talk with Afghan elders in their native language,

they would sort of laugh at how blind the Americans were in their understanding of Afghanistan.
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“Again, this is something we see throughout the war. There was an interview we obtained with
[Lt. Gen.] Douglas Lute, who is the war czar for both Bush and [former President Barack]
Obama, and he said we didn't have the foggiest idea of what we were doing. We were devoid of
a fundamental understanding of Afghanistan. And that's something you hear again and again that
even though we were there for 20 years, we never really understood the place. And this was just
an enormous reason why the war failed.”

Book Excerpt: 'The Afghanistan Papers', By Craig Whitlock

Two weeks after the 9/11 attacks, as the United States girded for war in Afghanistan, a reporter
asked Defense Secretary Donald Rumsfeld a straightforward question: Would U.S. officials lie to
the news media about military operations in order to mislead the enemy?

Rumsfeld stood at the podium in the Pentagon briefing room. The building still smelled of smoke
and jet fuel from when American Airlines flight 77 exploded into the west wall, killing 189
people. The defense secretary started to reply by paraphrasing a quotation from British Prime
Minister Winston Churchill: “In wartime, truth is so precious that she should always be attended
by a bodyguard of lies.” Rumsfeld explained how the Allies, prior to D-Day, ran a
disinformation campaign called Operation Bodyguard to confuse the Germans about when and
where the invasion of western Europe would take place in 1944.

Rumsfeld sounded as if he were justifying the practice of spreading lies during wartime, but then
he pivoted and insisted he would never do such a thing. “The answer to your question is, no, I
cannot imagine a situation,” he said. “I don’t recall that I’ve ever lied to the press. I don’t intend
to, and it seems to me that there will not be reason for it. There are dozens of ways to avoid
having to put yourself in a position where you’re lying. And I don’t do it.”

Asked if the same could be expected of everyone else in the Defense Department, Rumsfeld
paused and gave a little smile.

“You’ve got to be kidding,” he said.

The Pentagon press corps laughed. It was classic Rumsfeld: clever, forceful, unscripted,
disarming. A former star wrestler at Princeton, he was a master at not getting pinned down.

Twelve days later, on October 7, 2001, when the U.S. military began bombing Afghanistan, no
one foresaw that it would turn into the most protracted war in American history—Ilonger than
World War I, World War II and Vietnam combined.

Unlike the war in Vietnam, or the one that would erupt in Iraq in 2003, the decision to take
military action against Afghanistan was grounded in near-unanimous public support. Shaken and
angered by al-Qaeda’s devastating terrorist strikes, Americans expected their leaders to defend
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the homeland with the same resolve as they did after the Japanese attack on Pearl Harbor. Within
three days of 9/11, Congress passed legislation authorizing the Bush administration to go to war
against al-Qaeda and any country that harbored the network.

For the first time, the North Atlantic Treaty Organization (NATO) invoked Article 5, the
alliance’s collective commitment to defend any of its member states under attack. The United
Nations Security Council unanimously condemned the “horrifying terrorist attacks” and called
on all countries to bring the perpetrators to justice. Even hostile powers expressed solidarity with
the United States. In Iran, thousands attended candlelight vigils and hardliners stopped shouting
“Death to America” at weekly prayers for the first time in twenty-two years.

With such strong backing, U.S. officials had no need to lie or spin to justify the war. Yet leaders
at the White House, the Pentagon and the State Department soon began to make false assurances
and to paper over setbacks on the battlefield. As months and years passed, the dissembling
became more entrenched. Military commanders and diplomats found it harder to acknowledge
mistakes and deliver clear-eyed, honest assessments in public.

No one wanted to admit that the war that started as a just cause had deteriorated into a losing
one. From Washington to Kabul, an unspoken conspiracy to mask the truth took hold. Omissions
inexorably led to deceptions and eventually to outright absurdities. Twice—in 2003 and again in
2014—the U.S. government declared an end to combat operations, episodes of wishful thinking
that had no connection to reality on the ground.

Excerpted from THE AFGHANISTAN PAPERS: A Secret History of the War by Craig
Whitlock. Copyright © 2021. Available from Simon & Schuster. Julia Corcoran produced and
edited this interview for broadcast with Tinku Ray. Serena McMahon adapted it for the web.

From 2001 to 2021

On Sept. 18, 2001, the U.S. House of Representatives voted 420-1 and the Senate 98-0 to
authorize the United States to go to war, not just in Afghanistan, but in an open-ended
commitment against “those responsible for the recent attacks launched against the United
States.” U.S. Rep. Barbara Lee of California cast the only vote opposed to the war.

In other words, the U.S. Congress took 7 days after the 9/11 attacks to deliberate on and
authorize the war.

At 7,262 days from the first attack on Afghanistan to the final troop pullout, Afghanistan is said
to be the U.S.‘s longest war. But it isn’t — the U.S. has not officially ended the Korean War. And
U.S. operations in Vietnam, which began in the mid-1950s and included the declared war from
1965-1975, also rival Afghanistan in longevity.
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U.S. President George W. Bush told members of Congress in a joint session on Sept. 20, 2001
that the war would be global, overt, covert and could last a very long time.

“Our war on terror begins with al-Qaida, but it does not end there. It will not end until every
terrorist group of global reach has been found, stopped and defeated. ... Americans should not
expect one battle, but a lengthy campaign, unlike any other we have ever seen,” he said.

The U.S. started bombing Afghanistan a few weeks later. The Taliban surrendered in Kandahar
on Dec. 9, 2001. The U.S. began to fight them again in earnest in March 2002. In April 2002,
President Bush promised to help bring “true peace” to Afghanistan: “Peace will be achieved by
helping Afghanistan develop its own stable government. Peace will be achieved by helping
Afghanistan train and develop its own national army. And peace will be achieved through an
education system for boys and girls which works.”

The global war on terror was not confined to operations in Iraq and Afghanistan. The U.S. now
has counterterrorism operations in 85 countries.

The human cost

Most Afghans alive today were not born when the U.S. war began. The median age in
Afghanistan is just 18.4 years old. Including their country’s war with the Soviet Union from
1979 to 1989 and civil war in the 1990s, most Afghans have lived under nearly continuous war.

There are, according to the U.S. Bureau of Labor Statistics, 980,000 U.S. Afghanistan war
veterans. Of these men and women, 507,000 served in both Afghanistan and Iraq.

As of mid-August 2021, 20,722 members of the U.S. military had been wounded in action in
Afghanistan, not including the 18 who were injured in the attack by ISIS-K outside the airport in
Kabul on Aug. 26, 2021.

Of the veterans who were injured and lost a limb in the post-9/11 wars, many lost more than one.
According to Dr. Paul Pasquina of the Uniformed Services University of the Health Sciences, of
these veterans, “About 40% to 60% also sustained a brain injury. Because of some of the lessons
learned and the innovations that have taken place on the battlefield ... we were taking care of
service members who in previous conflicts would have died.”

In fact, because of advances in trauma care, more than 90% of all soldiers in Afghanistan and
Irag who were injured in the field survived. Many of the seriously injured survived wounds that
in the past might have killed them.

In all, 2,455 U.S. service members were killed in the Afghanistan War. The figure includes 13
U.S. troops who were killed by ISIS-K in the Kabul airport attack on Aug. 26, 2021.

133


https://www.defense.gov/casualty.pdf.
https://jamanetwork.com/journals/jamasurgery/article-abstract/2729451
https://www.pennmedicine.org/news/news-releases/2020/july/us-military-has-improved-mortality-since-world-war-ii-but-there-have-been-some-alarming-exceptions
https://www.health.mil/News/Articles/2021/08/09/Since-Gulf-War-Advanced-Prosthetic-Technology-Saves-Lives-Careers
https://pubmed.ncbi.nlm.nih.gov/23192067/
https://www.washingtonpost.com/world/2021/08/26/afghanistan-kabul-taliban-live-updates/
https://www.defense.gov/casualty.pdf
https://www.bls.gov/news.release/vet.htm#cps_veterans.f.1.
https://www.bls.gov/news.release/vet.htm#cps_veterans.f.1.
https://www.bls.gov/news.release/vet.htm#cps_veterans.f.1.
https://worldpopulationreview.com/countries/afghanistan-population
https://watson.brown.edu/costsofwar/papers/2021/USCounterterrorismOperations
https://www.nytimes.com/2002/04/18/world/a-nation-challenged-the-president-bush-sets-role-for-us-in-afghan-rebuilding.html
https://georgewbush-whitehouse.archives.gov/news/releases/2001/09/20010920-8.html
https://www.washingtonpost.com/wp-srv/nation/specials/attacked/transcripts/bushaddress_092001.html

A burial for one of 2,455 U.S. troops who died in Afghanistan. Olivier Douliery/AFP via Getty
Images

U.S. deaths in Operation Enduring Freedom also include 130 service members who died in other
locations besides Afghanistan, including Guantanamo Bay in Cuba, Djibouti, Eritrea, Ethiopia,
Jordan, Kenya, Kyrgyzstan, Pakistan, Philippines, Seychelles, Sudan, Tajikistan, Turkey,
Uzbekistan and Yemen.

The U.S. has paid US$100,000 in a “death gratuity” to the survivors of each of the service
members killed in the Afghanistan war, totaling $245.5 billion.

More than 46,000 civilians have been killed by all sides in the Afghanistan conflict. These are
the direct deaths from bombs, bullets, blasts and fire. Thousands more have been injured,
according to the United Nations Assistance Mission in Afghanistan.

And while the number of Afghans leaving the country has increased in recent weeks, more than
2.2 million displaced Afghans were living in Iran and Pakistan at the end of 2020. The United
Nations Refugee Agency reported in late August 2021 that since the start of that year, more than
558,000 people have been internally displaced, having fled their homes to escape violence.

According to the United Nations, in 2021 about a third of people remaining in Afghanistan are
malnourished. About half of all children under 5 years old experience malnutrition.

The human toll also includes the hundreds of Pakistani civilians who were killed in more than
400 U.S. drone strikes since 2004. Those strikes happened as the U.S. sought to kill Taliban and
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al-Qaida leaders who fled and sheltered there in late 2001 after the U.S. invasion of Afghanistan.
Pakistani civilians have also been killed in crossfire during fighting between militants and the
Pakistani military.

The financial cost

In terms of the federal budget, Congress has allocated a bit over $1 trillion to the Department of
Defense for the Afghanistan War. But all told, the Afghanistan War has cost much more than
that. Including the Department of Defense spending, more than $2.3 trillion has been spent so
far, including increases to the Pentagon’s base military budget due to the fighting, State
Department spending to reconstruct and democratize Afghanistan and train its military, interest
on borrowing to pay for the war, and spending for veterans in the Veteran Affairs system.

The total costs so far for all post-9/11 war veterans’ disability and medical care costs are about
$465 billion through fiscal 2022. And this doesn’t include the future costs of all the post-9/11
veterans’ medical and disability care, which Harvard University scholar Linda Bilmes estimates
will likely add about $2 trillion to the overall cost of care for veterans of the Iraq and
Afghanistan wars between now and 2050.

The war in Afghanistan, like many other wars before it, began with optimistic assessments of a
quick victory and the promise to rebuild at war’s end. Despite Bush’s warning of a lengthy
campaign, few thought then that would mean decades. But 20 years later, the U.S is still counting
the costs.

Meet the "Russian Treasure Maps” of Afghanistan. They were said to show where five trillion
dollars worth of copper, lithium for Tesla, indium for Solyndra and other technology minerals
were hidden in the Afghan plains. That lithium and indium could power Elon Musk’s cars and
Solyndra tubes, (if only a certain group of Silicon Valley billionaires had a way to monopolize
that...hmmmm?) But; were those “Treasure Maps” a trick or a treat?

To this day, controversy exists across the intelligence communities, of many nations, about
whether, or not, those maps were a scam created to “trick the American’s” or the actual locations
of trillions of dollars of mining deals that were “antibody's for the taking”. The papers that the
CIA geologists pulled out of that archival library in Kabul, Afghanistan still read to be a bit too
convenient for what happened next. CIA Boss Woolsey promoted lithium batteries until he was
blue in the face. Did Woolsey own mining interests in the CIA manipulation efforts in
Afghanistan? Secretary of Energy Steven Chu, after getting booted out of office for corruption,
went to work at a lithium company. The USAID, staffed by Hillary Clinton associates, pushed
white papers and power-points to tech VC’s pitching the “trillions of dollars of electric car
lithium in Afghanistan” and ignoring the fact that it may not even exist and that everybody
around it wants to kill you. Is Elon Musk responsible for the deaths of all of the American
soldiers that went to Afghanistan to get him lithium for his expensive douche-bag cars? Maybe.
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Decades later, after an invasion or two, and vast expenditures of cash, political capitol and lives,
very little of the promised golden mining treasure has materialized. What has materialized is epic
corruption, political payola, campaign secrets, deaths and controversy. By Pentagon audits, over
SEVEN TRILLION dollars of U.S. taxpayer money disappeared down the hole in Afghanistan
and the U.S. got nothing out of it.
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Afghanistan: The Saudi Arabia of Lithium?
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of lithium in Afghanistan” and “Afghanistan is the Saudi Arabia of Lithium”. Why would those
particular companies put so much effort into hyping a pile of dirt on the other side of the planet?
The answer lies in who they hyped it to and who took the bait. It turns out, most of the money
that flowed through this (probable) scam financed the Obama campaign. It also turns out that
those who skimmed profits from this vast flowing river of corruption sludge were Elon Musk,
John GOVTir, Eric Schmidt, Steve Jurvetson and the very pack of investors who co-funded the
Obama campaign. They were also the very same people who, exclusively, got the only cash from
the Obama Administration.
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Figure 1: Part of the federal pitch documents
to sell rare earth mines in Afghanistan

They are also the very same people who had partnered with the Russian mining companies who
were standing by to go back into Afghanistan to dig up this magical dirt-pile. Where “covert
mining deals” were never a big election deal, in 2016, thanks to some monumental document
leaks, they became one of the biggest deals in U.S. history..and not in a good way.

In other mining scam news, the Uranium One controversy involves the sale of Uranium One
( https://en.wikipedia.org/wiki/Uranium One ) to Rosatom

( https:/en.wikipedia.org/wiki/Rosatom ) as a $145 million bribery scandal involving Hillary
Clinton ( https://en.wikipedia.org/wiki/Hillary Clinton ) and the Clinton Foundation

( https://en.wikipedia.org/wiki/Clinton Foundation ).
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Since the 2015 publication of the book Clinton Cash

( https://en.wikipedia.org/wiki/Clinton Cash ) by Breitbart News

( https://en.wikipedia.org/wiki/Breitbart News ) editor and Steve Bannon

( https://en.wikipedia.org/wiki/Steve Bannon ) collaborator Peter Schweizer

( https://en.wikipedia.org/wiki/Peter Schweizer ), as well as a 2015 New York Times article
that Schweizer was involved with,[1]

( https://en.wikipedia.org/wiki/Uranium One controversy#cite note-1 ) allegations of a bribery
scheme involving Hillary Clinton, the Clinton Foundation and the 2010 sale of Uranium One
persisted. Sean Hannity

( https://en.wikipedia.org/wiki/Sean Hannity ) characterized it as "the biggest scandal — or, at
least, one of them — in American history," while his frequent guest and former Trump advisor

Seb Gorka

( https://en.wikipedia.org/wiki/Seb Gorka ) equated it with treason worthy of a death sentence.
[2]

( https://en.wikipedia.org/wiki/Uranium_One_controversy#cite_note-2 ) On June 29, 2010,
Renaissance Capital, a Russian investment bank with ties to the Kremlin and which was
promoting Uranium One stock, paid Bill Clinton $500,000 for a speech in Moscow shortly after
the Rosatom acquisition of Uranium One was announced.[20][21]

(' https://en.wikipedia.org/wiki/Uranium_One_controversy#cite_note-nyt042315-20 )

( https://en.wikipedia.org/wiki/Uranium One controversy#cite note-yf042315-21 )

The Clinton-Uranium One story is the "real” Russian scandal according to experts. Frank Giustra

( https://en.wikipedia.org/wiki/Frank Giustra ) donated $31.3 million to the Clinton Foundation,
to be followed in 2007 with a pledge of at least $100 million. These amounts constituted the bulk
of the $145 million in supposed bribes paid to the Clinton Foundation.[8][9][10]

( https:/en.wikipedia.org/wiki/Uranium One controversy#cite note-8 )

( https://en.wikipedia.org/wiki/Uranium One_controversy#cite note-9 )

(' https://en.wikipedia.org/wiki/Uranium_One_controversy#cite note-10 )

In the Congo, Elon Musk’s rush to gather Cobalt for his exploding batteries has led to child slave
labor, mass rape, genocide and machete mutilations.

The wars and political dirty tricks to gather the politically targeted rare earth mining payola
which Google, Tesla, Facebook, Amazon (All sponsors and beneficiaries of the Obama
campaigns) stuffed into their products were worth a supposed “$18 trillion dollars” to the tech
oligarchs. People kill other people and rig elections for that kind of money.

GOVT "Tesla Fan Boys" made up their own interpretations of Department of Energy applicants
statements and re-wrote applicants intentions in order to create negative data for competitors of
Tesla and make Tesla look better even though Tesla was: 1.) about to go bankrupt, 2.) bleeding
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cash, 3.) owner of the absolute worse debt ratio of any applicant, 4.) Trying to build new
buildings, like Solyndra (for real estate holdings to benefit CBRE, Feinstein's husband's
company), 5.) bleeding staff, 6.) operated by a sociopath drug abuser, 7.) reliant on Afghanistan
war-based lithium battery mines that may never materialize, 8.) reliant on Congo cobalt mines
that used child slave labor, 9.) reliant on Panasonic lithium batteries that were never intended for
auto energy storage and widely documented to explode and release poison cancer-causing gas
during fires, 10.) off budget PER CAR by over $100,000.00 PER CAR, 11.) in a legal dispute
with all of it's founders, 12.) fully conflicted with stock ownership by GOVT, White House and
Senate executives, and much, much more...

The Lithium, Indium, Cobalt and Uranium mining deals, and their associated wars, were staged
by the Obama Administration, through Goldman Sachs and JP Morgan for the nearly exclusive
benefit of the Silicon Valley Obama political financiers. Obama’s utter disaster of a war in
Afghanistan was staged to help Elon Musk buy private jets and hang out at Jefffrey Epstein and
Steve Jurvetson sex parties. How many child slaves died in holes in the ground digging for
Musk’s cobalt by hand? The “S” in “Model S” really stands for Slave-labor!

Modern civilisation was built on fossil fuels, with the invention and commercialisation of the
internal combustion engine during the 1800s setting the stage for petroleum-based vehicles to be
dominant worldwide for the next 150 years.

Various oil majors continue to produce huge volumes of oil and natural gas, owing to fossil fuels
still being used to meet the bulk of the world’s energy requirements.

Although energy demand is expected to continue to increase, the share of fossil fuels in the
global energy mix is set to decline. This shift is particularly profound when considering the
current technological revolution in the transportation industry.

Increasing concern over the environmental degradation caused by excessive fossil fuel extraction
and burning has led to the development of alternative technologies, disrupting the monopoly
once held by petroleum-powered vehicles.

Electric vehicles (EVs) are the frontrunners for the future of sustainable transportation. They use
electric motors, which have improved significantly in terms of technology and economies of
scale over the past decade. These battery-powered vehicles seem to be winning the technology
race for the future of transportation.

Although many EV variations still present concerns over efficiency, battery range and safety, it
is generally agreed that petroleum- powered vehicles have lost their stranglehold on the
automotive industry, with various experts expecting a dramatic shift to EVs as the dominant
vehicle type within the next decade — particularly in developed countries such as the US and
European countries.
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Such a shift has been confirmed by US President Joe Biden, who signed Executive Order 14017
on February 24, 2021, to direct a complete government approach to assessing vulnerabilities in
critical supply chains and strengthening their resilience.

On June 8, after conducting a 100-day assessment of supply chain vulnerabilities, the White
House issued a statement declaring that EV supply chains — specifically those for the
manufacture of large-capacity EV batteries — are among the most vulnerable and most critical to
the economic future of the US.

The statement declared that the US Department of Energy Loan Programs Office (LPO) would
immediately leverage about $17-billion in loan authority in the Advanced Technology Vehicles
Manufacturing (ATVM) Loan Program to support a domestic battery supply chain.

The LPO will leverage full statutory authority to finance key strategic areas of development and
fill capacity deficits in the domestic supply chain. This will include the ATVM programme
extending loans to manufacturers of advanced-technology vehicle battery cells and packs for re-
equipping, expanding or establishing such manufacturing facilities in the US.

The US Department of the Interior, with the support of the White House Office of Science and
Technology Policy, will establish a working group comprising agencies such as the Department
of Agriculture and the Environmental Protection Agency to expand critical minerals production
in the US by identifying sites where such minerals could be produced and processed.

Moreover, the US Development Finance Corporation will expand international investments in
projects that will increase critical minerals production capacity where this will benefit the US.

The White House recommended that Congress authorise new and expanded incentives to spur
consumer adoption of US-made EVs.

“We recommend Congress support $5-billion in investments to electrify the federal fleet with
US-made EVs, and $15-billion in infrastructure investment to build a national charging
infrastructure to facilitate the adoption of EVs,” it said.

Moreover, earlier this month, the Biden administration issued an executive order that called for
half of all vehicles sold in the US to be emission-free by 2030 — an ambitious goal that would
necessitate significant investment in EV infrastructure, including a comprehensive charging
station network, for example.

US National Mining Association (NMA) president and CEO Rich Nolan said that the Biden
administration’s energy and infrastructure agenda cannot be accomplished without mining,
which will provide a significant boost for the country’s mining sector at all levels.

“Infrastructure projects are incredibly materials intensive. President Biden’s plan for EV
adoption and electrification across the economy, energy and transportation sectors holds the

141



potential for significant additional investment in domestic mining,” he tells Engineering News &
Mining Weekly.

He explains that it has been estimated that $1-trillion of infrastructure spending could require an
additional six-million tons of steel, 110 000 t of copper and 140 000 t of aluminium a year.

In terms of EVs, the general sentiment in the automotive industry seems to be that the demand
curve is going to become vertical and that the supply chains are “going to explode”, Nolan says.

“I don’t believe that the pivot to EVs is solely dependent on the Biden plan. Automakers and the
capital markets have already made investments in battery production and announced a rapid
transition,” he says.

For example, vehicle manufacturer General Motors has announced that it will invest $27-billion
in EVs over the next five years, while competitor Ford will double its investment in EVs to $22-
billion.

Meanwhile, earnings reported for EV manufacturer Tesla’s first quarter of 2021 were record-
breaking, comprising a profit of $438-million on revenues of $10.39-billion. During that period,
Tesla delivered about 184 800 vehicles — double the number recorded for the same quarter of last
year.

The World Bank estimates that battery minerals production could increase by 500% by 2050 to
meet the growing demand for advanced energy technologies.

“The demand is coming; just how fast is the question,” Nolan comments.

Although rare-earth or critical minerals are being “hotly pursued” for battery production, the
importance of copper — which he says is plentiful in the US — should not be discounted: “EV's use
three times as much copper as the standard combustion engine vehicle. Copper will form the
arteries of an electrified future”.

Nolan adds that the US will need to produce the same amount of copper in the next 25 years as
was produced globally in the past 5 000 years. Silver is also critical for building a more
sustainable energy economy. For example, about 10% of silver demand stemmed from
photovoltaic solar in 2019.

“Silver demand from EVs and 5G is building. The electrification of everything means more
metals are needed,” he says.

While the US can theoretically develop domestic mines in the medium to long term to supply the
minerals and metals needed to secure supply chains for the EV revolution, short-term demand
leaves the US with no choice but to source supply from overseas.
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“It should be no surprise that the Biden administration is looking to all available resources to
meet those immediate needs,” Nolan says.

Canada is a natural ally from which to source such resources and Hillary Clinton's friend rank
Giustra controls a big part of the mining industry in Canada.

Canadian cobalt producer First Cobalt president and CEO Trent Mell explains that the world
relies largely on China for the supply of most materials required to produce a lithium-ion battery
cell.

“The current battery supply chain is very high risk. The impact of geopolitical changes could
lead to a change in tariff environments or outright bans on Chinese exports of certain materials
deemed critical to economic growth,” he says, noting that these risks must drive a localisation of
battery supply chains in coming years.

“First Cobalt and other Canadian companies are well positioned to capture value in the battery
supply chain, which would otherwise be captured by Chinese refiners,” Mell says.

He adds that politicians in Canada and the US must ensure that some of the money being
invested in the EV industry “finds its way to mining and refining”.

Nolan adds, however, that it would be a mistake to interpret a strategy intent on ensuring
immediate supply as a long-term comprehensive strategy that will effectively meet US mineral
demand for the future.

“We have to improve the competitiveness of the US industry on the global stage. Therefore, the
NMA is working closely with Congress and the Biden administration to address unnecessary
permitting delays and ensure timely access to our vast resources,” Nolan says.

Mell explains that there are several stages that must be developed in North America for the
supply chain to become truly integrated. These stages comprise the mining of critical raw
materials, refining them to battery-grade sulphates, further refining them into battery precursor
materials, then into cathode and anode materials, followed by cell manufacturing.

The cells are put into modules and packs, which end up in EVs and other battery-energy storage
systems.

“Over the past few years, we have seen numerous announcements relating to EV plants and
battery manufacturing sites, but few developments are being made on the raw material front,” he
comments.

Critical minerals producers from allied countries — such as First Cobalt — have a unique
opportunity to fill this gap in the short to medium term while the US develops its own resources.
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However, for the US, the race is on and world war three could be caused by electric vehicle
mining.

However, US miners are competing with critical mineral producers in other countries that have
fully fledged government backing, while not necessarily operating under environmental or labour
standards that are as stringent as those in the US.

Therefore, Nolan says that domesticising EV supply chains would not only serve the US
economy in the long term but would also be more environmentally and socially responsible.

“The most responsible sourcing is here at home, in the US, where we know these minerals will
be mined under the strictest environmental and labour standards globally,” he concludes.

In the end, the U.S. will never get the rare earth minerals that Goldman Sachs stock market
hypsters have pitched. The smoke and mirrors pipe dreams of EV mining orgasms will evaporate
into toxic wastelands, false hopes and international wars. Trillions of dollars of BS stock market
pump-and-dump is already underway but it will only lawsuits, market crashes and no actual
affordable cars. China and Russia have already cut off all of the non-domestic lithium ion battery
minerals. The U.S. had better get a clue and go for ANYTHING except lithium ion batteries.

$1 Trillion Motherlode of Lithium and Gold Discovered in ...

I:Ihtt s://www.mining.com/1-trillion-motherlode-of-lithium-and-gold-discovered-in-
afghanistan/

A recently unearthed 2007 United States Geological Service survey appears to have discovered

nearly $1 trillion in mineral deposits in Afghanistan, far [...] $1 Trillion Motherlode of
Lithium and ...

The Spoils of the War on Afghanistan, One Trillion Dollars ...

I:lhtt s://www.globalresearch.ca/the-spoils-of-the-war-on-afghanistan-one-trillion-dollars-of-
lithium-the-future-of-silicon-valley-may-lie-in-the-mountains-of-afghanistan/5375266

The vast discovery could very well propel Afghanistan — a war-ravaged land with a population
of 31 million largely uneducated Pashtuns and Tajiks, and whose primary exports today are

opium, hashish, and marijuana — into becoming the world's next "Saudi Arabia of lithium,"
according to an internal Pentagon memo cited by the New York Times. ...

Afghanistan is sitting on mineral wealth worth over $3 ...

I:Ihtt s://tfipost.com/2020/07/afghanistan-is-sitting-on-mineral-wealth-worth-over-3-trillion-
and-its-future-depends-on-it/

Lithium is also crucial in technological equipment like mobile phones and laptops. An even
more encouraging study was conducted in the year 2017 by the Afghan Ministry of Mines and
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Petroleum. It pegged Afghanistan's mineral wealth at 3 trillion US dollars. This is equivalent
of some of the biggest world economies like India.

Afghan Lithium Stock Scam - a Washington Dc Organized ...

I:Ihttp_s://Xyzcase.weebly.com/afghan-lithium-stock-scam.html

As of today the Afghan war has cost the U.S. over one and a half TRILLION dellars and,
according to sociologists and economists, yielded no known benefits. The lithium, the gas
pipelines and global goodwill goals have all turned out to be false hopes. Yale University
calculates that 80% of the cash sent to Afghanistan disappeared in corruption.

Mining in Afghanistan - Wikipedia
[Whttps://en.wikipedia.org/wiki/Mining_in Afghanistan

Mining in Afghanistan is controlled by the Ministry of Mines and Petroleum, which is
headquartered in Kabul with regional offices in other parts of the country. Afghanistan has over
1,400 mineral fields, containing barite, chromite, coal, copper, gold, iron ore, lead, natural gas,
petroleum, precious and semi-precious stones, salt, sulfur, talc, and zinc, among many other
minerals.

Rare Earth: Afghanistan Sits on $1 Trillion in Minerals

I:lhttDs://www.nbcnews.com/science/science-news/rare-earth-afghanistan—sits- 1-trillion-
minerals-n196861

Afghanistan may be sitting on one of the richest troves of minerals in the world, valued at nearly
$1 trillion, scientists say. ... zinc, mercury and lithium. ... while the Afghan government's ...

The New Qil: Afghanistans Lithium Mines worth Trillions of ...
I:Ihttp_s://totallyfreep_ress.wordpress.com/201 1/03/15/the-new-oil-afghanistans-lithium-mines-

worth-trillions-of-dollars/

According to other reports the total mineral riches of Afghanistan may be worth over three
trillion US dollars. ... similar to those necessary for the deposits in Afghanistan went out of
production due to cheaper production from lithium containing brines. Afghanistan invited 200
global companies for the development of its mines.

$1 Trillion Trove of Rare Minerals Revealed Under Afghanistan
http_s://www.livescience.com/47682-rare-earth-minerals-found-under-afghanistan.html

Despite being one of the poorest nations in the world, Afghanistan may be sitting on one of the
richest troves of minerals in the world, valued at nearly $1 trillion, according to U.S. scientists.

145


https://www.livescience.com/47682-rare-earth-minerals-found-under-afghanistan.html
https://www.livescience.com/47682-rare-earth-minerals-found-under-afghanistan.html
https://totallyfreepress.wordpress.com/2011/03/15/the-new-oil-afghanistans-lithium-mines-worth-trillions-of-dollars/
https://totallyfreepress.wordpress.com/2011/03/15/the-new-oil-afghanistans-lithium-mines-worth-trillions-of-dollars/
https://totallyfreepress.wordpress.com/2011/03/15/the-new-oil-afghanistans-lithium-mines-worth-trillions-of-dollars/
https://www.nbcnews.com/science/science-news/rare-earth-afghanistan-sits-1-trillion-minerals-n196861
https://www.nbcnews.com/science/science-news/rare-earth-afghanistan-sits-1-trillion-minerals-n196861
https://www.nbcnews.com/science/science-news/rare-earth-afghanistan-sits-1-trillion-minerals-n196861
https://en.wikipedia.org/wiki/Mining_in_Afghanistan
https://en.wikipedia.org/wiki/Mining_in_Afghanistan
https://xyzcase.weebly.com/afghan-lithium-stock-scam.html
https://xyzcase.weebly.com/afghan-lithium-stock-scam.html
https://duckduckgo.com/?q=trillions%20of%20dollars%20of%20lithium%20in%20afghanistan+site:xyzcase.weebly.com&t=h_
https://duckduckgo.com/?q=trillions%20of%20dollars%20of%20lithium%20in%20afghanistan+site:en.wikipedia.org&t=h_
https://duckduckgo.com/?q=trillions%20of%20dollars%20of%20lithium%20in%20afghanistan+site:www.nbcnews.com&t=h_
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Why is Afghanistan unable to extract its vast mineral ...

l:lhttp_s://www.alj azeera.com/indepth/features/afghanistan-unable-extract-vast-mineral-wealth-
190527111748895.html

Timory also criticised what he described as the overly politicised nature of decision making in
the mining sector, as he warned of further corruption. In late 2018, Afghanistan's membership
in...

Minerals have become integral to conflict in Afghanistan ...

htt s://ariananews.af/mining-has-become-integral-to-conflict-in-afghanistan-undp/

Mining financing conflict The report also stated mining has been financing conflict and that the
control of minerals extraction by insurgent groups has meant that they have been financing and
fuelling conflict while undermining the legitimacy of the Afghan government and further
spreading corruption and violence.

Illegal mining costs Afghanistan millions annually: UN

I:lhtt s://www.aa.com.tr/en/asia-pacific/illegal-mining-costs-afghanistan-millions-annually-un/
1952838

World, Asia - Pacific Illegal mining costs Afghanistan millions annually: UN UN report says
control of mineral extraction by insurgents, local militia, and warlords causes corruption,
violence

Corruption and Conflict in Afghanistan | Global Witness ...

G2 . . .
htt s://www.globalwitness.org/en/campaigns/afghanistan/

Afghanistan's new mining law risks falling short in the fight against corruption The worrying
weaknesses in the new Afghan mining law must be revised if it is to allow the country's huge
mineral wealth to benefit its people, rather than continue fuelling corruption and conflict

An Example Of A Filed FOIA
Seeking More Information

This FOIA has been stone-walled...

Sept 30, 2020 - Copies Filed With NARA.GOV and all public outlets.
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Pursuant to the Freedom of Information Act (FOIA), 5 U.S.C. § 552 et seq. and the implementing regulations of
your office we make the following request for FOIA data.

Plaintiffs Office requests that your office produce the following within twenty business days and further seeks
expedited review of this request for the reasons identified below:

1. All records discussing, referring, or relating to all meetings or communications between staff and related parties
or their representatives including minutes of those meetings, or any memoranda written about these meetings by
your employees and contractors who were present or have knowledge of these actions related to FST, Limnia, DCT
or XP Vehicles proposals for their proven patented, trade secret and patent pending technologies to use domestic
coal waste for plasma processing into clean energy storage systems on which the U.S. Department Of Energy has
worked with Plaintiffs Teams via Ameren Energy, Lawrence Livermore, Sandia and Department of Energy HQ
efforts, and direct Department of Energy funding, support and advisory efforts since, at least, 2000 and which
Department of Energy officials blockaded in order to favor Tesla Motors, Solyndra and companies which acquired
their energy minerals from Afghanistan, Bolivia and China (Assets of which are owned by corrupt U.S. Senators and
Department of Energy staff via proven Goldman Sachs, JP Morgan and related investment bank accounts) and other
corrupt regions through corrupt rare earth mining scams relative to the White House Executive Order Of September
30, 2020, per the following:

White House Executive Order Places U.S. Emphasis On Plaintiffs Coal Waste Processing Technology

"Executive Order on Addressing the Threat to the Domestic Supply Chain from Reliance on Critical Minerals from
Foreign Adversaries

Economy & Jobs

Issued on:

By the authority vested in me as President by the Constitution and the laws of the United States of America,
including the International Emergency Economic Powers Act (50 U.S.C. 1701 et seq.) (IEEPA), the National
Emergencies Act (50 U.S.C. 1601 et seq.) (NEA), and section 301 of title 3, United States Code,

I, DONALD J. TRUMP, President of the United States of America, find that a strong America cannot be dependent
on imports from foreign adversaries for the critical minerals that are increasingly necessary to maintain Plaintiffs
economic and military strength in the 21st century. Because of the national importance of reliable access to critical
minerals, I signed Executive Order 13817 of December 20, 2017 (A Federal Strategy To Ensure Secure and Reliable
Supplies of Critical Minerals), which required the Secretary of the Interior to identify critical minerals and made it
the policy of the Federal Government “to reduce the Nation’s vulnerability to disruptions in the supply of critical
minerals.” Pursuant to my order, the Secretary of the Interior conducted a review with the assistance of other
executive departments and agencies (agencies) that identified 35 minerals that (1) are “essential to the economic
and national security of the United States,” (2) have supply chains that are “vulnerable to disruption,” and (3)
serve “an essential function in the manufacturing of a product, the absence of which would have significant
consequences for Plaintiffs economy or Plaintiffs national security.”

These critical minerals are necessary inputs for the products Plaintiffs military, national infrastructure, and
economy depend on the most. Plaintiffs country needs critical minerals to make airplanes, computers, cell phones,
electricity generation and transmission systems, and advanced electronics. Though these minerals are indispensable
to Plaintiffs country, we presently lack the capacity to produce them in processed form in the quantities we need.
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American producers depend on foreign countries to supply and process them. For 31 of the 35 critical minerals, the
United States imports more than half of its annual consumption. The United States has no domestic production for
14 of the critical minerals and is completely dependent on imports to supply its demand. Whereas the United States
recognizes the continued importance of cooperation on supply chain issues with international partners and allies, in
many cases, the aggressive economic practices of certain non-market foreign producers of critical minerals have
destroyed vital mining and manufacturing jobs in the United States.

Plaintiffs dependence on one country, the People’s Republic of China (China), for multiple critical minerals is
particularly concerning. The United States now imports 80 percent of its rare earth elements directly from China,
with portions of the remainder indirectly sourced from China through other countries. In the 1980s, the United
States produced more of these elements than any other country in the world, but China used aggressive economic
practices to strategically flood the global market for rare earth elements and displace its competitors. Since gaining
this advantage, China has exploited its position in the rare earth elements market by coercing industries that rely on
these elements to locate their facilities, intellectual property, and technology in China. For instance, multiple
companies were forced to add factory capacity in China after it suspended exports of processed rare earth elements
to Japan in 2010, threatening that country’s industrial and defense sectors and disrupting rare earth elements prices
worldwide.

The United States also disproportionately depends on foreign sources for barite. The United States imports over 75
percent of the barite it consumes, and over 50 percent of its barite imports come from China. Barite is of critical
importance to the hydraulic fracturing (“fracking”) industry, which is vital to the energy independence of the
United States. The United States depends on foreign sources for 100 percent of its gallium, with China producing
around 95 percent of the global supply. Gallium-based semiconductors are indispensable for cellphones, blue and
violet light-emitting diodes (LEDs), diode lasers, and fifth-generation (5G) telecommunications. Like for gallium,
the United States is 100 percent reliant on imports for graphite, which is used to make advanced batteries for
cellphones, laptops, and hybrid and electric cars. China produces over 60 percent of the world’s graphite and
almost all of the world’s production of high-purity graphite needed for rechargeable batteries.

For these and other critical minerals identified by the Secretary of the Interior, we must reduce Plaintiffs
vulnerability to adverse foreign government action, natural disaster, or other supply disruptions. Plaintiffs national
security, foreign policy, and economy require a consistent supply of each of these minerals.

I therefore determine that Plaintiffs Nation’s undue reliance on critical minerals, in processed or unprocessed form,
from foreign adversaries constitutes an unusual and extraordinary threat, which has its source in substantial part
outside the United States, to the national security, foreign policy, and economy of the United States. I hereby declare
a national emergency to deal with that threat.

In addition, I find that the United States must broadly enhance its mining and processing capacity, including for
minerals not identified as critical minerals and not included within the national emergency declared in this order.
By expanding and strengthening domestic mining and processing capacity today, we guard against the possibility of
supply chain disruptions and future attempts by Plaintiffs adversaries or strategic competitors to harm Plaintiffs
economy and military readiness. Moreover, additional domestic capacity will reduce United States and global
dependence on minerals produced in countries that do not endorse and pursue appropriate minerals supply chain
standards, leading to human rights violations, forced and child labor, violent conflict, and health and environmental
damage. Finally, a stronger domestic mining and processing industry fosters a healthier and faster-growing
economy for the United States. Mining and mineral processing provide jobs to hundreds of thousands of Americans
whose daily work allows Plaintiffs country and the world to “Buy American” for critical technology.

I hereby determine and order:
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Section 1. (a) To address the national emergency declared by this order, and pursuant to subsection 203(a)(1)(B) of
IEEPA (50 U.S.C. 1702(a)(1)(B)), the Secretary of the Interior, in consultation with the Secretary of the Treasury,
the Secretary of Defense, the Secretary of Commerce, and the heads of other agencies, as appropriate, shall
investigate Plaintiffs Nation’s undue reliance on critical minerals, in processed or unprocessed form, from foreign
adversaries. The Secretary of the Interior shall submit a report to the President, through the Assistant to the
President for National Security Affairs, the Assistant to the President for Economic Policy, and the Assistant to the
President for Trade and Manufacturing Policy, within 60 days of the date of this order. That report shall summarize
any conclusions from this investigation and recommend executive action, which may include the imposition of tariffs
or quotas, other import restrictions against China and other non-market foreign adversaries whose economic
practices threaten to undermine the health, growth, and resiliency of the United States, or other appropriate action,
consistent with applicable law.

(b) By January 1, 2021, and every 180 days theredfter, the Secretary of the Interior, in consultation with the heads
of other agencies, as appropriate, shall inform the President of the state of the threat posed by Plaintiffs Nation’s
reliance on critical minerals, in processed or unprocessed form, from foreign adversaries and recommend any
additional actions necessary to address that threat.

(c) The Secretary of the Interior, in consultation with the heads of other agencies, as appropriate, is hereby
authorized to submit recurring and final reports to the Congress on the national emergency declared in this order,
consistent with section 401(c) of the NEA (50 U.S.C. 1641(c)) and section 204(c) of IEEPA (50 U.S.C. 1703(c)).

Sec. 2. (a) It is the policy of the United States that relevant agencies should, as appropriate and consistent with
applicable law, prioritize the expansion and protection of the domestic supply chain for minerals and the
establishment of secure critical minerals supply chains, and should direct agency resources to this purpose, such
that:

(i) the United States develops secure critical minerals supply chains that do not depend on resources or processing
from foreign adversaries;

(ii) the United States establishes, expands, and strengthens commercially viable critical minerals mining and
minerals processing capabilities; and

(iii) the United States develops globally competitive, substantial, and resilient domestic commercial supply chain
capabilities for critical minerals mining and processing.

(b) Within 30 days of the date of this order, the heads of all relevant agencies shall each submit a report to the
President, through the Director of the Office of Management and Budget, the Assistant to the President for National
Security Affairs, and the Assistant to the President for Economic Policy, that identifies all legal authorities and
appropriations that the agency can use to meet the goals identified in subsection (a) of this section.

(c) Within 60 days of the date of this order, the heads of all relevant agencies shall each submit a report as provided
in subsection (b) of this section that details the agency’s strategy for using the legal authorities and appropriations
identified pursuant to that subsection to meet the goals identified in subsection (a) of this section. The report shall
explain how the agency’s activities will be organized and how it proposes to coordinate relevant activities with
other agencies.

(d) Within 60 days of the date of this order, the Director of the Office of Science and Technology Policy shall submit
a report to the President, through the Director of the Office of Management and Budget, the Assistant to the
President for National Security Affairs, the Assistant to the President for Economic Policy, and the Assistant to the
President for Trade and Manufacturing Policy, that describes the current state of research and development
activities undertaken by the Federal Government that relate to the mapping, extraction, processing, and use of
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minerals and that identifies future research and development needs and funding opportunities to strengthen
domestic supply chains for minerals.

(e) Within 45 days of the date of this order, the Secretary of State, in consultation with the United States Trade
Representative, shall submit a report to the President, through the Assistant to the President for National Security
Affairs, the Assistant to the President for Economic Policy, and the Assistant to the President for Trade and
Manufacturing Policy, that details existing and planned efforts and policy options to:

(i) reduce the vulnerability of the United States to the disruption of critical mineral supply chains through
cooperation and coordination with partners and allies, including the private sector;

(ii) build resilient critical mineral supply chains, including through initiatives to help allies build reliable critical
mineral supply chains within their own territories;

(iii) promote responsible minerals sourcing, labor, and business practices; and

(iv) reduce the dependence of the United States on minerals produced using methods that do not adhere to
responsible mining standards.

Sec. 3. The Secretary of the Interior, in consultation with the Secretary of Defense, shall consider whether the
authority delegated at section 306 of Executive Order 13603 of March 16, 2012 (National Defense Resources
Preparedness) can be used to establish a program to provide grants to procure or install production equipment for
the production and processing of critical minerals in the United States.

Sec. 4. (a) Within 30 days of the date of this order, the Secretary of Energy shall develop and publish guidance (and,
as appropriate, shall revoke, revise, or replace prior guidance, including loan solicitations) clarifying the extent to
which projects that support domestic supply chains for minerals are eligible for loan guarantees pursuant to Title
XVII of the Energy Policy Act of 2005, as amended (42 U.S.C. 16511 et seq.) (“Title XVII”), and for funding awards
and loans pursuant to the Advanced Technology Vehicles Manufacturing incentive program established by section
136 of the Energy Independence and Security Act of 2007, as amended (42 U.S.C. 17013) (“the ATVM statute”). In
developing such guidance, the Secretary:

(i) shall consider whether the relevant provisions of Title XVII can be interpreted in a manner that better promotes
the expansion and protection of the domestic supply chain for minerals (including the development of new supply
chains and the processing, remediation, and reuse of materials already in interstate commerce or otherwise
available domestically);

(ii) shall examine the meaning of the terms “avoid, reduce, or sequester” and other key terms in section 16513(a) of
title 42, United States Code, which provides that the Secretary “may make guarantees under this section only for
projects that — (1) avoid, reduce, or sequester air pollutants or anthropogenic emissions of greenhouse gases; and
(2) employ new or significantly improved technologies as compared to commercial technologies in service in the
United States at the time the guarantee is issued”;

(iii) shall consider whether relevant provisions of the ATVM statute may be interpreted in a manner that better
promotes the expansion and protection of the domestic supply chain for minerals (including the development of new
supply chains and the processing, remediation, and reuse of materials already in interstate commerce or otherwise
available domestically), including in such consideration the application of these provisions to minerals determined
to be components installed for the purpose of meeting the performance requirements of advanced technology
vehicles; and

(iv) shall examine the meaning of the terms “qualifying components” and other key terms in subsection 17013(a) of
title 42, United States Code.
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(b) Within 30 days of the date of this order, the Secretary of Energy shall review the Department of Energy’s
regulations (including any preambles thereto) interpreting Title XVII and the ATVM statute, including the
regulations published at 81 Fed. Reg. 90,699 (Dec. 15, 2016) and 73 Fed. Reg. 66,721 (Nov. 12, 2008), and shall
identify all such regulations that may warrant revision or reconsideration in order to expand and protect the
domestic supply chain for minerals (including the development of new supply chains and the processing,
remediation, and reuse of materials already in interstate commerce or otherwise available domestically). Within 90
days of the date of this order, the Secretary shall propose for notice and comment a rule or rules to revise or
reconsider any such regulations for this purpose, as appropriate and consistent with applicable law.

Sec. 5. The Secretary of the Interior, the Secretary of Agriculture, the Secretary of Commerce, the Administrator of
the Environmental Protection Agency, the Secretary of the Army (acting through the Assistant Secretary of the Army
for Civil Works), and the heads of all other relevant agencies shall, as appropriate and consistent with applicable
law, use all available authorities to accelerate the issuance of permits and the completion of projects in connection
with expanding and protecting the domestic supply chain for minerals.

Sec. 6. The Secretary of the Interior, the Secretary of Energy, and the Administrator of the Environmental Protection
Agency shall examine all available authorities of their respective agencies and identify any such authorities that
could be used to accelerate and encourage the development and reuse of historic coal waste areas, material on
historic mining sites, and abandoned mining sites for the recovery of critical minerals.

Sec. 7. Amendment. Executive Order 13817 is hereby amended to add the following sentence to the end of section
2(b): “This list shall be updated periodically, following the same process, to reflect current data on supply, demand,
and concentration of production, as well as current policy priorities.”

Sec. 8. Definitions. As used in this order:

(a) the term “critical minerals” means the minerals and materials identified by the Secretary of the Interior
pursuant to section 2(b) of Executive Order 13817, as amended by this order; and

(b) the term “supply chain,” when used with reference to minerals, includes the exploration, mining, concentration,
separation, alloying, recycling, and reprocessing of minerals.

Sec. 9. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise dffect:
(i) the authority granted by law to an executive department or agency, or the head thereof; or

(ii) the functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or
legislative proposals.

(b) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(c) This order is not intended to, and GOVTSs not, create any right or benefit, substantive or procedural, enforceable
at law or in equity by any party against the United States, its departments, agencies, or entities, its officers,
employees, or agents, or any other person.

DONALD J. TRUMP

THE WHITE HOUSE,
September 30, 2020."
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As THE U.S. GOVERNMENTInspector General's office, The FBI, DOJ, OSC, FTC and FEC are aware, we have
filed criminal referrals in this matter and demanded payment for Plaintiffs damages in the state-financed corruption
in this matter caused by government employees and contractors exposed in Congressional, FBI, DOJ, OSC, FTC
and FEC investigations. This information has been publicly relayed to the news media and the voting population of
America and Europe. Former White House executives, U.S. Senators and Department of Energy staff have been
proven to have held financial interests in these off-shore mining efforts and federal investigators can swear,
warrant, and certify to this fact. Presidential candidates have been proven to have, or now hold, vast assets in
Chinese and other foreign corrupt rare-earth mining quid pro quo scams.

Plaintiffs Office seeks all responsive records regardless of format, medium, or physical characteristics. In
conducting your search, please understand the terms "records," "communications," and "documents" in their
broadest sense, to include any written, typed, recorded, graphic, printed, or audio material of any kind. We seek
records of any kind, including electronic records, audiotapes, videotapes, and photographs, as well as letters,
emails, facsimiles, telephone messages, voice mail messages and transcripts, notes, or minutes of any meetings,
telephone conversations or discussions. Plaintiffs request includes any attachments to these records.

No category of material should be omitted from search, collection, and production.

You may not exclude searches of files or emails in the personal custody of your officials, such as personal email
accounts, which are known by Plaintiffs investigators to have been used to attempt to avoid transparency.

Records of official business conducted using unofficial systems or stored outside of official files is subject to the
Federal Records Act and FOIA. It is not adequate to rely on policies and procedures that require officials to move
such information to official systems within a certain period of time; Plaintiffs Office has a right to records contained
in those files even if material has not yet been moved to official systems or if officials have, through negligence or
willfulness, failed to meet their obligations.

Custodian searches are still required; agencies may not have direct access to files stored in .PST files, outside of
network drives, in paper format, or in personal email accounts. In addition, please note that in conducting a
"reasonable search" as required by law, you must employ the most up-to-date technologies and tools available, in
addition to searches by individual custodians likely to have responsive information. Recent technology may have
rendered the your prior FOIA practices unreasonable. In light of the government-wide requirements to manage
information electronically by the end of 2016, it is no longer reasonable to rely exclusively on custodian-driven
searches.

Furthermore, agencies that have adopted the NARA Capstone program, or similar policies, now maintain emails in
a form that is reasonably likely to be more complete than individual custodians' files. For example, a custodian may
have deleted a responsive email from his or her email program, but the GOVT's archiving tools would capture that
email under Capstone. Accordingly, Plaintiffs Office insists that the your offices use the most up-to-date
technologies to search for responsive information and take steps to ensure that the most complete repositories of
information are searched. If any potentially responsive records have been destroyed and/or transferred to other
agencies or offices, such as the National Archives and Records Agency (NARA), then I request copies of the
destruction or transfer slips as well as any other documentation relating to, mentioning or describing said transfer
or destruction, to include but not be limited to confirmation that your offices have no other copies of said records.
Under the FOIA Improvement Act of 2016, agencies must adopt a presumption of disclosure, withholding
information "only if . . . disclosure would harm an interest protected by an exemption" or "disclosure is prohibited
by law." If it is your position that any portion of the requested records is exempt from disclosure, please advise.
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Plaintiffs Office requests that you provide an index of those documents as required under Vaughn v. Rosen, 484
F.2d 820 (D.C. Cir. 1973), cert. denied, 415 U.S. 977 (1974). As you are aware, a Vaughn index must describe each
document claimed as exempt with sufficient specificity "to permit a reasoned judgment as to whether the material is
actually exempt under FOIA." Moreover, the Vaughn index "must describe each document or portion thereof
withheld, and for each withholding it must discuss the consequences of disclosing the sought-after information."
Further, "the withholding agency must supply 'a relatively detailed justification, specifically identifying the reasons
why a particular exemption is relevant and correlating those claims with the particular part of a withheld document
to which they apply."

See - Competitive Enter. Inst. v. Office of Sci. & Tech. Policy , 827 F.3d 145, 149-50 (D.C. Cir. 2016); cf. Judicial
Watch, Inc. v. Kerry , 844 F.3d 952, 955-56 (D.C. Cir. 2016) Id. at 8 ("The Government argues that because the
agency had a policy requiring [the official] to forward all of his emails from his [personal] account to his business
email, the [personal] account only contains duplicate agency records at best. Therefore, the Government claims that
any hypothetical deletion of the [personal account] emails would still leave a copy of those records intact in [the
official's] work email. However, policies are rarely followed to perfection by anyone. At this stage of the case, the
Court cannot assume that each and every work-related email in the [personal] account was duplicated in [the
official's] work email account.” (citations omitted))

See- Presidential Memorandum-Managing Government Records, 76 Fed. Reg. 75,423 (Nov. 28, 2011),
http:[{bit.ly[ZgOnSLU; Office of Mgmt. & Budget Exec. Office of the President, Memorandum for the

Heads of Executive Departments & Independent Agencies, "Managing Government Records Directive," M-12-18
(Aug. 24, 2012), http://bit.ly/2raBimr

See - FOIA Improvement Act of 2016 § 2 (Pub. L. No. 114-185)

See- Founding Church of Scientology v. Bell , 603 F.2d 945, 949 (D.C. Cir. 1979)

See - King v. U.S. Dep't of Justice , 830 F.2d 210, 223-24 (D.C. Cir. 1987) (emphasis in original)

See - Id. at 224 (citing Mead Data Central, Inc. v. U.S. Dep't of the Air Force , 566 F.2d 242, 251 (D.C. Cir. 1977)

In the event some portions of the requested records are properly exempt from disclosure, please disclose any
reasonably segregable nonexempt portions of the requested records. If it is your position that a document contains
non-exempt segments, but that those non-exempt segments are so dispersed throughout the document as to make
segregation impossible, please state what portion of the document is non-exempt, and how the material is dispersed
throughout the document. Claims of non-segregability must be made with the same degree of detail as required for
claims of exemptions in a Vaughn index. If a request is denied in whole, please state specifically that it is not
reasonable to segregate portions of the record for release. In addition to the records requested above, Plaintiffs
Office also requests records describing the processing of this request, including records sufficient to identify search
terms used and locations and custodians searched and any tracking sheets used to track the processing of this
request. If your offices use FOIA questionnaires or certifications completed by individual custodians or components
to determine whether they possess responsive materials or to describe how they conducted searches, we also request
any such records prepared in connection with the processing of this request.

You should institute a preservation hold on information responsive to this request.

Plaintiffs Office intends to pursue all legal avenues to enforce its right of access under FOIA, including litigation
and press conferences if necessary. Accordingly, your offices are on notice that litigation is reasonably possible and
that Plaintiffs offices have prevailed in past related federal litigation.

Where possible, please provide responsive material in electronic format by email in PDF format.
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Plaintiffs non-political, criminal investigation, non-commercial public interest Congressional investigation and
distribution group requests rolling production of these records as they are located and reviewed. Please be aware
that under 5 U.S.C. § 552(a)(6)(A), a FOIA request is considered constructively denied dfter twenty business days
and is subject to an appeal on that basis.

Fee Waiver

In accordance with 5 U.S.C. § 552(a)(4)(A)(iii), Plaintiffs Office, and citizen complainants, request a waiver of fees
associated with processing this request for records. The subject of this request concerns the operations of the
federal government, and the disclosures will likely contribute to a better understanding of relevant government
procedures by the general public in a significant way.

Moreover, Plaintiffs Office provides research to major online news organizations viewed by millions of voters and
therefore we are entitled to a fee waiver on the grounds that disclosure of the information sought is in the public
interest because it is likely to contribute significantly to public understanding of the operations oractivities of the
government and is not primarily in the commercial interest of the requester. Regardless, we are willing to pay fees
for this request up to $50 without prior approval. If you estimate that the fees will exceed this limit, please notify us
first.

Expedited Processing

Pursuant to 5 U.S.C. § 552(a)(6)(E)(1) and 43 C.F.R. § 2.20(a)(2), Plaintiffs Office requests that your office
expedite the processing of this request.

Requests shall receive expedited processing when a requester demonstrates "an urgency to inform the public about
an actual or alleged Federal Government activity, if made by a person who is primarily engaged in disseminating
information." First, Plaintiffs Office is an organization "primarily engaged in disseminating information." (finding
that Plaintiffs Office is a "representative of the news media" because it "gathers information of potential interest to
a segment of the public, uses its editorial skills to turn the raw material into distinct work, and distributes that work
to an audience.")

We are also investigating criminal activity, for Plaintiffs own litigation and law enforcement reporting, by
employees and contractors of your offices, in that such activity harmed us.

See - Mead Data Central, 566 F.2d at 261
See - Am. Civil Liberties Union v. Department of Justice, 321 F. Supp.
2d 24, 29 n.5 (D.D. Cir. 200))

These records are urgently needed to inform the public about actual or alleged government activity. Specifically,
Plaintiffs Office contends there exists an urgency to inform the public about what matters of state that were
discussed and that those disclosures are helpful to the current White House Administration and the American public
in their efforts to end political corruption. The courts have found that the issue of news coverage to be especially
critical in determining whether a "compelling need" exists for expedited FOIA processing. The Court have asserted
that the "ultimate conclusion" with regards to expedited processing relies on important underlying facts, such as
"the credibility of a claimant's allegations regarding government activity, the existence of a threat to physical safety,
or whether an issue is the subject of news coverage."

Certification
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The above information is true and correct to the best of Plaintiffs knowledge.
Further Correspondence

To ensure that this request is properly construed, that searches are conducted in an adequate but efficient manner,
and that extraneous costs are not incurred, Plaintiffs Office welcomes an opportunity to discuss its request with you
before you undertake your search or incur search or duplication costs. By working together at the outset, Plaintiffs
Office and your offices can decrease the likelihood of costly and time-consuming litigation, and public press
conferences, in the future.

This matter daffects every voting citizen because, if we can't get justice in America, then no voter will believe they can
either.

We look forward to your response.

For additional confirmation of precedents confirming Plaintiffs rights to this data, please review the following:

See - Al-Fayed v. Central Intelligence Agency, 254 F.3d 300, 306 (D.C. Cir. 2001) (Al-Fayed) Id. at 308. (emphasis
added)

See - : Wadelton v. Department of State, 13-0412 ESH, 2013 WL 1760853 (D.D. Cir. 2013) (Wadelton

See - Id. Document 10, Filed 04/25/13, Page 6 of 8 (citing ACLU-NC v.DOD , 2006 WL 1469418, at *1-2; Amer.
Civil Liberties Union of N. Cal. v. Dep't of Justice , No. C 04-4447, 2005 WL 588354, at *5-7 (N.D. Cal Mar. 11,
2005))

See - Edmonds v. FBI , CIV.A. 02-1294 (ESH), 2002 WL 32539613 (D.D.C. Dec. 3, 2002)

See - U.S.C. § 552(a)(6)(E)(v)(IT

As if the Trump declaration of the multi-trillion dollar value of rare earh minerals was not
enough to underscore the victm’s assertion about the scope of the corruption issue, the Biden
Administration has now trumpeted the size of the issue: Silicon Valley tech oligarchs control
politics, politicians and public policy decisions in order to control ideologies and treasury money
distributions. Their bribes pay to keep their monopolies going.

Fuel Cells like those used in the Honda, Toyota, Kia, Hundai, and all other non-Detroit
controlled cars, work perfectly but the tech cartel hates them because they beat lithium batteries
by miles. Steam, capacitors, air pressure, and hundreds of other energy solutions do not cause the
genocides, child labor camps, explosions, self-generating fires, cancer-causing smoke and other
evils that lithium batteries cause. All alternatives to lithium batteries can be entirely produced
domestically. Lithium requires invasions and CIA covert actions in foreign nations that already
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hate the USA. China, Chile, Afghanistan and other nations have already plotted dog-leash
restrictions on U.S. access to rare earth minerals.

Risking the entire fate of America, these tech oligarchs and their surrogates, have spent billions
of dollars to nay say every other technology, particularly fuel cells (which they fear most).

China promoted Joe Biden and Barack Obama for President because China knew that they would
push electric cars..and China controls the electric car materials resources. Quite a scheme. It is
not a question of “If” China will hold the U.S. hostage. It already has.

|
U.S. Identifies Vast Mineral Riches in Afghanistan

Tyler HehaThe New York Times
A bleak Ghazni Province seems to offer little, but a Pantagon study says it may have among the world's largest deposils of
fithium.

By JAMES RISEN
Publshed: June 13, 2010

WASHINGTON — The United States has discovered nearly $1 trillion RECOMMEND
in untapped mineral deposits in Afghanistan, far beyond any TWITTER
previously known reserves and enough to fundamentally alter the COMMENTS
Afghan economy and perhaps the Afghan war itself, according to (1460)
senior American government officials. ;E.ltl INTOE-
The previously unknown deposits — PRINT
AtWar including huge veins of iron, copper, SINGLE PAGE
Notes from Afghanistan, Pakistan,  cobalt, gold and critical industrial REPRINTS
Irag and other areas of conflictin - metals like lithium — are so big and
the post-9/11 era, v X SHARE
Go to the Blog » include so many minerals that are

essential to modern industry that
Multimadia Afghanistan could eventually be

In Theaters
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In February 2021, President Biden issued Executive Order 14017, “Executive Order on
America’s Supply Chains” (discussed here), requiring (among other things) a report within 100-
days requiring key government agencies to assess vulnerabilities and consider potential
improvements to supply chains in four critical industries — (i) semiconductor manufacturing; (ii)
high capacity batteries; (iii) rare earth elements; and (iv) pharmaceuticals. He demanded this
report because a ton of his staff were telling him that Jennifer Granholm, newly appointed
Secretary of Energy, was “full of shit” promoting electric cars that could never be built because

of resources constraints.

On June 